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Chapter 1 - Description and

Specifications

Introduction

The MVP2410/3010 are rack-mount models; and the MVP24-48/30-60 are add-on expansion cards that double
the capacity of the base units without adding another chassis. These voice-over-IP products have fax
capabilities. The 2410 models adhere to the North American standard of T1 trunk telephony using digital 24-
channel time-division multiplexing, which allows 24 phone conversations to occur on the T1 line simultaneously.
The 3010 models use E1 lines, usually of the ISDN Primary Rate Interface type (ISDN-PRI).

Figure 1-1: MVP 2410/3010 Chassis

When expansion is needed, your MVP2410/3010 can be field-upgraded into a dual unit by installing the MVP24-
48 or 30-60 kit, which is essentially a second MultiVOIP motherboard that fits in an open expansion-card slot. The
upgraded dual unit then accommodates two T1/E1 lines.

Computer Requirements

The computer on which the MultiVOIP’s configuration program is installed must meet these requirements:
e must be IBM-compatible PC with MS Windows operating system;
¢ must have an available COM port for connection to the MultivVOIP.

However, this PC does not need to be connected to the MultiVOIP permanently. It only needs to be connected
when local configuration and monitoring are done. Nearly all configuration and monitoring functions can be done

remotely via the IP network.

Specifications
MVP 2410 MVP-2410 w/ MVP-3010 MVP-3010 w/
MVP24-48 Card MVP30-60 Card
. 100-240 VAC | 100-240 VAC 100-240 VAC 100-240 VAC
Operating Voltage/Current | ;5 ¢ A 12-06A 12-06A 12-0.6A
Mains Frequencies 50/60 Hz 50/60 Hz 50/60 Hz 50/60 Hz
Power Consumption 17 Watts 27 Watts 17 Watts 27 Watts
1.75" H x 1.75" H x 1.75" H x 1.75" H x
17.4" W x 17.4” W x 17.4" W x 17.4" W x
8.75"D 8.75"D 8.75" D 8.75" D
Mechanical Dimensions
4.5cmH x 4.5cm H x 4.5cm H x 4.5cm H x
44.2cm W x 44.2cm W x 44.2cm W x 44.2cm W x
22.2cm D 22.2cm D 22.2cm D 22.2cm D
. 7.1 Ibs. 7.5 Ibs. 7.1 lbs. 7.5 Ibs.
Weight (3.2 kg) (3.4kg) (3.2 kg) (3.4kg)
Ambient temperature MaOX|mum: 60 degrees Cel§|us (149 .degrees Fahrenheit) @ 20-
range 90% non-condensing relative humidity.
9 Minimum: 0 degrees Celsius (32 degrees Fahrenheit).

Multi-Tech Systems, Inc.




Chapter 1: Description & Specifications

Interface

While the web interface appears differs slightly, its content and organization are essentially the same as that of
the Windows interface (except for logging). These will be addressed in the following chapters.

Front Panel LEDs

The MVP2410/3010 and MVP24-48/30-60 both use a common main circuit board or motherboard. Consequently
the LED indicators are the same for both.

Active LEDs. The MVP2410/3010 front panel has two sets of identical LEDs. In the MVP2410/3010 as shipped
(that is, without an expansion card), the left-hand set of LEDs is functional whereas the right-hand set is not.

When the MVP2410/3010 has been upgraded with an MVVP24-48 or 30-60 kit, the right-hand set of LEDs will also
become active.

MultiTechi
st rman v o
Eharai - s s e Shees 5k o Tms
o [ T T T oD Q0 o Q0 OO0 o0 Q00
. ime Fm i [ LY " [ '] THT e mam e Ao T [ - o = i i Ll

Figure 1-2: MVP2410/3010 LEDs

LED Descriptions. The MVP2410/3010 has four sets of LEDs plus a lone LED at its far right end. As viewed
from the front of the MVP2410/3010, it is the two left groups that are active and present feedback about the
operation of the unit. If an MVP24-48 or 30-60 expansion card is added, the two LED groups on the right become
operational with respect to the second T1/E1 connection.

Front Panel LED Definitions

LED Name Description

Power Indicates presence of power.

Boot After power up, the Boot LED will be on for about 10 seconds while the MVP2410 is
booting.

Full-Duplex & Collision LED. This LED indicates whether the Ethernet connection is half-
duplex or full-duplex (FDX) and, in half-duplex mode, indicates occurrence of data collisions.
LED is on constantly for full-duplex mode; LED is off constantly for half-duplex mode. When
operating in half-duplex mode, the LED will flash during data collisions.

FDX

Link/Activity LED. This LED is lit if Ethernet connection has been made. It is off when the
LNK link is down (i.e., when no Ethernet connection exists). While link is up, this LED will flash
off to indicate data activity.

T When lit, indicates presence of T1 connection.

E1 When lit, indicates presence of E1 connection.

PRI PRI. On if line is of ISDN-Primary-Rate type.

ONL Online. This LED is on when frame synchronization has been established on the T1/E1 link.
IC IC LED is on when Internal Clocking is selected in T1/E1 configuration.

LC Indicates Loss of Carrier.

LS Indicates Loss of Signal.

Test For testing purposes only.

Multi-Tech Systems, Inc. 7



Chapter 2 - Installing and Cabling the

MultivOIP

Introduction

The MVP2410 and 3010 MultiVOIP are somewhat heavy units. When these units are to be installed into a rack,
two able-bodied persons should participate. Please read the safety notices before beginning installation.

Safety Warnings

Lithium Battery Caution

A lithium battery on the voice/fax channel board provides backup power for the timekeeping capability. The
battery has an estimated life expectancy of ten years. When the battery starts to weaken, the date and time may
be incorrect. If the battery fails, the board must be sent back to Multi-Tech Systems for replacement.

Warning: There is danger of explosion if the battery is incorrectly replaced.

Safety Warnings Telecom

1. Never install telephone wiring during a lightning storm.

2. Never install a telephone jack in wet locations unless the jack is specifically designed for wet locations.
3. This product is to be used with UL and UL listed computers.
4

. Never touch un-insulated telephone wires or terminals unless the telephone line has been disconnected at the
network interface.

. Use caution when installing or modifying telephone lines.

6. Avoid using a telephone (other than a cordless type) during an electrical storm. There may be a remote risk of
electrical shock from lightning.

7. Do not use a telephone in the vicinity of a gas leak.
8. To reduce the risk of fire, use only a UL-listed 26 AWG or larger telecommunication line cord.

a

Unpacking Your MultivVOIP

When unpacking your MultiVOIP, check to see that all of the items are included in the box. For the various
MultiVOIP models, the contents of the box will be different. If any box contents are missing, contact Multi-Tech
Technical Support at 1-800-972-2439.

MVP2410/3010 contents list:

MVP2410 or 3010

DB9 to RJ45 cable

Mounting brackets and screws
Power cord

Printed Cabling Guide
Product CD

Multi-Tech Systems, Inc. 8



Chapter 2: Installing and Cabling the MultivVOIP

Rack Mounting Instructions for MVP2410/3010

The MultiVOIPs can be mounted in an industry-standard EIA 19-inch rack enclosure.

Safety Recommendations for Rack Installations

Ensure proper installation of the unit in a closed or multi-unit enclosure by following the recommended installation
as defined by the enclosure manufacturer. Do not place the unit directly on top of other equipment or place other
equipment directly on top of the unit. If installing the unit in a closed or multi-unit enclosure, ensure adequate
airflow within the rack so that the maximum recommended ambient temperature is not exceeded. Ensure that the
unit is properly connected to earth ground by verifying that it is reliably grounded when mounted within a rack. If a
power strip is used, ensure that the power strip provides adequate grounding of the attached apparatus.

When mounting the equipment in the rack, make sure mechanical loading is even to avoid a hazardous condition.
The rack used should safely support the combined weight of all the equipment it supports.

Ensure that the mains supply circuit is capable of handling the load of the equipment. See the power label on the
equipment for load requirements (full specifications for MultiVOIP models are presented in chapter 1 of this
manual).

This equipment should only be installed by properly qualified service personnel. Only connect like circuits -
connect SELV (Secondary Extra Low Voltage) circuits to SELV circuits and TN (Telecommunications Network)
circuits to TN circuits.

19-Inch Rack Enclosure Mounting Procedure

Attaching the MultiVOIP to a rack-rail of an EIA 19-inch rack enclosure will certainly require two persons.
Essentially, the technicians must attach the brackets to the MultiVOIP chassis with the screws provided, as shown
in Figure 2-1, and then secure unit to rack rails by the brackets, as shown in Figure 2-2. Because equipment
racks vary, screws for rack-rail mounting are not provided. Follow the instructions of the rack manufacturer and
use screws that fit.

1. Position the right rack-mounting bracket on the MultiVOIP using the two vertical mounting screw holes.
Secure the bracket to the MultiVOIP using the two screws provided.

Position the left rack-mounting bracket on the MultiVOIP using the two vertical mounting screw holes.
Secure the bracket to the MultiVOIP using the two screws provided.

Remove feet (4) from the MultiVOIP unit.

Mount the MultiVOIP in the rack enclosure per the rack manufacture’s mounting procedure.

ook W

Rack Mounting Setup

Figure 2-2: Attaching MultiVOIP to Rack Rail

Multi-Tech Systems, Inc. 9



Chapter 2: Installing and Cabling the MultivVOIP

Cabling Procedure for MVP2410/3010

Cabling your MultiVOIP entails making the proper connections for power, command port, phone system (T1/E1
line connected to PBX or telco office), and Ethernet network. Figure 2-3 shows the back panel connectors and
the associated cable connections. The following procedure details the steps necessary for cabling your
MultivVOIP.

1. Connect the power cord to a live AC outlet, and then connect it to the MultiVOIP’s power receptacle
shown at top right in figure below.

M v‘l ) o =
T1/E1 ——
J | TERE——
[: M :u Command Port Connection
o PBX

PSTN

[-2-]

L]

Network Connection

Telephony Connection

Figure 2-3: Cabling for MVP2410/3010

2. Connect the MultiVOIP to the PC (the computer that will hold the MultiVOIP software) using the RJ-45 to
DB9 (female) cable provided with your unit. Plug the RJ-45 end of the cable into the Console port of the
MultiVOIP and connect the other end (the DB9 connector) to the PC serial port you are using (typically
COM1 or COM2). See Figure 2-3.

3. Connect a network cable to the Ethernet connector on the back of the MultiVOIP. Connect the other end
of the cable to your network.

4. If you intend to configure the MultiVOIP remotely using the MultiVOIP Windows GUI, connect an RJ-11
phone cable between the Command Modem connector (at the rear of the MultiVOIP) and a receptacle
served by a telco POTS line. See Figure 2-4.

The Command Modem is built into the MultiVOIP unit. To configure the MultiVOIP remotely using its
Windows GUI, you must call into the MultiVOIP’s Command Modem. Once a connection is made, the
configuration process is identical to local configuration with the Windows GUI.

Multi-Tech Systems, Inc. 10



Chapter 2: Installing and Cabling the MultivVOIP

P 7’
,,1 ,/
& / ,
DIGITAL VOICE COMMAND ETHERNET COUMAND \ 7/ GI’OUﬂdIng SCI’GW
N ' |/
HEe= ] ¢,
"Flllr
(-

E Telco POTS Line

Figure 2-4: MVP2410/3010 connections for ground & modem

5. Ensure that the unit is properly connected to earth ground by verifying that it is reliably grounded when
mounted within a rack.

This can be accomplished by connecting a grounding wire between the chassis grounding screw (see
Figure 2-4) and a metallic object that will provide an electrical ground.

6. Turn on power to the MultiVOIP by setting the power switch on the right side panel to the ON position.
Wait for the Boot LED on the MultiVOIP to go off before proceeding. This may take a couple of minutes.

Multi-Tech Systems, Inc. 11



Chapter 3 - Software Installation

Introduction

Configuring software for your MultiVOIP entails three tasks:
Loading the software onto the PC (this is “Software Installation” and is discussed in this chapter).

Setting values for telephony and IP parameters that will fit your system (a detailed discussion of this is found in
Chapter 4).

Establishing “phonebooks” that contain the various dialing patterns for VOIP calls made to different locations (a
detailed discussion of this is found in Chapter 5).

Loading MultiVOIP Software onto the PC

The software loading procedure does not present every screen or option in the loading process. It is assumed
that someone with a thorough knowledge of Windows and the software loading process is performing the
installation.

1. Be sure that your MultiVOIP has been properly cabled and that the power is turned on.

2. Insert the MultiVOIP CD into your CD-ROM drive. The CD starts automatically. It may take a few
moments for the Multi-Tech CD installation window to display.

Digital MultivVOIP®

’ Install Software
Welcome to the
P Release Notes Multi-Tech Systems, Inc

Digital MultivVOIPs

4 Install Java Models: MVP2410 & |
5 f you have software

_
X.09 or earlier, please

i'éad the Release Notes
for ftp Upgrade.

Multi lech
Systems

Figure 3-1: MVP 2410/3010 splash screen
3. When the Multi-Tech Installation CD dialog box appears, click the Install Software icon.

4. Aninstall screen appears. Select the install appropriate for your model.

Multi-Tech Systems, Inc. 12



Chapter 3: Software Installation

Software

Back to Main Menu

D install MVP2410 Software Welcome to the
MultiVOIP

P Install MVP3010 Software
Exit

Get Adobe

Multi lech

Systems

Figure 3-2: Install screen
Press Enter or click Next to continue.
5. Follow the on-screen instructions to install your MultiVOIP software. After the screen asks you continue
installation, you will be asked to verify the destination for the MultiVOIP software.
Multi-Tech Systems
MultivOIP 2410 4.11 Ingtallation

Setup will install MulbivOIP 2410 in the fallowing falder.

Tainstall to this falder, Click Mexst. To install to anather folder, Click Browse and
zelect another folder.

Deztination Faolder

C:hAMulk-Tech Systems\MultOIP 2470 4.11 Browse. .
< Back Mest > | Cancel |

Figure 3-3: Destination

Choose a location and click Next.
6. At the next screen, you must select a program folder location for the MultiVOIP software program icon.

Click Next. Transient progress screens will appear while files are being copied.

Multi-Tech Systems, Inc. 13



Chapter 3: Software Installation

7. On the next screen you can select the COM port that the command PC will use when communicating with
the MultiVOIP unit. After software installation, the COM port can be re-set in the MultiVOIP Software (from
the sidebar menu, select Connection | Settings to access the COM Port Setup screen or use keyboard
shortcut Ctrl + G).

Note: If the COM port setting made here conflicts with the actual COM port resources available in the
command PC, the “Error in Opencomm handle” message will appear when the MultiVOIP program is
launched. If this occurs, you must reset the COM port.

8. A completion screen will appear.

Multi-Tech Systems

InstallShield Wizard Complete

Setup has finished installing MulivOIP 2410 on wour computer.

Finizh |

Figure 3-4: Completion

Click Finish.

9. When setup of the MultiVOIP software is complete, you will be prompted to run the MultiVOIP software to
configure the VOIP.

MultivVOIP 2410 4.11

Figure 3-5: Configuration

Software installation is now complete.

Multi-Tech Systems, Inc. 14



Chapter 3: Software Installation

Setup Overview

With the software now installed, you are ready to get your MultiVOIP set up and working. There are a few
necessary settings that need to be entered in the configuration software to achieve this and they are noted in the
action lists for the categories below. The following chapters will cover all aspects in detail, but here we will cover
the basic configuration needed to start VOIP communications. Below you will find the list of categories requiring
information to be set before VOIP communication will be ready.

Ethernet/IP
Voice/Fax
Call Signaling
T1/E1/ISDN
Regional
Phone Book

Lusuuy

This setup process is followed by the Save & Reboot step which is very important.

= MultiVOIP 2410 v4.11

Configuration  Advanced Phone Book,  Statiskics  Download  Connection YHelp

R & @
=|- Configuration ~ :
Ethernet | TP 7 ] o
Yaoice/Fax - n
= Call signaling MUHW
H.323 VolcaFax over IP Natworks
SIp il
SPP 4 : ;
THEL/ISON Fulti-Tech Systems Ine., 2206 Waoadale Drive, Mounds Wiew, MW 58112 5A
SHMP TEL 4763} 785-3500-FAx {763} 735-3702
Regional Tech Support; 800 972-2429
SMTP - Wwieb Siter http:ddAww, multitech. com
RADILS FTF Site: ftpeAffporultitech. com
Logs/Traces Tech Support; bupport@multitech, com
MAT Traversal
Supplementary Services
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Figure 3-6: Main Screen
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Ethernet/IP

A unique LAN IP address is required for the MultiVOIP unit as well as a subnet mask and Gateway IP for minimal
functionality. Other settings in this category pertain to specific features and protocols that can be used, but are not
necessary for basic operation. Details for all settings are provided in chapter 4.

Etheret / IP Parameters

Ethernat Parameters

v Packet Priontization [802.1p) Frame Type TYPE-I -
802 1p Parameters

Priarity oK.
Call Control E-oice - g
YolP Media FExcellent Effort - Cancel
Others 0-Best Effort -
Help
WLAM D 1
IP Paramneters

Giatewway Name ; [MultivalP

™ Enable DHCP Diff Serv Parameters

Call Contiol PHE - [34
IP Address : | 192 0168 . 3 . 143
VolP MediaPHE - [45
IP Mask : | 255 255 255 . O —
[v Enable
Gateway : | . . i

DNS

" Enable SRY.
DNS Server IP Address : |

TOM Routing O ption

[ Use TDM Bouting For Intra-G ateway calls

Figure 3-7: IP settings

Actions:

Select Packet Prioritization if used
o Set 802.1p Priority Parameters as needed
= The Priority levels can be from 0 — 7, where 0 is lowest priority (details in Chapter 4)
= VLAN ID identifies a virtual LAN by a number (1 to 4094)
Set the Frame Type to match the network that the MultiVOIP is attached to
o TYPE Il or SNAP
Enter Gateway Name
o Check to enable DHCP if used
Enter IP Address for the MultiVOIP unit
Enter Subnet IP Mask for the MultiVOIP unit
Enter Gateway IP
Enable DNS if desired
o Enter DNS Server IP Address
Enable SRV support if needed
Diff Serv Parameters are for routers that are Diff Serv compatible
o Setting both values to 0 effectively disables Diff Serv
FTP Server Enable is only needed for firmware and software updates to the MultivVOIP
TDM Routing can be used if necessary
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Voice/Fax

The individual channels must be set up before use. The Copy Channel button can save a lot of time during this
step if channels are to be set with the same parameters. Some options should be noted for future changes if
necessary, but the defaults are likely to work without adjustment.

Woice/Fax Parameters

Select Channel | Channel 1 -

Fax/Modem Parameters

Yoice Gain
- - Iv Fax Relay Enable Cancel
Input vidE  Output v dB [v Modem Belay Enable =
Dltamf_ Max Baud Rate | 14400 = Copy Channel
air

High[6 ~|dB Low|8 ~|dB FauVoume [95 =] dE oot
Jitter W al 400 ms
Druration |100 s itter W alue

dd s

I—_| Help
DTHF ; |EIutEIfE!anu:|-Fi:-ceu:| Druratian j Mogs |FRF 11 =

Out O Band Mode: |Rifc2833 |

Coder Advanced Features

& Manual ® fulorele v Silence Compression
Selected Coder ||3.?"| 1.G.729 j [v Echao Cancellation

| Fonward Error Correction

Auto Call / OffHook Alert
Suta Call AOfHook Alert |-":"-Ut'3' Call ﬂ [ Generate Local Dial Tone

Phone Murnber ||

Drwrarnic Jitker Buffer
Minimum Jitter Walue  |E0 ms

b i Jitker Yalue | 300 ms
Optimization Factor 7

Automatic Dizconnection

[ Jitter Yalue  |350 mz W Consecutive Packets Lost |30
v Call Duration [180 sec: v Metwark Dizconnection | 300 SRCE

Configurable Payload Type

DTHMF RFC 2333 a6 RTF Redundancy 104
FRF11 Fax o Madern Relay 105
Fax E‘,‘paSS 102 t odern EEpaSS 103

Figure 3-8: Voice & Fax settings
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Actions:
e Select Channel
o Choose channel parameters:
= Set the Fax parameters to meet your needs
¢ Set Max Baud Rate to match fax machine (2400 to 14400 bps)
e Fax Volume should not be changed as it may impair function
o Jitter Value affects the time for packet reassembly
e Mode: Select T.38 or FRF 11
Modem Relay Enable allows modem traffic through the VOIP system
Adjusting Voice Gain and DTMF should not be done as it may adversely affect quality
Select a Coder or allow Automatic negotiation
Advanced Features
e Silence Compression, when enabled, will not send silence packets
e Echo Cancellation removes echo to improve voice quality
e Forward Error Correction allows some bad packets to be recovered
= Choose Auto Call / OffHook Alert settings
e For automatically calling a remote VOIP without dialing (details in Chapter 4)
= Change Dynamic Jitter values if necessary (details in Chapter 4)
= Select any Automatic Disconnection options needed to ensure lines are not left “open”
o The Copy Channel button is available for easily transferring these settings to the other channels
e Repeat for all channels to be used
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Call Signaling

There are three choices for Call Signaling: H.323, SIP and SPP. It is best to select one of these as the protocol to
be used, rather than mixing them. Single Port Protocol (SPP) is a non-standard protocol created by Multi-Tech
that allows dynamic IP allocation. Generally, the default settings will work for most users and the individual
parameters may be changed if the need arises. Additional details for all settings are found in Chapter 4.

Figure 3-9: Signaling Protocols

H.323
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™ Alow Incoming Call: Theough Gatekesper On
Gale¥eeper RAS Paamelers
IP dddiese RAS Port Galek eaper Name ok I
PimayGE. | 192189, 3 . 1 [1713 [ ;“"JI
Alleirite GE 1 o.o.0.10 [ | Help SPP
Altemats GE, 2 0 .0.0d.a4a GE ] /
RAS TTL el &0 1003 SPF Farametais —
Galeksaper Discovaty Paling resiva - &0 tees Moda:  |Cient -
™ Use Qrire Alemate Galekespar List — Giereral Oplians
B f - 10000
~HA23Wersion 4 Dalime . SF"_MWE“"_ !
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M Rt 55 ©
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~ SIP Piosy Farameters AllersteRegiia 1 [ 0 . 0 . 0 . 0 [io000
Peoge Domair Mame / IPAddiess Pait Humber
PinayFioy | G0 AlerateRegiia2 | 0 0 . 0 . 0 o000
ArangsFiow 1 | |00 Paling Inierval: [1ED secs
Alteirate Piosy 2 I |s0s0
 Begistrar Options
™ Append SIP Prooy Dot Hame i Ules (0 Keep Alive [0 sec] |:"'
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A=-AegistizhionTme: (3500 EBCE
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Actions:
e Configure your chosen Call Signal type
o H.323
= Use Fast Start (may be needed for third-party vendor compatibility)
Signaling Port (default is 1720)
Register with Gatekeeper (needed if the VOIP is to be controlled by a gatekeeper)
Allow Incoming Calls Through Gatekeeper Only
Gatekeeper RAS Parameters
e Enter parameters for Primary and any Alternate Gatekeepers
e RAS TTL Value (“Time To Live” in seconds)
e Gatekeeper Discovery Polling Interval (time between attempts connecting to
gatekeepers)
o Use Online Alternate Gatekeeper List
= H.323 Version 4 Options (detailed descriptions of these can be found in Chapter 4)
o SIP

Signaling Port (default is 5060)

Use SIP Proxy (enable to work with a proxy server)

Allow Incoming Calls Through SIP Proxy Only

SIP Proxy Parameters

Enter information for Primary and any Alternate Proxy servers
Append SIP Proxy Domain Name in User ID

Enter User Name and Password

Re-Registration Time (in seconds)

Proxy Polling Interval (time between proxy server connect attempts)
TTL Value (in seconds)

o SPP
Mode (Direct, Client or Registrar)
Signaling Port (must be unique for any VOIP unit behind same firewall)
Retransmission (time before retransmission of lost packets)
Max Retransmission (number of retransmission attempts)
Client Options
e Enter information for the Primary and Alternate Registrars
e Polling Interval (time between connect attempts)
= Keep Alive (time out for client un-registering)
= Behind Proxy/NAT device
e Enter Public IP of Proxy/NAT server
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T1/E1/ISDN Parameters

The T1, E1 or ISDN parameters are the settings that pertain to the connection type that the MultiVOIP will attach
to. The MVP2410 is designed to operate under North American or T1 standards; the MVP3010 is designed to

operate under European or E1 standards

ISDN Parameters (if applicable) are accessible in the T1/E1/ISDN Parameters screen. If your T1 or E1 phone
line is a Primary Rate Interface ISDN line, enable ISDN-PRI and set it for the particular implementation of ISDN

that your telco uses.

The J1 setting has specific settings to work with connections typically used in Japan.

T1/E1/50M Parameters
& T1  E1 N

[ Long Haul Mode
W CRC Check

Frame Format: | D4 -

| -]

ISOM Parameters

vE ._
(" Teminal ™ Metwork

Country : |L|SA j
Operator : |N_|5DN2 ﬂ

Humbering Details
Calling Party
Mumnber Tvpe |National j

Called Party
Murnber Type | M atiohal

EN QKN

Number Flan | ISDN/T elephony

Line Buld Out: g «| dB
Pulze Shape Level: |0 to 40m -

ok

LCancel

Help |
CallerlD
|v Enable

Calling Mumber Prefis  |*
Calling Mumber Suffis  |*

Flazh Hoaok
[v Detect Flash Hook

Detection Time [in mz] : 100
Generation Time [in ms): 100

Clocking

(« Egternal  © Intemnal

Line Caoding
" AM| Coding  © BSZS Coding

FCH Law
" A-Law & MU-Law

“ellows Alarm Format

™ Bit 2 = Din even Channel

{* F5 bit of Frame 12 set to 1

Figure 3-10: Connection Type parameters

Multi-Tech Systems, Inc.

21



Chapter 3: Software Installation

Actions:

Select Connection Type (T1 or E1)

e T1:

(0]

(@]

(@)

O O O O

Long Haul Mode
= When enabled, will recover received signals as low as -36dB. Default: Disabled
Line Build Out (in dB)
=  Select from 0, -7.5, -15, or -22.5
CRC Check
= When enabled, it generates and checks CRC bits. Default: Enabled
Select Frame Format:
» F4, D4, ESF or SLC96
Pulse Shape Level
= Select an appropriate range (0-200m in groups of 40)
CAS Protocol
= Choose the type that matches your line:
o E&M Wink
E&M Wink w/ Dial Tone
E&M Intermediate
FXO Ground Start
FXO Loop Start
FXS Ground Start
o Supervision Button:
=  Answer Delay
e Answer Delay Timer
=  Tone Detection
= Available Tones / Answer Tones
e Busy Tone
Dial Tone
Reorder Tone
Survivability Dial Tone
Unobtainable Tone

e FXS Loop Start

FXS Options

= No Response Timer (Range: 1 — 65535)
Clocking (select External or Internal)
Line Coding (select AMI Coding or B8ZS Coding)
PCM Law (select A-Law or MU-Law)
Yellow Alarm Format

= Bit2 =20 in every Channel

= 1111 1111 0000 0000 in data link

= FS bit of frame 12 set to 1
ISDN Parameters

= Select Terminal or Network

= Country

=  Operator

Multi-Tech Systems, Inc. 22



Chapter 3: Software Installation

Actions:
e E1:
o Line Build Out
=  Select from 0, -7.5, -15, or -22.5
o Long Haul Mode
= When enabled, will recover received signals as low as -36dB. Default: Disabled
o CRC Check
= When enabled, it generates and checks CRC bits. Default: Enabled
o Select Frame Format:
=  Double Frame, MultiFrame with CRC4, or MultiFrame with CRC4 modified
o Pulse Shape Level
= Select an appropriate range (0-200m in groups of 40)
o CAS Protocol
= Choose the type that matches your line:
e E&M Wink
E&M Wink w/ Dial Tone
E&M Intermediate
FXO Ground Start
FXO Loop Start
FXS Ground Start
o Supervision Button:
=  Answer Delay
e Answer Delay Timer
=  Tone Detection
=  Available Tones / Answer Tones
Busy Tone
Dial Tone
Reorder Tone
Survivability Dial Tone
Unobtainable Tone

e FXS Loop Start
o CallerID
= Calling Number Prefix/Suffix
o Flash Hook Options
= Detection Time
= Generation Time
o FXS Options
= No Response Timer
Clocking (select External or Internal)
Line Coding (select AMI Coding or HDB3 Coding)
PCM Law (select A-Law or MU-Law)
ISDN Parameters
= Select Terminal or Network
= Country
=  Operator
= Numbering Details
e Calling Party
o Number Type
e Called Party
o Number Type
o Number Plan

O O O O

o Commonly used in Japan, J1 differs in the handling of CRC checking/generation, remote alarms,
synchronization, pulse shaping, and receive input thresholds.
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Regional

Select the country or region that the MultiVOIP unit will operate in, or use the custom option if the available
settings are not adequate.

Regional Palamelers
Countpflegion - |Cuslom | Ciystom
Standard Tones
Typs | Freguencyl | Frequencyd | CadercssecsiOn0Ii [ al
Diiall oewe a0 440 00 DOCWTD 00 D000 D00 A6 I_EI
RingT ore 480 440 2 00044, 000,22 000/, 000 1B el
BusyTane 480 620 1050005000 500/0.500 1B g
UrnitizinablaTane 480 E20 00000, 000000 000 16 Diefault
Survieablly DialTone =511 E50 0 D00, 00 00, 000 A6
ReondeT ore 430 B2 0 250D 250,10 D000 D00 il
IntercapiT ore 440 a 0/024./0 0240 00040, 000 B M
£ ¥
Ugen Dadirad Tores
Ty | Froquencyt | Frequencyz | Cadancefzecs|On /i | Gai
s |
Edil
Diglele
€ »

Figure 3-11: Regional Parameters

Actions:
e Select the choice that matches the location of the MultiVOIP from the Country/Region field
o Ifthere is not a selection to fit your needs, you may select Custom and set the tones manually
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Phone Book

Without a populated phone book, the VOIP unit is unable to translate call traffic. You will need the information for

both a local and any remote sites that are to be used. Detailed descriptions and examples are available in chapter
5.

Add/Edit Inbound Phone Book Add/Edit Dutbound Phane Book
Phone Number Details
™ Accept Any Nurnber

[~ Acceptiny Mumber

Bemowve Prefis : |

Destination Pattemn : |

Ok oK
Add Prefi : | Cancel ’_ LCancel
Bemave Prefis : |
. - Help
Channel Hurmber : |Hunt|ng ﬂ Help Add Prefis: |
o Advanced
Description : | 1P Address - |
Call Farward Diescription : |
Protocaol Type
Forward Condition " SIP " H.323 " SPP
™ Unconditional [~ Busy [7 Mg Respanze H.323
r
Forward Destination : | |
H323 cal: Phone # or [P address |
SIP call: Phone # or IP address or IP address:port or Phone $#:1P address:port ar SIP URL
or Phit:IP address
SPF call: Phone # or IP address:port or Phone $#:1P address:port H.323 Port Number : |1720
| SIP
— - ™
Fiegiztration Options Tierspat Erstass
 ICP « UDF

SIP Part Humber:
r i 5060
r — SIPURL: |

r SPP
™
O Part Number ; |1 ]
Alternate Phone Mumber : |
-

[ Remate Device iz Multih/alP 110/120/200/400/300

Figure 3-12: Phone Book screens
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Actions:
e Select Outbound Phone Book
o Select Add Entry
o Accept Any Number may be selected to allow unmatched destinations an alternative
o Enter the number necessary to get out from the PBX system followed by the calling code of the
destination in the Destination Pattern field
o Enter the PBX access digit (same number as needed to get out of the PBX system) in the
Remove Prefix field
o Any digits that need to be added should be put in the Add Prefix field
Enter the IP address of the call destination (add a Description if you like)
o Select a Protocol type

o

= For H.323:

o Enter Gateway settings
= For SIP:

e Select Transport Protocol, Proxy and URL if needed
= For SPP:

o Enter Registrar settings if needed

o The Advanced Button will allow an Alternate IP Address to be entered for outbound traffic
e Select Inbound Phone Book

o Select Add Entry
Accept Any Number for inbound traffic does not work when external routing devices are used
Enter any access digits followed by the local calling code in the Remove Prefix field
Enter any digits needed to access an outside line in the Add Prefix field
Select Hunting in the Channel Number field to have the VOIP use the next available channel
Add a description if you like
Call Forward may be set up (details available in Chapter 5)
Select Registration Option
o Repeat the Phone Book steps for any additional entries needed

O O O OO0 O0Oo

Save & Reboot

Any time that you change settings on the VOIP unit, you must choose the Save & Reboot option; otherwise all
changes made will be lost when the MultiVOIP is reset or shutdown.

Multi-Tech Systems, Inc. 26



Chapter 4 - Configuring Your MultivOIP

Introduction

There are two methods of using your MultiVOIP; one is through a web interface, and the other is through the
Windows software interface. There are eight necessary parameters that must be set for the MultiVOIP unit to
operate properly, with some additional settings that are optional. You must know the IP address that will be used,
the IP mask, the Gateway IP, the Domain Name Server information, and the telephone interface type. The
MultiVOIP must be configured locally at first, but changes to this initial configuration can be done locally or
remotely. Local configuration is done through a connection between the “Command” port of the MultiVOIP and the
COM port of the computer; the MultiVOIP configuration software is used for this.

Alternatively, MultiVoipManager is a Simple Network Management Protocol (SNMP) agent program that extends
the capabilities of the MultiVOIP configuration software. MultiVoipManager allows the user to manage any number
of VOIPs on a network, whereas the MultiVOIP configuration software manages only one. The MultiVoipManager
can configure multiple VOIPs simultaneously. MultiVoipManager may reside on the same PC as the MultiVOIP
configuration software.

This chapter will explain the setup portion of the software pertaining to the list below, while Chapter 5 will cover
the Phone Book setup and Chapter 6 will discuss the Statistics options and overall maintenance of the MultiVOIP.

Software Categories Covered in This Chapter

Ethernet/IP
Voice/Fax
Call Signaling
o H.323/SIP/SPP
T1/E1/ISDN
SNMP
Regional
SMTP
RADIUS
Logs/Traces
NAT Traversal
Supplementary services

Save Setup

YV V V VYV ¥V VYV V V V VY

Connection

o Settings
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How to Navigate Through the Software

The MultiVOIP software is launched from the Start button and is found in the All Programs area under the title of
MultiVOIP x.xx (where x represents version number). The top option is “Configuration” — choose this.

Within the software, there are several ways to arrive at the parameter that you want to use: through the left-hand
panel, from the drop-down menu, clicking a taskbar icon (if available) or a keyboard shortcut (if available). Once
the initial settings are entered, you may choose to configure the MultiVOIP through a Web browser instead.

Web Browser Interface

The MultiVOIP web browser interface gives access to the same commands and configuration parameters as are
available in the MultiVOIP Windows interface except for logging functions. When using the web browser
interface, logging can be done by email (the SMTP option).

Set up the Web Browser interface (Optional). After an IP address for the MultiVOIP unit has been established,
you can choose to configure the unit by using the MultiVOIP web browser interface. If you want to do
configuration work using the web browser interface, you must first set it up:

e Set IP address of MultiVOIP unit using the MultiVOIP Configuration program (Save Setup).

¢ Close Windows interface.

¢ Install Java program from MultiVOIP product CD (on first use only).

e Open web browser.

e Type-in IP address of MultiVOIP unit in the address window.

e |f username and password have been established, enter them when prompted.

e Set browser to allow pop-ups. The MultiVOIP Web interface makes use of pop-up windows.

e The configuration screens in the web browser will have the same content as their counterparts in the
software; only the presentation differs.

Configuration Information Checklist

To assist with the organization of the information needed, here is a chart summarizing what is necessary:

Info Info
Configuration screen where info is entered: | Obtained? | Entered?
v v

Type of Configuration Info
Gathered:

IP info for VOIP unit: Ethernet/IP parameters

o |P address

IP Mask

Gateway

DNS IP (if used)

802.1p Prioritization (if used)
Which Frame Format is used? T1/E1/ISDN
T1:

ESF/D4/F4/SLC96

E1:

Double Frame/MultiFrame CRC4/
MultiFrame CRC4 Modified

Pulse Shape level? T1/E1/ISDN

Which Line Coding is used? T1/E1/ISDN

o AMI

e B8ZS

e HDB3

Country code Regional parameters

Email address for VOIP (optional) | SMTP parameters
Reminder: Be sure to Save Setup after entering configuration values.
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Ethernet/IP

This section covers the Ethernet settings need for the MultiVOIP unit. In each field, enter the values that fit the
network to which the MultiVOIP will be connected to. For many of the settings, the default values will work best —
try these settings first unless you know you definitely need to change a parameter.

Ethernet / |P Parameters

Ethernet Parameters

[v Packet Priaritization [302.1p] Frame Twpe | TYPE-I =

802 1p Parameters
Friarity 0K
Call Control | B oice j #
YolP Media | 3Excellent Effott | Cancel
Others |0BestEffot |
Help

YLAN D 1

IP* Parameters

Gateway Name ; [MulivalP

[ Enable DHCP Diff Sery Parameters

Call Contral FHEB : 34
WalP Media PHE : 45

IP Address - | 192 . 168 . 3 . 143

P Mask : | LT 5 S R TR FTF Server
[v Erable
Gateway : |

DMS
[~ Enable SRY
DMS Server IP Address |

TOK Routing Option
[ Use TDOM Bouting For Intra-G ateway calls

Figure 4-1: Network parameters

The Ethernet/IP Parameters fields are described in the tables and text passages below. Note that both Diff Serv
parameters (Call Control PHB and VOIP Media PHB) must be set to zero if you enable Packet Prioritization
(802.1p). Nonzero Diff Serv values negate the prioritization scheme.
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Ethernet/IP Parameter Definitions

(802.1p)

Field Name | Values Description
Ethernet Parameters
Packet Prioritization Y/N Select to activate prioritization under 802.1p protocol (described below).

Frame Type

Type ll, SNAP | Must be set to match network’s frame type. Default is Type II.

802.1p

A draft standard of the IEEE about data traffic prioritization on Ethernet networks. The 802.1p
draft is an extension of the 802.1D bridging standard. 802.1D determines how prioritization will
operate within a MAC-layer bridge for any kind of media. The 802.1Q draft for virtual local-area-
networks (VLANSs) addresses the issue of prioritization for Ethernet networks in particular.
802.1p enacts this Quality-of-Service feature using 3 bits. This 3-bit code allows data switches to
reorder packets based on priority level. The descriptors for the 8 priority levels are given below.

802.1p PRIORITY LEVELS:

LOWEST PRIORITY

1 — Background: Bulk transfers and other activities permitted on the network, but should not
affect the use of network by other users and applications.

2 — Spare: An unused (spare) value of the user priority.

0 — Best Effort (default): Normal priority for ordinary LAN traffic.

3 — Excellent Effort: The best effort type of service that an information services organization
would deliver to its most important customers.

4 — Controlled Load: Important business applications subject to some form of “Admission
Control”, such as preplanning of Network requirement, characterized by bandwidth
reservation per flow.

5 —Video: Traffic characterized by delay < 100 ms.

6 — Voice: Traffic characterized by delay < 10 ms.

7 - Network Control: Traffic urgently needed to maintain and support network infrastructure.

HIGHEST PRIORITY

Call Control Priority 0-7, where O is | Sets the priority for signaling packets.
lowest priority
VOIP Media Priority 0-7, where O is | Sets the priority for media packets.

lowest priority

Others (Priorities)

0-7, where O is
lowest priority

Sets the priority for SMTP, DNS, DHCP, and other packet types.

VLAN ID

1-4094 The 802.1Q IEEE standard allows virtual LANs to be defined within a network.

This field identifies each virtual LAN by number.

IP Parameter fields

Gateway Name

alphanumeric Descriptor of current VOIP unit to distinguish it from other units in system.

Enable DHCP Y/N Dynamic Host Configuration Protocol is a method for assigning IP address and
disabled by other IP parameters to computers on the IP network in a single message with
default great flexibility. IP addresses can be static or temporary depending on the

needs of the computer.

IP Address n.n.n.n The unique LAN IP address assigned to the MultiVOIP.

IP Mask n.n.n.n Subnetwork address that allows for sharing of IP addresses within a LAN.

Gateway n.n.n.n The IP address of the device that connects your MultiVOIP to the Internet.

Table is continued on next page...
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Ethernet/IP Parameter Definitions (continued)

Field Name Values | Description

DiffServ Diff Serv PHB (Per Hop Behavior) values pertain to a differential prioritizing system for IP packets as

Parameter handled by Diff Serv-compatible routers. There are 64 values, each with an elaborate technical

fields description. These descriptions are found in TCP/IP standards RFC2474, RFC2597, and, for present
purposes, in RFC3246, which describes the value 34 (34 decimal; 22 hex) for Assured Forwarding
behavior (default for Call Control PHB) and the value 46 (46 decimal; 2E hexadecimal) for Expedited
Forwarding behavior (default for VOIP Media PHB). Before using values other than these default
values of 34 and 46, consult these standards documents and/or a qualified IP telecommunications
engineer.
To disable Diff Serv, configure both fields to 0 decimal.

Call Control 0-63 Value is used to prioritize call setup IP packets.

PHB default = 34 Setting this parameter to 0, in conjunction with VOIP Media PHB below will disable

Diff Serv.
VOIP Media 0-63 Value is used to prioritize the RTP/RTCP audio IP packets.
PHB default = 46

Setting this parameter to 0, in conjunction with Call Control PHB above will disable
Diff Serv.

FTP Parameter fields

FTP Server
Enable

Y/N

Default =
disabled
See “FTP
Server File
Transfers” in
Chapter 6

MultiVOIP unit has an FTP Server function so that firmware and other important
operating software files can be transferred to the VOIP via the network.

DNS Parameter fields

Enable DNS Y/N Enables Domain Name Space/System function where computer names are resolved
Default = using a worldwide distributed database.
disabled
Enable SRV Y/N Enables ‘service record’ function. Service record is a category of data in the Internet
Domain Name System specifying information on available servers for a specific
protocol and domain, as defined in RFC 2782. Newer internet protocols like SIP,
STUN, H.323, POP3, and XMPP may require SRV support from clients. Client
implementations of older protocols, like LDAP and SMTP, may have been enhanced
in some settings to support SRV.
DNS Server IP n.n.n.n IP address of specific DNS server to be used to resolve Internet computer names.
Address
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Voice/Fax

Setting the Voice/FAX Parameters. The Voice/Fax section needs to be set for each channel to be used. However,
once you have established a set of Voice/FAX parameters for a particular channel, you can apply this entire set of
Voice/FAX parameters to another channel by using the Copy Channel button and its dialog box. To copy a set of
Voice/FAX parameters to all channels, select “Copy to All” and click Copy.

The maijority of the settings should be left at their default settings as changes often introduce problems with signal
quality. In each field, enter the values that fit your particular setup.

Woice/Fax Parameters

Select Channel | Channel 1 -
Yoice Gain Faxtdodem Parameters
v Fag Relay Enable
Input J0 Tid® Ouiut]0 =& v Maodem Belay Enable Lancel
ot MaxBaud Riate [18400 ~| | Copy Channel
ain

High |6 ~|dB Low |8 ~|dB Faw'olume |95 | dB efaut
Jitter al 400 i
Duration (100 - itker W alue

dd 1

l—_l Help
DTMF ; |DulDfBand-Fi:-:ed Duration ﬂ Mede |FAFTT >

Out Of Band Mode: | Rfc2833 |

Coder Advanced Features

& Manual ® Ll ¥ Silence Compression
Selected Cader | G.711.6.723 =] | W EchoCancellation

[ Forward Ermar Correction

Auto Call / OffHook Alert
Ao Call AQffHook Alert |-"—'*Ut'2' Call j [ Geherate Local Dial Tone

Phone Mumber ||

Dynamic Jitter Buffer
Minimum Jitter Yalue  |B0 mz

b airnm Jitker Walue | 300 s
Dptimization Factar 7

Automatic Disconnection

v JitterValue |350 ms W Consecutive Packets Lost |30

[v Call Duration (180 ze0E [v Metwork Dizconmection | 300 SECE
Configurable Payload Type
DTMFRFC2833  [6 RTP Redundarcy 104
FRF11 Fax 1m Maodem Felay 105
Fax Bypass IW Modem Bypass 103

Figure 4-2: Voice/Fax parameters

The Voice/FAX Parameters fields are described in the tables below.
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Voice/Fax Parameter Definitions

Field Name Values Description
Default - When this button is clicked, all Voice/FAX parameters are set to their default values.
Select Channel 1-2 (210) Channel to be configured is selected here.
1-4 (410)
1-8 (810)
Copy Channel - Copies the Voice/FAX attributes of one channel to another channel. Attributes can
be copied to multiple channels or all channels at once.
Voice Gain - Signal amplification (or attenuation) in dB.
Input Gain +31dB to Modifies audio level entering voice channel before it is sent over the network to the
-31dB remote VOIP. The default & recommended value is 0 dB.
Output Gain +31dB to Modifies audio level being output to the device attached to the voice channel. The
-31dB default and recommended value is 0 dB.
DTMF Gain -- The DTMF Gain (Dual Tone Multi-Frequency) controls the volume level of the DTMF
tones sent out for Touch-Tone dialing.
DTMF Gain, +3dB to Default value: -4 dB. Not to be changed except under supervision of Multi-Tech
High Tones -31dB & Technical Support.
“mute”
DTMF Gain, Low | +3dB to Default value: -7 dB. Not to be changed except under supervision of Multi-Tech
Tones -31dB & Technical Support.
“mute”

DTMF Parameters

Duration (DTMF) | 60— 3000 | When DTMF: Out of Band is selected, this setting determines how long each DTMF
ms digit ‘sounds’ or is held. Default = 100 ms.
DTMF Out of When DTMF Out of Band is selected, the MultiVOIP detects DTMF tones at its input
In/Out of Band Band, or and regenerates them at its output. When DTMF Inband is selected, the DTMF
Inband digits are passed through the MultiVOIP unit as they are received.
Out of Band RFC 2833, | RFC2833 method. Uses an RTP mode defined in RFC 2833 to transmit the DTMF
Mode SIP Info digits.
SIP Info method. Generates dual tone multi frequency (DTMF) tones on the
telephony call leg. The SIP INFO message is sent along the signaling path of the
call.
You must set this parameter per the capabilities of the remote endpoint with which
the VOIP will communicate. The RFC2833 method is the more common of the two
methods.
FAX Parameters
Fax Enable Y/N Enables or disables fax capability for a particular channel.
Modem Relay Y/N When enabled, modem traffic can be carried on VOIP system. When disabled,
Enable modem traffic will bypass the VOIP system (Modem Bypass mode).
Max Baud Rate 2400, Set to match baud rate of fax machine connected to channel (see Fax machine’s user
(Fax) 4800, manual).
7200, Default = 14400 bps.
9600,
12000,
14400 bps
Fax Volume -18.5dB Controls output level of fax tones. To be changed only under the direction of Multi-
(Default = to—-3.5dB | Tech’s Technical Support.
-9.5dB)
Jitter Value (Fax) | Default = Defines the inter-arrival packet deviation (in milliseconds) for the fax transmission. A
400 ms higher value will increase the delay, allowing a higher percentage of packets to be
reassembled. A lower value will decrease the delay allowing fewer packets to be
reassembled.
Mode (Fax) FRF 11; FRF11 is frame-relay FAX standard using these coders: G.711, G.728, G.729,
T.38 G.723.1.

T.38 is an ITU-T standard for real time faxing of Group 3 faxes over IP networks. It
uses T.30 fax standards and includes special provisions to preclude FAX timeouts
during IP transmissions.

Table is continued on next page...
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Voice/Fax Parameter Definitions (continued)
Coder Parameters

Coder Manual or Determines whether selection of coder is manual or automatic.
Automatic When Automatic is selected, the local and remote voice channels
will negotiate the voice coder to be used by selecting the highest
bandwidth coder supported by both sides without exceeding the
Max Bandwidth setting. G.723, G.729, or G.711 are negotiated.

Selected Coder G.711 A-/U- law 64 kbps; To make selections from the Selected Coder drop-down list, the
G.726, @ 16/24/32/40 kbps; Manual option must be enabled.
G.727, @ nine bps rates; Select from a range of coders with specific bandwidths. The
G.723.1 @ 5.3 kbps, 6.3 kbps; | higher the bps rate, the more bandwidth is used. The channel
G.729, 8kbps; that you are calling must have the same voice coder selected.
Net Coder @ Default = G.723.1 @ 6.3 kbps, as required for H.323. Here 64K
6.4,7.2,8,8.8, 9.6 kbps of digital voice is compressed to 6.3K, allowing several
G.711, G.729 simultaneous conversations over the same bandwidth that would
-or- otherwise carry only one.
G.729, G.711 For the combined options (G.711,G.729 or G.729, G711), if

G.711 is the higher priority, i.e., G.711 is preferred to G729 on
the sending side, then G.711, G.729 option is selected. Similarly,
if G.729 has the higher priority, then G.729, G.711 option is
selected.

It is used whenever a user wants to advertise both G.711 and
G.729 coders with higher preference to a particular coder.

It is useful when the calls are made from a particular channel on
the VOIP to two different destinations where one supports G.711
and the other supports G.729.

Max bandwidth 11— 128 kbps This drop-down list enables you to select the maximum

(coder) bandwidth allowed for this channel. The Max Bandwidth drop-
down list is enabled only if the Coder is set to Automatic.

If coder is to be selected automatically (“Auto” setting), then enter
a value for maximum bandwidth.

Advanced Features

Silence Y/N Determines whether silence compression is enabled (checked)
Compression for this voice channel.

With Silence Compression enabled, the MultiVOIP will not
transmit voice packets when silence is detected, thereby
reducing the amount of network bandwidth that is being used by
the voice channel (default = on).

Echo Y/N Determines whether echo cancellation is enabled (checked) for
Cancellation this voice channel.

Echo Cancellation removes echo and improves sound quality
(default = on).

Forward Error Y/N Determines whether forward error correction is enabled
Correction (checked) for this voice channel.

Forward Error Correction enables some of the voice packets
that were corrupted or lost to be recovered. FEC adds an
additional 50% overhead to the total network bandwidth
consumed by the voice channel (default = Off).

Table is continued on next page...
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Voice/Fax Parameter Definitions (continued)

Field Name | Values Description
AutoCall/Offhook Alert
Parameters
Auto Call / Offhook AutoCall, The AutoCall option enables the local MultiVOIP to call a remote MultivVOIP
Alert Offhook without the user having to dial a Phone Directory Database number. As soon as
Alert you access the local MultiVOIP voice/fax channel, the MultiVOIP immediately

connects to the remote MultiVOIP identified in the Phone Number box of this
option.

If the “Pass Through Enable” field is checked in the Interface Parameters
screen, AutoCall must be used.

The Offhook Alert option applies only to FXS channels.

The Offhook Alert option works like this: if a phone goes off hook and yet no
number is dialed within a specific period of time (as set in the Offhook Alert
Timer field), then that phone will automatically dial the Alert phone number for
the VOIP channel. (The Alert phone number must be set in the Voice/Fax
Parameters | Phone Number field; if the VOIP system is working without a
gatekeeper unit, there must also be a matching phone number entry in the
Outbound Phonebook.). One use of this feature would be for emergency use
where a user goes off hook but does not dial, possibly indicating a crisis
situation. The Offhook Alert feature uses the Intercept Tone, as listed in the
Regional Parameters screen. This tone will be outputted on the phone that
was taken off hook but that did not dial. The other end of the connection will
hear audio from the “crisis” end as is it would during a normal phone call.

Both functions apply on a channel-by-channel basis. It would not be
appropriate for either of these functions to be applied to a channel that serves in
a pool of available channels for general phone traffic. Either function requires
an entry in the Outgoing phonebook of the local MultiVOIP and a matched
setting in the Inbound Phonebook of the remote VOIP.

Generate Local Dial Y/N Used for AutoCall only. If selected, dial tone will be generated locally while the
Tone call is being established between gateways. The capability to generate dial
tone locally would be particularly useful when there is a lengthy network delay.
Offhook Alert Timer 0 - 3000 The length of time that must elapse before the off hook alert is triggered and a
seconds call is automatically made to the phone number listed in the Phone Number

field.

Phone Number

Phone number used for Auto Call function or Offhook Alert Timer function. This
phone number must correspond to an entry in the Outbound Phonebook of the
local MultiVOIP and in the Inbound Phonebook of the remote MultiVOIP (unless
a gatekeeper unit is used in the VOIP system).

Table is continued on next page...
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Voice/Fax Parameter Definitions (continued)

Field Name

| Values

Description

Dynamic Jitter

Dynamic Jitter Buffer

Dynamic Jitter defines a minimum and a maximum jitter value for voice
communications. When receiving voice packets from a remote MultiVOIP,
varying delays between packets may occur due to network traffic problems.
This is called Jitter. To compensate, the MultiVOIP uses a Dynamic Jitter
Buffer. The Jitter Buffer enables the MultiVOIP to wait for delayed voice
packets by automatically adjusting the length of the Jitter Buffer between
configurable minimum and maximum values. An Optimization Factor
adjustment controls how quickly the length of the Jitter Buffer is increased
when jitter increases on the network. The length of the jitter buffer directly
affects the voice delay between MultiVOIP gateways.

Minimum Jitter Value | 60 to 400 The minimum dynamic jitter buffer of 60 milliseconds is the minimum delay
ms that would be acceptable over a low jitter network.
Default = 150 ms
Maximum Jitter Value | 60 to 400 The maximum dynamic jitter buffer of 400 milliseconds is the maximum delay
ms tolerable over a high jitter network.
Default = 300 ms
Optimization Factor Oto12 The Optimization Factor determines how quickly the length of the Dynamic

Jitter Buffer is changed based on actual jitter encountered on the network.
Selecting the minimum value of 0 means low voice delay is desired, but
increases the possibility of jitter-induced voice quality problems. Selecting the
maximum value of 12 means highest voice quality under jitter conditions is
desired at the cost of increased voice delay.

Default = 7.

Auto Disconnect

Automatic
Disconnection

The Automatic Disconnection group provides four options which can be
used singly or in any combination.

Jitter Value

1-65535

The Jitter Value defines the average inter-arrival packet deviation (in
milliseconds) before the call is automatically disconnected. The default is 300
milliseconds. A higher value means voice transmission will be more accepting
of jitter. A lower value is less tolerant of jitter.

Inactive by default. When active, default = 300 ms. However, value must
equal or exceed Dynamic Minimum Jitter Value.

Call Duration

1-65535

Call Duration defines the maximum length of time (in seconds) that a call
remains connected before the call is automatically disconnected.

Inactive by default.

When active, default = 180 sec.

This may be too short for most configurations, requiring upward adjustment.

Consecutive Packets
Lost

1-65535

Consecutive Packets Lost defines the number of consecutive packets that
are lost after which the call is automatically disconnected.

Inactive by default.

When active, default = 30

Network
Disconnection

1 to 65535;
Default =
30 sec.

Specifies how long to wait before disconnecting the call when IP network
connectivity with the remote site has been lost.

Configurable Payload Type

The Configurable Payload Type is located on the bottom of the Voice/Fax screen. The Configurable Payload
Type is used when the remote side uses a different payload type for the associated features. In previous
firmware versions, MultiVOIP’s used 101 for DTMF RFC2833. If the remote side uses some other dynamic
payload type such as 110, it will fail. To avoid these failures, the payload types are made configurable.

DTMF RFC2833 Configurable Payload Type is supported only for SIP & SPP and not for H.323.
Whenever you interoperate with older MultiVOIP products (i.e., earlier than release X.11), for backward
compatibility, make sure to configure the payload type values to default ones, to match the values of older

MultiVOIP’s.
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Call Signaling

There are three types of Call Signaling available: H.323, SIP and SPP. Each type has some individual features

that may make it more appealing to use than the others, depending on your needs.
H.323

H.323 is an ITU-T recommended set of standards for audio and video communications. The fields for this

screen are defined in the table below.

H.323
v LUsze Fazt Start
Signaling Part : [1720

v Fegister with GateKeeper

[ Allow Incaring Calls Through Gatekeeper Only
Gatek.eeper BAS Parameters

IF &ddres= RaAS Part Gatek.eeper Mame
Primary GK. | 192 . 168 . 3 . 1 11713 |
Alternate GE 1 | g. 0. 0.0 |'I 13 |
AlemateGkz | 0 . 0 . 0 .0 1719 |

RAS TTL Walue : 3ECE

E0
Gatek.eeper Dizcovery Polling [nterval ; E0 IECE

[ Usze Online Alternate Gatek.esper List

H323%erzion 4 Options
[ H.323 Multiplexing [bus] [ H.245 Tunneling [Tun]

[ Parallzl H.245 [FS+Tun] [ Annes -E [AE]

Figure 4-13: H.323 call signaling

Cancel

Help

il
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H.323 Call Signaling Parameter Definitions.

Field Name Values Description

Use Fast Start Y/N Enables the H.323 Fast Start procedure. May need to be enabled/disabled for
compatibility with third-party VOIP gateways.

Signaling Port port Default: 1720 (H.323)

Register with Y/N Check this field to have traffic on current VOIP gateway controlled by a

Gatekeeper gatekeeper.

Allow Incoming Y/N When selected, incoming calls are accepted only if those calls come through the

Calls Through
Gatekeeper Only

gatekeeper.

GateKeeper RAS Parameters

Primary GK -- This is the preferred gatekeeper for controlling the traffic of the current VOIP.
Alternate GK -- A first and a second alternate gatekeeper can be specified for use by the current
1and 2 VOIP for situations where the Primary GK is busy or otherwise unavailable.

IP Address n.n.n.n IP address of the GateKeeper.

RAS Port 1719 Well-known port number for GateKeepers. Must match port number (1719).

Gatekeeper alpha- Optional. The name of the GateKeeper with which this MultiVOIP is trying to

Name numeric | register. A primary gatekeeper and two alternate units are listed.

RAS TTL Value seconds | The H.323 Gatekeeper “Time to Live” value. As soon as a MultiVOIP gateway
registers with a gatekeeper a countdown timer begins. The RAS TTL Value is the
interval of the countdown timer. Before the TTL countdown expires, the MultivVOIP
gateway needs to register with the gatekeeper in order to maintain the
connection. If the MultiVOIP does not register before the TTL interval expires, the
MultiVOIP gateway'’s registration with the gatekeeper will expire and the
gatekeeper will no longer permit call traffic to or from that gateway. Calls in
progress will continue to function even if the gateway becomes de-registered

Gatekeeper integer The interval between the VOIP gateway’s successive attempts to connect to and

Discovery Polling | 60 - 300 | be governed by a higher level gatekeeper. The Primary GK is the highest level

Interval

gatekeeper. Alternate GK1 is second; Alternate GK2 is the lowest.

Use Online
Alternate
Gatekeeper List

When selected, VOIP will seek an alternate gatekeeper (when none of the 3 gatekeepers
shown on this screen are available) from a list. The list will reside on the Primary gatekeeper
or one of the Alternate gatekeepers. The gatekeeper holding the list would download that list
onto the VOIP gateways within the system.

H.323 Version 4 Options

H.323
Multiplexing

Y/N

Signaling for multiple phone calls can be carried on a single port rather than
opening a separate signaling port for each. This conserves bandwidth resources.

H.245 Tunneling
(Tun)

Y/N

H.245 messages are encapsulated within the Q.931 call-signaling channel.
Among other things, the H.245 messages let the two endpoints tell each other
what their technical capabilities are and determine who, during the call, will be the
client and who the server. Tunneling is the process of transmitting these H.245
messages through the Q.931 channel. The same TCP/IP socket (or logical port)
already being used for the Call Signaling Channel is then also used by the H.245
Control Channel. This encapsulation reduces the number of logical ports
(sockets) needed and reduces call setup time.

Parallel H.245
(FS + Tun)

Y/N

FS (Fast Start) is a Q.931 feature of H.323v2 to hasten call setup as well as ‘pre-
opening’ the media channel before the CONNECT message is sent. This pre-
opening is a requirement for certain billing activities. Under Parallel H.245 FS +
Tun, this Fast Connect feature can operate simultaneously with H.245 Tunneling.

Annex —E (AE)

Y/N

Multiplexed UDP call signaling transport. Annex E is helpful for high-volume VOIP
system endpoints. Gateways with lesser volume can afford to use TCP to
establish calls. However, for larger volume endpoints, the call setup times and
system resource usage under TCP can become problematic. Annex E allows
endpoints to perform call-signaling functions under the UDP protocol, which
involves substantially streamlined overhead (this feature should not be used on
the public Internet due to potential problems with security and bandwidth usage).

Multi-Tech Systems, Inc.

38




Chapter 4: Configuring your VOIP

SIP

Session Initiation Protocol is the second option available for application layer control of the MultiVOIP. The
fields are detailed in the table below.

SIP Parameters

Signaling Part ROR0

[ Allow Incoming Calls Through SIP Prasy Orly
SIP Proxy Parameters

Froxy Domain Mame £ IPAddress Part Nurnber
Primary Prosy | ROB0
Alternate Proxy 1 | a0E0
Alternate Proxy 2 | BOR0

=

Default Subscriber ;

Default Uzername

Paszwiord :

Re-RegiztrationTime : 3600 FECE

FECE

T

Prowsy Polling Interval ;

TTL Walue : B0 TECE

SIP Yaice Mail Server Parameters

Yoice Mail Server Domain Mame / 1P Address

Port : A0E0
Re-Subzcription time 3600 IECE

aK Cancel | Heln |

Figure 4-14: SIP call signaling
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SIP Call Signaling Parameter Definitions

Field Name

Values

Description

SIP Proxy Parameters

Signaling Port | port Port number on which the MultiVOIP UserAgent software module will be waiting for
any incoming SIP requests. Default = 5060
Use SIP Proxy |Y/N Allows the MultiVOIP to work in conjunction with a proxy server.
Allow Incoming | Y/N When selected, incoming calls are accepted only if those calls come through the
Calls Through proxy.
SIP Proxy Only
Primary Proxy | -- This is the preferred SIP proxy server for controlling the traffic of the current VOIP.
Alternate Proxy | -- A first and a second alternate SIP proxy server can be specified for use by the
1and 2 VOIP for situations where the Primary proxy server is otherwise unavailable.
Proxy Domain | n.n.n.n Network address of the proxy server that the VOIP is using.
Name / IP
Address
Append SIP Y/N When checked, the domain name of the SIP Proxy serving the MultiVOIP gateway
Proxy Domain will be included as part of the User ID for that gateway. If unchecked, the SIP
Name in User Proxy’s IP address will be included as part of the User ID instead of the SIP
ID Proxy’s domain name.
Port Number port Logical port number for proxy communications. Default = 5060
Default This is used as the default end point register with a Proxy.
Subscriber
Default name If the Username is not populated in the Phone Book, this is the Username that will
Username be used. This works the same for the password as well.
Password password | Password for proxy server function. See “User Name” description above.
Re-Registration | 10-65535 | This is the timeout interval for registration of the MultiVOIP with a SIP proxy server.
Time seconds The time interval begins the moment the MultiVOIP gateway registers with the SIP
proxy server and ends at the time specified by the user in the Re-Registration Time
field (this field). Whenl/if registration lapses, call traffic routed to/from the MultivVOIP
through the SIP proxy server will cease. However, calls in progress will continue to
function until they end.
Proxy Polling 60 - 300 The interval between the VOIP gateway’s successive attempts to connect to and
Interval be governed by a higher level SIP proxy server. The Primary Proxy is the highest
level gatekeeper. Alternate Proxy 1 is second; Alternate Proxy 2 is the lowest
order SIP proxy server.
TTL Value SIP proxy | As soon as a MultiVOIP gateway registers with a SIP proxy server (allowing the
“Time to proxy server to control its call traffic) a countdown timer begins. The TTL Value is
Live” the interval of the countdown timer. Before the TTL countdown expires, the
value. MultiVOIP gateway needs to register with the gatekeeper in order to maintain the
(in connection. If the MultiVOIP does not register before the TTL interval expires, the
seconds) | MultiVOIP gateway’s registration with the proxy server will expire and the proxy

server will no longer permit call traffic to or from that gateway. Calls in progress
will continue to function even if the gateway becomes de-registered.
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SPP

Single Port Protocol was developed by Multi-Tech to allow for dynamic IP addressing when it is set to
Registrar/Client mode. The other choice, Direct mode, has IP addresses assigned to the gateways. The
table below describes all fields in the general SPP Call Signaling screen.

SPP Parameters

Mode: | Client -]
eneral Options
Sigraling Port : 110000
Retranzmizzion (in mg) : |.| o
M ax Retransmiszion : |3
Clignt Qptions
IP Address Port

Primary Registtar | 0 . 0 . 0 . 0 |10000

&lternate Hegistrar1| o . o . 0.0 |1UDUD

Alternate Hegistrar2| o .0 . 0 .0 |1nnun

Palling Interval : 180 0T

v Behind ProxyMNAT device
Prosp/MAT Device Parameters

Public: IP Address oo .o .0

ok Cancel | Help

Figure 4-17: SPP call signaling
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SPP Call Signaling Parameter Definitions

Field Name Values Description

Mode Direct, In direct mode, all VOIP gateways have static IP addresses assigned to them.
Client, or In registrar/client mode, one VOIP gateway serves as registrar and all other
Registrar gateways, being its clients, point to that registrar. The registrar assigns IP

addresses dynamically.

General Options

Port port The UDP port on which data transmission will occur. Each client VOIP has its
own port. If two client VOIPs are both behind the same firewall, then they must
have different ports assigned to them.

If there are two clients and each is behind a different firewall, then the clients
could have different port numbers or the same port number.

(Default port number = 10000.)

Re-transmission | 50 - If packets are lost (as indicated by absence of an acknowledgment) then the
5000ms endpoint will retransmit the lost packets after this designated time duration has
elapsed. (Default value = 2000 milliseconds.)
Max Re- 0-20 Number of times the VOIP will re-transmit a lost packet (if no acknowledgment
transmission has been received). (Default value = 3)
Client Options Srl:ﬁsnt Option fields are active only in registrar/client mode and only for client VOIP
Primary Registrar | -- This is the preferred SPP registrar gateway for controlling the traffic of the current
VOIP.
Alternate - A first and a second alternate SPP Registrar gateway can be specified for use by
Registrar 1 and 2 the current VOIP for situations where the Primary Registrar gateway is busy or
otherwise unavailable.
Registrar IP n.n.n.n This is the IP address of the registrar VOIP to which this client is assigned.
Address (Default value = 0.0.0.0; effectively, there is no useful default value.)
Registrar Port 10000 or This is the port number of the registrar VOIP to which this client is assigned.
other (Default port number = 10000.)
Polling Interval integer The interval between the VOIP gateway’s successive attempts to connect to and

60 - 300 be governed by a higher level SPP registrar gateway. The Primary Registrar is
the highest level registrar gateway. Alternate Registrar 1 is second; Alternate
Registrar 2 is the lowest order SPP registrar gateway.

Registrar Option fields are active only in registrar/client mode and only for

Registrar Options registrar VOIP units.

Keep Alive 30 - 300 Time-out duration before a registrar will un-register a client that does not send its
(seconds) “I'm here” signal. Client normally sends its “I'm here” signal every 20 seconds.
Timeout default = 60 seconds.

Proxy/NAT Device Parameters

Behind Y/N Enables MultiVOIP (running in SPP Registrar mode) to operate ‘behind’ a
Proxy/NAT proxy/NAT device (NAT = Network Address Translation).

device

Proxy/NAT n.n.n.n The public IP address of the proxy/NAT device which the MultiVOIP is behind.
Device

Parameters —

Public IP Address
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SNMP

If you intend to manage your MultiVOIP remotely using the MultiVoipManager software, you will need to set the
Simple Network Management Protocol parameters. To make the MultiVOIP controllable by a remote PC running
the MultiVoipManager software, check the “Enable SNMP Agent” box on the SNMP Parameters screen.

The SNMP Parameter fields are described in the table below.
SMNMP Parameters

Trap kanager
Address: | 0. 0. 0.0 -

Community [ ame

Fort Mumber :

| Cancel

W Help

Community Hame -1 : ||:uu|:u|i|:

Permizzions : |F|ead Oy -

Community Mame - 2 : |$upewi$|:|r

Permizsions : | Readwrite bl

Figure 4-18: SNMP parameters screen

SNMP Parameter Definitions
Field Name Values Description
Enable SNMP Y/N Enables the SNMP code in the firmware of the MultiVOIP. This must be
Agent enabled for the MultiVOIP to communicate with and be controllable by the
MultiVoipManager software.
Default: disabled
Trap Manager Parameters
Address n.n.n.n IP address of MultiVoipManager PC.
Community -- A “community” is a group of VOIP endpoints that can communicate with each
Name other. Often “public” is used to designate a grouping where all end users
have access to entire VOIP network. However, calling permissions can be
configured to restrict access as needed.
Port Number 162 The default port number of the SNMP manager receiving the traps is the
standard port 162.
Community Length = 19 First community grouping.
Name 1 characters (max.)
Case sensitive.
Permissions Read-Only, If this community needs to change MultiVOIP settings, select Read/Write.
Read/Write Otherwise, select Read-Only to view settings.
Community Length = 19 Second community grouping
Name 2 characters (max.)
Case sensitive.
Permissions Read-Only, If this community needs to change MultiVOIP settings, select Read/Write.
Read/Write Otherwise, select Read-Only to view settings.
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Regional

The Regional Parameters are used to set the phone signaling tones and cadences. For the country selected, the
standard set of frequency pairs will be listed for dial tone, busy tone, ‘unobtainable’ tone (fast busy or trunk busy),
ring tone, and other, more specialized tones. If you need settings that are not available, the Custom selection will
let you set the tones to what is necessary. The Regional Parameters fields are described in the table below.

Fiegional Parameters

Custom Tone Pair Settings

Tone Fair:  |DialTone -

L]

Country/Begion : Custarn - Custom II >
| J = - Taone Pair Values
Standard Tones Frequencyl : |350 Hz Cadencel : |0 ms
Type | Frequencyl | Frequency2| Cadence(zecz]0n/OFf | Gainl | Gain2 0k Frequency2 : |440 Hz CadenceZ: |0 ms
DialT ore 3580 440 0.00040.000/0.000/0.000 16 16
RingT one 480 440 2.000/4.000/2.000/4.000 16 16 C | Gainl - '—L| Cad - IDi i
BusyTane 480 £20 0500/0.500/0500/0500 5 -6 ﬂ Ganl: |18 db Ladenced:
UnobtainableTorne 480 £20 0.00040.000/0.000/0.000 16 16
S Ciefault Lo .
Survivability DislTone G50 B50 0.000/0.000/0.000/0000 16 16 ﬂ Gain2: |16 | d8 Cadencet: |0 ms
FieorderT one 4a0 £20 0.25040,25040.000/0.000 16 16
Hel,
ﬂ Add / Edit Tore
< > Tane Type Dizcannect
Uzer Defined Tones Fiecuency 1 400
Frequency 2 1000
Tupe | Frequencyl | Frequencyz | Cadence(gecz]0n/0ff | Gainl | Gain2| . -
Discornect 400 1000 0.400/2.000/0,000/0.000 ERET Add | B 400 ms JHere you can
add the tones
. Cadence 2 2000 s tar EXO
User defined tones can be used to supervise E Codonce 3 0] me | Supervision
the answering and disconnection of calls :
Delete B o e
Gainl -16 =l
Gain 2 16 =i
Country Selection For Buitin Modem | United States(US) j
oK, Cancel
Figure 4-19: Regional parameters
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“Regional Parameter” Definitions

Field Name

Values

Description

Country/Region

USA,
Japan,
UK,
Custom

Name of a country or region that uses a certain set of tone pairs for dial tone, ring
tone, busy tone, unobtainable tone (fast busy tone), survivability tone (tone
heard briefly, 2 seconds, after going off hook denoting survivable mode of VOIP
unit), re-order tone (a tone pattern indicating the need for the user to hang up the
phone), and intercept tone (a tone that warns an a party that has gone off hook but
has not begun dialing, within a prescribed time, that an automatic emergency or
attendant number will be called; the automatic call can be used to direct an
attendant’s attention to a disabled or distressed caller, allowing an appropriate
response to be made).

In some cases, the tone-pair scheme denoted by a country name may also be used
outside of that country. The “Custom” option (button) assures that any tone-pairing
scheme worldwide can be accommodated.

Note 1: Intercept tone is applicable only when the FXS telephony interface has
been chosen in the Interface screen and when the AutoCall / OffHook Alert field is
set to OffHook Alert in the Voice/Fax Parameters screen. The time allowed for
dialing before the automatic calling process begins is set in the OffHook Alert Timer
field of the Voice/Fax Parameters screen.

Note 2: “Survivability” tone indicates a special type of call-routing redundancy &
applies to MultiVantage VOIP units only

Advisory screen

x|| This message screen appears whenever the

Supervision Tones have been set to default values in Interface Page,

Country field is changed. It informs the operator
that, upon change of the Country field value, all
User Defined Tones will be deleted.

Standard Tones fields

Type column

dial tone,
ring tone,
busy tone,

unobtainable tone

(fast busy),

survivability tone,
re-order tone

Type of telephony tone-pair for which frequency, gain, and cadence are
being presented.

Frequency 1 freq. in Hertz Lower frequency of pair.
Frequency 2 freq. in Hertz Higher frequency of pair.
Gain 1 gain in dB Amplification factor of lower frequency of pair.
+3dB to -31dB This applies to the dial, ring, busy and ‘unobtainable’ tones that the
and “mute” setting MultiVOIP outputs as audio to the FXS, FXS, or E&M port.
Default: -16dB
Gain 2 gain in dB Amplification factor of higher frequency of pair.
+3dB to -31dB This applies to the dial, ring, busy, and ‘unobtainable’ (fast busy) tones
and “mute” setting that the MultiVOIP outputs as audio to the FXS, FXO, or E&M port.
Default: -16dB
Cadence n/n/n/n On/off pattern of tone durations used to denote phone ringing, phone
(ms) On/Off four integer time busy, connection unobtainable (fast busy), dial tone (“0” indicates
values in continuous tone), survivability, and re-order. Default values differ for
milliseconds; zero different countries/regions. Although most cadences have only two parts
value for dial-tone (an “on” duration and an “off” duration), some telephony cadences have

indicates continuous | four parts. Most cadences, then, are expressed as two iterations of a

tone

two-part sequence. Although this is redundant, it is necessary to allow
for expression of 4-part cadences.

Custom (button)

Click on the “Custom” button to bring up the Custom Tone Pair
Settings screen. (The “Custom” button is active only when “Custom” is
selected in the Country/Region field.) This screen allows the user to
specify tone pair attributes that are not found in any of the standard
national/regional telephony toning schemes.

Table is continued on next page...
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“Regional Parameter” Definitions (continued)

Field Name

Values

Description

Built-In Modem

Country Selection for

country name

MultiVOIP units operating with the X.06 software release (and above)
include a built-in modem. The administrator can dial into this modem to
configure the MultiVOIP unit remotely. The country name values in this
field set telephony parameters that allow the modem to work in the listed
country. This value may be different than the Country/Region value. For
example, a user may need to choose “Europe” as the Country/Region
value but “Denmark” as the Country-Selection-for-Built-In-Modem value.

User Defined Tones fields

Type column alphanumeric Name of supervisory tone pair. Cannot be same as name of any
name standard tone pair.

Frequency 1 Freq. in Hertz Lower frequency of pair.

Frequency 2 Freq. in Hertz Higher frequency of pair.

Gain 1 +3dB to -31dB Amplification factor of lower frequency of pair.
and “mute” This applies to any supervisory tones that the MultiVOIP outputs as
setting audio to the FXS, FXS, or E&M port. Default: “Mute”

Gain 2 +3dB to -31dB Amplification factor of higher frequency of pair.
and “mute” This applies to any supervisory tones that the MultiVOIP outputs as
setting audio to the FXS, FXO, or E&M port. Default: “Mute”

Cadence n/n/n/n On/off pattern of tone durations used to denote supervisory tones

(ms) On/Off four integer time | specified by user. Supervisory tones relate to answering and
values in disconnection of calls. Although most cadences have only two parts (an
milliseconds; “on” duration and an “off” duration), some telephony cadences have four
(zero value parts. Most cadences, then, are expressed as two iterations of a two-
indicates part sequence. Although this is redundant, it is necessary to allow for

continuous tone)

expression of 4-part cadences.

Setting Custom Tones and Cadences (optional). The Regional Parameters dialog box has a secondary dialog
box that allows you to customize DTMF tone pairs to create unique ring-tones, dial-tones, busy-tones or
“‘unobtainable” tones or “re-order” tones or “survivability” tones for your system. This screen allows the user to
specify tone-pair attributes that are not found in any of the standard national/regional telephony toning schemes.
To access this customization feature, click on the Custom button on the Regional Parameters screen. The
“Custom” button is active only when “Custom” is selected in the Country/Region field.

Custom Tone-Pair Settings Definitions

Field Name | Values Description
Tone Pair dial tone, busy tone Identifies the type of telephony signaling tone for which frequencies are
ring tone, ‘unobtainable’ | being specified.
tone, survivability tone,
re-order tone
Tone Pair Values About Defaults: US telephony values are used as defaults on this screen.
Frequency 1 | Frequency in Hertz Frequency of lower tone of pair.
This outbound tone pair enters the MultiVOIP at the input port.
Frequency 2 | Frequency in Hertz Frequency of higher tone of pair.
This outbound tone pair enters the MultiVOIP at the input port.
Gain 1 +3dB to -31dB Amplification factor of lower frequency of pair. This figure describes
and “mute” setting amplification that the MultiVOIP applies to outbound tones entering the
MultiVOIP at the input port. Default: -16dB
Gain 2 +3dB to -31dB Amplification factor of higher frequency of pair. This figure describes
and “mute” setting amplification that the MultiVOIP applies to outbound tones entering the
MultiVOIP at the input port. Default: -16dB
Cadence 1 integer time value in Onl/off pattern of tone durations used to denote phone ringing, phone busy,
milliseconds; zero value | dial tone (“0” indicates continuous tone) survivability and re-order.
for dial-tone indicates Cadence 1 is duration of first period of tone being “on” in the cadence of
continuous tone the telephony signal.
Cadence 2 duration in milliseconds | Cadence 2 is duration of first “off” period in signaling cadence.
Cadence 3 duration in milliseconds | Cadence 3 is duration of second “on” period in signaling cadence.
Cadence 4 duration in milliseconds | Cadence 4 is duration of second “off” period in the signaling cadence.
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SMTP

Setting the SMTP Parameters (Log Reports by Email). The SMTP Parameters screen is applicable when the
VOIP administrator has chosen to receive log reports by email (this is done by selecting the “SMTP” checkbox in
the Others screen and selecting “Enable SMTP” in the SMTP Parameters screen.)

Email Address for VOIP (for email call log reporting)
This is needed only if log reports of VOIP call traffic are to be sent by email.

Ask Mail Server administrator to set up email account (with password) for the MultiVOIP unit itself. Be sure to
give a unique identifier to each individual MultiVOIP unit. Get the IP address of the mail server computer, as well.

MultiVOIP as Email Sender. When SMTP is used, the MultiVOIP will actually be given its own email account
(with Login Name and Password) on some mail server connected to the IP network. Using this account, the
MultiVOIP will then send out email messages containing log report information. The “Recipient” of the log report
email is ordinarily the VOIP administrator. Because the MultiVOIP cannot receive email, a “Reply-To” address
must also be set up. Ordinarily, the “Reply-To” address is that of a technician who has access to the mail server
or MultiVOIP or both, and the VOIP administrator might also be designated as the “Reply-To” party. The main
function of the Reply-To address is to receive error or failure messages regarding the emailed reports.

The SMTP Parameters screen is shown below:
SMTP Parameters

v Enable SMTH

e

v Requirez Authentication

Login Mame : |Mult|"-fn:n| P Cancel

Faszword : | Help

Mail Server IPAddress : | 192 168 . 1 . §

Port Mumber ; |25

b ail Type
" Tegt * HIML

Select Fields

gl

Subject : |

Beply To Address |

Fecipient Address |M ultiv'ol Péaamultitech, com

kd ail Criteria

Murmber of Records : 100
[v MNumber of Daps 4

Figure 4-20: SMTP parameters
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“SMTP Parameters” Definitions

Field Name Values Description

Enable SMTP Y/N In order to send log reports by email, this box must be checked. However,
to enable SMTP functionality, you must also select “SMTP” in the Logs
screen.

Requires Y/N If this checkbox is checked, the MultiVOIP will send Authentication

Authentication information to the SMTP server. The authentication information indicates
whether or not the email sender has permission to use the SMTP server.

Login Name alpha-numeric This is the User Name for the MultiVOIP unit's email account.

Password alpha-numeric Login password for MultiVOIP unit's email account.

Mail Server IP n.n.n.n This is the mail server’s IP address. This mail server must be accessible on

Address the IP network to which the MultiVOIP is connected.

Port Number 25 25 is a standard port number for SMTP.

Mail Type text or html Mail type in which log reports will be sent.

Subject text User specified. Subject line that will appear for all emailed log reports for
this MultiVOIP unit.

Reply-To Address | email address User specified. This email address functions as a source email identifier for
the MultiVOIP, which, of course, cannot usefully receive email messages.
The Reply-To address provides a destination for returned messages
indicating the status of messages sent by the MultiVOIP (esp. to indicate
when log report email was undeliverable or when an error has occurred).

Recipient Address | email address Email address where VOIP administrator will receive log reports.
Criteria for sending log summary by email. The log summary email will be

Mail Criteria sent out either when the user-specified number of log messages has

accumulated, or once every day or multiple days, whichever comes first.

Number of Records | integer This is the number of log records that must accumulate to trigger the
sending of a log-summary email.

Number of Days integer This is the number of days that must pass before triggering the sending of a
log-summary email.
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The SMTP Parameters dialog box has a secondary dialog box, accessed by the Select Fields button, that allows
you to customize email logging. The MultiVOIP software logs data about many aspects of the call traffic going
through the MultiVOIP. The Custom Fields screen lets you pick which aspects will be included in the email log
reports.

“Custom Fields” Definitions

Field Description Field Description
Select All Log report to Start Date, Date and time the phone call began.
include all fields shown. Time
Channel Data channel carrying call. Call Mode Voice or fax.
Number
Duration Length of call. Packets Total packets received in call.
Received
Packets Sent | Total packets sent in call. Bytes Total bytes received in call.
Received
Bytes Sent Total bytes sent in call. Coder Voice Coder /Compression Rate used
for call will be listed in log.
Packets Lost |Packets lost in call. Prefix When selected, the phonebook prefix
Matched matched in processing the call will be
listed in log.
Outbound The DTMF dialing digits received by this Call Type Indicates the Call Signaling protocol
Digits gateway from the remote gateway used for the call (H.323, SIP, or SPP).
Received presuming that DTMF is set to "Out of
Band."
Call Status Successful or unsuccessful. DTMF Indicates whether the DTMF dialing
Call Direction | Indicates call’s originating party. Capability digits are carried "Inband" or "Out of
Server The IP address of the traffic control Band." The corresponding field values
Details server (if any) being used (whether an differ for the 3 different VOIP
H.323 gatekeeper, a SIP proxy, or an protocols.
SPP registrar gateway) will be displayed For H.323, this field can display "Out
here if the call is handled through that of Band" or "Inband". For SIP it can
server. display either "Out of Band RFC2833"
or "Out of Band SIP INFO" to indicate
the out-of-band condition or "Inband"
to indicate the in-band condition. For
SPP it can display "Out of Band
RFC2833" or "Inband".
Disconnect Indicates whether the call was Outbound The dialing digits sent by this gateway
Reason disconnected simply because the Digits Sent to the remote gateway presuming that
desired conversation was done or some DTMF is set to "Out of Band."
other irregular cause occasioned
disconnection (e.g., a technical error or
failure). Values are "Normal" and
"Local" disconnection.
From Details To Details
Gateway Originating gateway Gateway Completing or answering gateway
Number Name
IP Address IP address where call originated. IP Address IP address where call was completed
or answered.
Descript Identifier of site where call originated. Descript Identifier of site where call was
completed or answered.
Options When selected, log will not Silence Options When selected, log will not use Silence
Compression and Forward Error Compression and Forward Error
Correction by call originator. Correction by party answering call.

Multi-Tech Systems, Inc.

49



Chapter 4: Configuring your VOIP

RADIUS

In general, RADIUS is concerned with authentication, authorization, and accounting. The MultiVOIP supports the
accounting and authentication functions. The accounting function is well suited for billing of VOIP telephony
services. In the Select Attributes secondary screen (accessed by clicking on Select Attributes button), the VOIP
administrator can select the parameters to be tallied by the RADIUS server.

RaDIUs

Server fddress : | oo .0 .10 oK

Accaunting Port : |'I 813

Cancel ‘

Select Attributes

Retranzmizzion Interval : |2DDD Mz

Mumber of Retransmizzions : |3

Shared Secret : |

RADIUS Attibutes

[v Select Al

Attributes
v Charnel Murnber v Start Date.Time
v Duration ¥ Cal Mode Cancel
v Packets Sent v Packets Received Help
[+ Bytes Sent v Buyte: Received
v Packets Lost [v Coder
v Outbound Digits ¥ Prafis Matched
[v Call Status

From Dretails To Details

[v Gateway Name [v Gateway Name
[v |P Address [v |F Address
[v Description [v Description
[v Options [v Options

Figure 4-21: RADIUS settings
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The fields of the RADIUS screen are described in the table below.

RADIUS Screen Field Definitions

Field Name Values Description

Enable Accounting | Y/N When checked, the MultiVOIP will access the accounting functionality of the
RADIUS server.

Server Address n.n.n.n IP address of the RADIUS server that handles accounting (billing) for the
current MultiVOIP unit.

Accounting Port 1- 65535 TDM time slot at which RADIUS accounting information will be transmitted
and received.

Retransmission If the MultiVOIP sends out a packet to the RADIUS server and doesn't

Interval receive a response in the retransmit interval, it will retransmit that packet

Number of 0- 255 again and wait the retransmit interval again for a response. How many times

Retransmissions it does this is determined by the setting in the Number of Retransmissions
field.

Shared Secret alpha-numeric | Client encryption key for the current VOIP unit.

Select Attributes - Gives access to RADIUS Attributes screen. On Attributes screen, one can

(button) specify the parameters to be tallied by the RADIUS server for accounting
(usually billing) purposes.

The RADIUS dialog box has a secondary dialog box, RADIUS Attributes, that allows you to customize accounting
information sent to the RADIUS server by the MultiVOIP. The MultiVOIP software logs data about many aspects

of the call traffic going through the MultiVOIP. The RADIUS Attributes screen lets you pick which aspects will be

included in the accounting reports sent to the RADIUS server.

“RADIUS Attributes” Definitions

Field Description Field Description

Select All Log report to include all fields Start Date, Time Date and time the phone call began.

shown.
Channel Data channel carrying call. Call Mode Voice or fax.
Number
Duration Length of call. Packets Received Total packets received in call.
Packets Sent | Total packets sent in call. Bytes Received Total bytes received in call.
Bytes Sent Total bytes sent in call. Coder Voice Coder /Compression Rate used for
call will be listed in log.
Packets Lost | Packets lost in call. Prefix Matched When selected, the phonebook prefix
matched in processing the call will be listed
in log.
Outbound DTMF digits received by this Call Status Successful or unsuccessful.
Digits Sent gateway from remote gateway
(if that DTMF set to "Out of
Band").

Server Details | The IP address of the traffic control server being used will be displayed here if the call is handled
through that server. The Options field refers to non-mandatory server features that might be
activated. For example, with H.323, various H.323 Version 4 options might be listed.

From Details To Details

Gateway Originating gateway Gateway Completing or answering gateway
Number Name
IP Address | IP address where call originated. IP Address | IP address where call was completed/answered.
Descript Identifier of where call originated. Descript Identifier of where call was completed/answered.
Options When selected, log will not use Options When selected, log will not use Silence

Silence Compression and Forward Compression and Forward Error Correction by

Error Correction by call originator. party answering call.
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Logs/Traces

The Logs/Traces screen lets you choose how the VOIP administrator will receive log reports about the
MultiVOIP’s performance and the phone call traffic that is passing through it. Log reports can be received in one
of three ways:

e in the MultiVOIP program (interface),
e via email (SMTP), or
e at the MultiVoipManager remote VOIP system management program (SNMP).

Logs
Conzole meszage Settings

Corgale Messages Filler Settings

Trace DHf for Functions

Trace On foe Funclions

[¥ Enable Console Messages fj;;clunr:e i
Filters pr
4 Lencel = H[NTI'J'
4 HTING
LOGS ok
i Help i PO —
[~ Tum Off Logs = PRI
PSTH b Carel
@ Gl " SMTP " SHMP P =
Trace Ol for Channels Trace On for Channels Help
Spslog Server
Channel: Channels
[~ Enabls L e

Channel 2 Channel 1

|
—

Online Statistics Updation Interval |10 Sec

Figure 4-22: Logs and Filters screens

If you enable console messages, you can customize the types of messages to be included/excluded in log reports
by clicking on the Filters button and using the Console Messages Filter Settings screen. If you use the logging
function, select the logging option that applies to your VOIP system design. If you intend to use a SysLog Server
program for logging, click in that Enable check box. The common SysLog logical port number is 514. If you intend
to use the MultiVOIP web browser interface for configuration and control of MultiVOIP units, be aware that the
web browser interface does not support logs directly. However, when the web browser interface is used, log files
can still be sent to the VOIP administrator via email (which requires using the SMTP logging option).

“Logs” Screen Definitions
Field Name Values | Description
Enable Console Y/N Allows MultiVOIP debugging messages to be read via a basic terminal program like
Messages HyperTerminal ™ or equivalent. Normally, this should be disabled because it uses
MultiVOIP processing resources. Console messages are meant for IT support
personnel.
Filters (button) Click to access secondary screen on where console messages can be
included/excluded by category and on a per-channel basis.
Turn Off Logs Y/N Check to disable log-reporting function.
Logs Buttons Only one of these three log reporting methods, GUI, SMTP, or SNMP, may be chosen.
GUI . User must view logs at the MultiVOIP configuration program.
SNMP . Log messages will be delivered to the MultiVoipManager application program.
SMTP . Log messages will be sent to user-specified email address.
SysLog Server Y/N This box must be checked if logging is to be done in conjunction with a SysLog Server
Enable program.
IP Address n.n.n.n | IP address of computer, in VOIP network, on which SysLog Server program is running.
Port 514 Logical port for SysLog Server. 514 is commonly used.
Online Statistics integer | Set the interval (in seconds) at which logging information will be updated.
Updation Interval
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NAT Traversal

Setting the NAT Traversal parameters. NAT (Network Address Translation) parameters are applicable only when
the MultiVOIP is operating in SIP mode. The use of STUN (Simple Traversal of UDP NATSs) servers to aid
networks with NAT devices can be found in RFC 3489, the Request for Comments document available from the
Internet Engineering Task Force.

HAT Traverzal

Name/P:  |0.0.0.0 oK.
Pt : 3473
Cancel
Timners
Keep alive: |B0 SECE Help

Figure 4-23: NAT Traversal

Descriptions for NAT Traversal screen fields are presented in the table below.

NAT Traversal Definitions

Field Name Values Description

Enable (STUN) Y/N Enables STUN client functionality in the MultiVOIP.

STUN (Simple Traversal of UDP through NATs (Network Address Translation))
is a protocol that allows a server to assist client gateways behind a NAT firewall
or router with their packet routing.

Name/IP (Server) n.n.n.n IP address of the STUN server.

Port (Server; port; The data port (TDM time slot) at which STUN info will be transmitted and
NAT/STUN) received. Default= 3478

Keep Alive (Timers; 60 — 3600 | The interval at which the STUN client sends indicator (“‘Keep Alive”) packets to
NAT/STUN) (seconds) | the STUN server to determine whether or not the STUN server is available.
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Supplementary Services

Supplementary Services features derive from the H.450 standard, which brings to the VOIP telephony
functionality once only available with PSTN or PBX telephony. Supplementary Services features can be used
under H.323 only and not under SIP. Even though the H.450 standard refers only to H.323, Supplementary
Services are still applicable to the SIP and SPP VOIP protocols.

Of the features implemented under Supplementary Services, three are very closely related: Call Transfer, Call
Hold, and Call Waiting. Call Name Identification is similar but not identical to the premium PSTN feature
commonly known as Caller ID.

Call Transfer. Call Transfer allows one party to re-connect the party with whom they have been speaking to a
third party. The first party is disconnected when the third party becomes connected. Feature is used by a
programmable phone keypad sequence (for example, *7).

Call Hold. Call Hold allows one party to maintain an idle (non-talking) connection with another party while
receiving another call (Call Waiting), while initiating another call (Call Transfer), or while performing some other
call management function. Feature is used by a programmable phone keypad sequence (for example, #7).

Call Waiting. Call Waiting notifies an engaged caller of an incoming call and allows them to receive a call from a
third party while the party with whom they have been speaking is put on hold. Feature is used by a
programmable phone keypad sequence (for example, *7).

Call Name Identification. When enabled for a given VOIP unit (the ‘home’ VOIP), this feature gives notice to
remote VOIPs involved in calls. Notification goes to the remote VOIP administrator, not to individual phone
stations. When the home VOIP is the caller, a plain English descriptor will be sent to the remote VOIP identifying
the channel over which the call is being originated (for example, “Calling Party - Omaha Sales Office Line 27). If
that VOIP channel is dedicated to a certain individual, the descriptor could say that, as well (for example “Calling
Party - Harold Smith in Omaha”). When the home VOIP receives a call from any remote VOIP, the home VOIP
sends a status message back to that caller. This message confirms that the home VOIP’s phone channel is
either busy or ringing or that a connection has been made (for example, “Busy Party - Omaha Sales Office Line
2”). These messages appear in the Statistics — Call Progress screen of the remote VOIP.

Note that Supplementary Services parameters are applied on a channel-by-channel basis. However, once you
have established a set of supplementary parameters for a particular channel, you can apply this entire set of
parameters to another channel by using the Copy Channel button and its dialog box - to copy a set of
Supplementary Services parameters to all channels, select “Copy to All” and click Copy.

Supplementary Services Parameters

Select Channel Channel 1 -

Call Tranzfer Call W ame Identification
[v Enable v Enable
Allowed Mame Type

Transfer S s )
Lranster sequence :  [#1 I~ Calling Party [ Busy Party
Call Hold [ Alerting Party I Connected Party
v Enable

Hold Sequence : ’#“27 Mame |dentification: |
Call wfaiting
o Erate ok | Defaur | Help

Bietrieve Sequence : [H°3 Cancel | Enpthanne_I|

Figure 4-24: Supplementary Services

The Supplementary Services fields are described in the tables below.
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Supplementary Services Parameter Definitions

Field Name Values Description
Select Channel 1-24 (2410); The channel to be configured is selected here.
1-30 (3010)
Call Transfer Enable | Y/N Select to enable the Call Transfer function in the VOIP unit.

This is a “blind” transfer and the sequence of events is as follows:
Callers A and B are having a conversation.

Caller A wants to put B into contact with C.

Caller A dials call transfer sequence.

Caller A hears dial tone and dials number for caller C.

Caller A gets disconnected while Caller B gets connected to caller C.
A brief musical jingle is played for the caller on hold.

Transfer Sequence

Any phone keypad
character

The numbers and/or symbols that the caller must press on the phone
keypad to initiate a call transfer.

The call-transfer sequence can be 1 to 4 characters in length using
any combination of digits or characters (* or #).

The sequences for call transfer, call hold, and call waiting can be
from 1 to 4 digits in length consisting of any combination of digits
1234567890*#.

Call Hold Enable

Y/N

Select to enable Call Hold function in VOIP unit.

Call Hold allows one party to maintain an idle (non-talking) connection
with another party while receiving another call (Call Waiting), while
initiating another call (Call Transfer), or while performing some other
call management function.

Hold Sequence

phone keypad

The numbers and/or symbols that the caller must press on the phone

characters keypad to initiate a call hold.
The call-hold sequence can be 1 to 4 characters in length using any
combination of digits or characters (* or #).
Call Waiting Enable | Y/N Select to enable Call Waiting function in VOIP unit.

Retrieve Sequence

Phone keypad
characters, two
characters in length

The numbers and/or symbols that the caller must press on the phone
keypad to initiate retrieval of a waiting call.

The call-waiting retrieval sequence can be 1 to 4 characters in length
using any combination of digits or characters (* or #).

This is the phone keypad sequence that a user must press to retrieve
a waiting call. Customize-able. Sequence should be distinct from
sequence that might be used to retrieve a waiting call via the PBX or
PSTN.

Call Name
Identification Enable

Enables CNI function. Call Name Identification is not the same as Caller ID. When enabled
on a given VOIP unit currently being controlled by the MultiVOIP interface (the ‘home VOIP’),
Call Name Identification sends an identifier and status information to the administrator of the
remote VOIP involved in the call. The feature operates on a channel-by-channel basis (each
channel can have a separate identifier).

If the home VOIP is originating the call, only the Calling Party field is applicable. If the
home VOIP is receiving the call, then the Alerting Party, Busy Party, and Connected Party
fields are the only applicable fields (and any or all of these could be enabled for a given VOIP
channel). The status information confirms back to the originator that the home VOIP, is either
busy, or ringing, or that the intended call has been completed and is currently connected.

The identifier and status information are made available to the remote VOIP unit and
appear in the Caller ID field of its Statistics — Call Progress screen. (This is how MultiVOIP
units handle CNI messages; in other VOIP brands, H.450 may be implemented differently and
then the message presentation may vary.)

Table is continued on next page...
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Supplementary Services Definitions (continued)

Field Name

Description

Calling Party,
Allowed Name
Type (CNI)

If the ‘home’ VOIP unit is originating the call and Calling Party is selected, then the identifier (from
the Caller Id field) will be sent to the remote VOIP unit being called. The Caller Id field gives the
remote VOIP administrator a plain-language identifier of the party that is originating the call
occurring on a specific channel.

This field is applicable only when the ‘home’ VOIP unit is originating the call.

Example. Suppose a VOIP system has offices in both Denver and Omaha. In the Omaha VOIP
unit (the ‘home’ VOIP in this example), Call Name Identification has been enabled, Calling Party
has been enabled as an Allowed Name Type, and “Omaha Sales Office Voipchannel 2" has been
entered in the Caller Id field.

When channel 2 of the Omaha VOIP is used to make a call to any other VOIP phone station (for
example, the Denver office), the message “Calling Party - Omaha Sales Office Voipchannel 2”7 will
appear in the “Caller Id” field of the Statistics - Call Progress screen of the Denver VOIP.

Alerting Party,
Allowed Name
Type (CNI)

If the ‘home’ VOIP unit is receiving the call and Alerting Party is selected, then the identifier (from
the Caller Id field) will tell the originating remote VOIP unit that the call is ringing.

This field is applicable only when the ‘home’ VOIP unit is receiving the call.

Example. Suppose a VOIP system has offices in both Denver and Omaha. In the Omaha VOIP
unit (the ‘home’ VOIP unit in this example), Call Name Identification has been enabled, Alerting
Party has been enabled as an Allowed Name Type, and “Omaha Sales Office Voipchannel 2” has
been entered in the Caller Id field of the Supplementary Services screen.

When channel 2 of the Omaha VOIP receives a call from any other VOIP phone station (for
example, the Denver office), the message “Alerting Party - Omaha Sales Office Voipchannel 2” will
be sent back and will appear in the Caller Id field of the Statistics — Call Progress screen of the
Denver VOIP. This confirms to the Denver VOIP that the phone is ringing in Omaha.

Busy Party,
Allowed Name
Type (CNI)

If the ‘home’ VOIP unit is receiving a call directed toward an already engaged channel or phone
station and Busy Party is selected, then the identifier (from the Caller Id field) will tell the
originating remote VOIP unit that the channel or called party is busy.

This field is applicable only when the ‘home’ VOIP unit is receiving the call.

Example. Suppose a VOIP system has offices in both Denver and Omaha. In the Omaha VOIP
unit (the ‘home’ VOIP unit in this example), Call Name Identification has been enabled, Busy
Party has been enabled as an Allowed Name Type, and “Omaha Sales Office Voipchannel 2” has
been entered in the Caller Id field of the Supplementary Services screen.

When channel 2 of the Omaha VOIP is busy but still receives a call attempt from any other VOIP
phone station (for example, the Denver office), the message “Busy Party - Omaha Sales Office
Voipchannel 2” will be sent back and will appear in the Caller Id field of the Statistics — Call
Progress screen of the Denver VOIP. This confirms to the Denver VOIP that the channel or
phone station is busy in Omaha.

Connected
Party, Allowed
Name Type
(CNI)

If the ‘home’ VOIP unit is receiving a call and Connected Party is selected, then the identifier
(from the Caller Id field) will tell the originating remote VOIP unit that the attempted call has been
completed and the connection is made.

This field is applicable only when the ‘home’ VOIP unit is receiving the call.

Example. Suppose a VOIP system has offices in both Denver and Omaha. In the Omaha VOIP
unit (the ‘home’ VOIP unit in this example), Call Name Identification has been enabled,
Connected Party has been enabled as an Allowed Name Type, and “Omaha Sales Office
Voipchannel 2" has been entered in the Caller Id field of the Supplementary Services screen.
When channel 2 of the Omaha VOIP completes an attempted call from any other VOIP phone
station (for example, the Denver office), the message “Connect Party - Omaha Sales Office
Voipchannel 2” will be sent back and will appear in the Caller Id field of the Statistics — Call
Progress screen of the Denver VOIP. This confirms to the Denver VOIP that the call has been
completed to Omaha.

Caller ID

This is the identifier of a specific channel of the ‘home’ VOIP unit. The Caller Id field typically
describes a person, office, or location, for example, “Harry Smith,” or “Bursar’s Office,” or
“Barnesville Factory.”

Default

When this button is clicked, all Supplementary Service parameters are set to their default values.

Copy Channel

Copies the Supplementary Service attributes of one channel to another channel. Attributes can be
copied to multiple channels or all channels at once.
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Save Settings

Save & Reboot

Saving the MultiVOIP Configuration. When values have been set for all of the MultiVOIP’s various
operating parameters, click on Save Setup in the sidebar, then Save & Reboot.

Creating a User Default Configuration. When a “Setup” (complete grouping of parameters) is being
saved, you will be prompted about designating that setup as a “User Default” setup. A User Default setup
may be useful as a baseline of site-specific values to which you can easily revert. Establishing a User
Default Setup is optional.

Connection

Settings
This is also accessible from the Start menu in the MultiVOIP software folder.

Set Baud Rate. The Connection option in the sidebar menu has a “Settings” item that includes the baud-
rate setting for the COM port of the computer running the MultiVOIP software.

First, it is important to note that the default COM port established by the MultiVOIP program is COM1. Do
not accept the default value until you have checked the COM port allocation on your PC. To do this,
check for COM port assignments in the system resource dialog box of your Windows operating system. If
COM1 is not available, you must change the COM port setting to COM2 or another COM port that you
have confirmed as being available on your PC.

Troubleshooting Software Issues

In the lower left corner of the screen, the connection status of the MultiVOIP will be displayed. The
messages in the lower left corner will change as detection occurs. The message “MultiVOIP Found”
confirms that the MultiVOIP is in contact with the MultiVOIP configuration program. If the message
displayed is “MultiVOIP Not Found!” please try the resolutions below.

Fixing a COM Port Problem

If the MultiVOIP main screen appears but is grayed out and seems inaccessible, the COM port that was
specified for its communication with the PC is unavailable and must be changed. An error message will
appear.

MultivOIP oM B

Error in Opencomm handle

Figure 4-25: Error pop-up

To change the COM port setting, use the COM Port Setup dialog box, by going to the Connection pull-
down menu and choosing “Settings” or use the left side control panel. In the “Select Port” field, select a
COM port that is available on the PC (if no COM ports are currently available, re-allocate COM port
resources in the computer's MS Windows operating system to make one available).

| Connection  ?Help

[ [Emrmest [Eky{+E
Digconnect Crrl+D

Settings Chil+

Figure 4-26: Settings

Multi-Tech Systems, Inc. 57



Chapter 4: Configuring your VOIP

COM Port Setup

Select Port |COM3 - Ok
Baud Rate: (115200 - Cancel

todem Setup —
Init Sting [4T50=15E 5856115200801 Help

Imit Bezponze |I:IK
Diial String |

Connect Response |EEINNEET

Hangup String |+++.-’-‘-.THEI

HOTE:  If there iz a Dial String specified in Modem Setup, Configuration
programs will by to initiahze modem and dial thiz sting.

Figure 4-27: Select Port and Baud Rate

Fixing a Cabling Problem

If the MultiVOIP cannot be located by the computer, two error messages will appear (saying “Multi-VOIP
Not Found” and “Phone Database Not Read”).

MultivOIP MultiVolP - PDD E

FultivOIP Mat Found! Phone D atabaze not Read

Figure 4-28: Cabling errors

In this case, the MultiVOIP is simply disconnected from the network. For instructions on MultiVOIP cable
connections, see the Cabling section of Chapter 3.
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Introduction

When a VOIP serves a PBX system, it's important that the operation of the VOIP be transparent to the telephone
end user. That is, the VOIP should not entail the dialing of extra digits to reach users elsewhere on the network
that the VOIP serves. On the contrary, VOIP service more commonly reduces dialed digits by allowing users
(served by PBXs in facilities in distant cities) to dial their co-workers with 3-, 4-, or 5-digit extensions as if they
were in the same facility.

Furthermore, the setup of the VOIP generally should allow users to make calls on a non-toll basis to any numbers
accessible without toll by users at all other locations on the VOIP system. Consider, for example, a company
with VOIP-equipped offices in New York, Miami, and Los Angeles, each served by its own PBX. When the VOIP
phone books are set correctly, personnel in the Miami office should be able to make calls without toll not only to
the company’s offices in New York and Los Angeles, but also to any number that’s local in those two cities.

To achieve transparency of the VOIP telephony system and to give full access to all types of non-toll calls made
possible by the VOIP system, the VOIP administrator must properly configure the “Outbound” and “Inbound”
phone-books of each VOIP in the system.

The “Outbound” phonebook for a particular VOIP unit describes the dialing sequences required for a call to
originate locally (typically in a PBX in a particular facility) and reach any of its possible destinations at remote
VOIP sites, including non-toll calls completed in the PSTN at the remote site.

The “Inbound” phonebook for a particular VOIP unit describes the dialing sequences required for a call to
originate remotely from any other VOIP sites in the system, and to terminate on that particular VOIP.

Briefly stated, the MultiVOIP’s Outbound phonebook lists the phone stations it can call; its Inbound phonebook
describes the dialing sequences that can be used to call that MultiVOIP and how those calls will be directed. The
phone numbers are not literally “listed” individually, but are, instead, described by rule.

Identify Remote VOIP Site to Call

When you're done installing the MultiVOIP, you’ll want to confirm that it is configured and operating properly. To
do so, it's good to have another VOIP that you can call for testing purposes. You'll want to confirm end-to-end
connectivity. You’ll need IP and telephone information about that remote site.

If this is the very first VOIP in the system, you'll want to coordinate the installation of this MultiVOIP with an
installation of another unit at a remote site.

Identify VOIP Protocol to be Used

Will you use H.323, SIP, or SPP? Each has advantages and disadvantages. Although it is possible to mix
protocols in a single VOIP system, it is highly desirable to use the same VOIP protocol for all VOIP units in the
system. SPP is a non-standard protocol developed by Multi-Tech. SPP is not compatible with the “Proprietary”
protocol used in Multi-Tech’s earlier generation of VOIP gateways.
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Phonebook Starter Configuration

This section will walk you through the phone book setup with examples that will aid in entering the correct
numbers needed to have the MultiVOIP working correctly. To do this part of the setup, you need access to
another VOIP that you can call to conduct a test. It should be at a remote location, typically somewhere outside
of your building. You must know the phone number and |IP address for that site. We are assuming here that the
MultiVOIP will operate in conjunction with a PBX.

You must configure both the Outbound Phonebook and the Inbound Phonebook. A starter configuration only
means that two VOIP locations will be set up to begin the system and establish VOIP communication. Once this is
accomplished, you can easily add other VOIP sites to the network.
Outbound Phonebook

1. Open the MultiVOIP program. (Start | MultiVOIP xxx | Configuration)

2. Go to Phone Book | Outbound Phonebook | Add Entry.

3. On a sheet of paper, write down the calling code of the remote VOIP (area code, country code, city code,
etc.) that you'll be calling.

Follow the example that best fits your situation:

North America,
Long-Distance Example

Euro, National Call Example Euro, International Call
Example

Technician in central London

Technician in Seattle (area 206)
must set up one VOIP there,
another in Chicago (area 312,
downtown).

Answer: Write down 312.

(area 0207) to set up VOIP there,
another in Birmingham (area
0121).

Answer: write down 0121.

Technician in Rotterdam (country
31; city 010) to set up one VOIP
there, another in Bordeaux
(country 33; area 05).

Answer: write down 3305.

4. Suppose you want to call a phone number outside of your building using a phone station that is an
extension from your PBX system (if present). What digits must you dial? Often a “9” or “8” must be dialed
to “get an outside line” through the PBX (i.e., to connect to the PSTN). Generally, “1 “or “11” or “0” must be
dialed as a prefix for calls outside of the calling code area (long-distance calls, national calls, or

international calls).

On a sheet of paper, write down the digits you must dial before you can dial a remote area code.

North America,
Long-Distance Example

Seattle/Chicago system.
Seattle VOIP works with PBX
that uses “8” for all VOIP calls.

“1” must immediately precede
area code of dialed number.

Answer: write down 81.

Euro, National Call Example

London/Birmingham system.

London VOIP works with PBX
that uses “9” for all out-of-
building calls whether by VOIP or
by PSTN. “0” must immediately
precede area code of dialed
number.

Answer: write down 90.

Euro, International Call
Example
Rotterdam/Bordeaux system.
Rotterdam VOIP works with PBX
where “9” is used for all out-of-
building calls. “0” must precede
all international calls.

Answer: write down 90.
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5. In the “Destination Pattern” field of the Add/Edit Outbound Phonebook screen, enter the digits from step
4 followed by the digits from step 3.

North America, Euro, National Call Example Euro, International Call

Long-Distance Example Example

Seattle/Chicago system. London/Birmingham system. Rotterdam/Bordeaux system.

Answer: enter 81312 as Leading zero of Birmingham area | answer: enter 903305 as
Destination Pat-tern in code is dropped when combined Destination Pattern in
Outbound Phone-book of | with national-dialing access Outbound Phonebook of
Seattle VOIP. code. (Such practices vary by Rotterdam VOIP.

country.)

Answer: enter 90121 as
Destination Pattern in Outbound
Phonebook of London VOIP.
Not 900121.

6. In the “Remove Prefix” field, enter the initial PBX access digit (“8” or “9”).

North America, Euro, National Call Example Euro, International Call
Long-Distance Example Example
Seattle/Chicago system. London/Birmingham system. Rotterdam/Bordeaux system.
Answer: enter 8 in “Remove Prefix” Answer: enter 9 in “Remove Prefix” Answer: enter 9 in “Remove Prefix”
field of Seattle Outbound field of London Outbound field of Outbound Phonebook for
Phonebook. Phonebook. Rotterdam VOIP.

Note: Some PBXs will not ‘hand off’ the “8” or “9” to the VOIP. But for those PBX units that do, it's important to enter
the “8” or “9” in the “Remove Prefix” field in the Outbound Phonebook. This precludes the problem of having to make
two inbound phonebook entries at remote VOIPs, one to account for situations where “8” is used as the PBX access

digit and another for when “9” is used.

7. In the “Protocol Type” field group, select the VOIP protocol that you will use (H.323, SIP, or SPP). Use the
appropriate screen under Configuration | Call Signaling to configure the VOIP protocol in detail.

8. Click OK to exit from the Add/Edit Outbound Phonebook screen.
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Inbound Phonebook
1. Open the MultiVOIP program. (Start | MultiVOIP xxx | Configuration)
2. Go to Phone Book | Inbound Phonebook | Add Entry.

3. In the “Remove Prefix” field, enter your local calling code (area code, country code, city code, etc.)

preceded by any other “access digits” that are required to reach your local site from the remote VOIP
location (think of it as though the call were being made through the PSTN — even though it will not be).

North America,
Long-Distance Example

Seattle/Chicago system.

Seattle is area 206. Chicago
employees must dial 81 before
dialing any Seattle number on the
VOIP system.

Answer: 1206 is prefix to be
removed by local (Seattle)

Euro, National Call Example

London/Birmingham system.

Inner London is 0207 area.
Birmingham employees must dial 9
before dialing any London number
on the VOIP system.

Answer: 0207 is prefix to be
removed by local (London)
VOIP.

Euro, International Call
Example

Rotterdam/Bordeaux system.
Rotterdam is country code 31, city
code 010. Bordeaux employees
must dial 903110 before dialing any
Rotterdam number on the VOIP
system.

Answer: 03110 is prefix to be
removed by local

VOIP. (Rotterdam) VOIP.

4. In the “Add Prefix” field, enter any digits that must be dialed from your local VOIP to gain access to the
PSTN.

Euro, International Call
Example
Rotterdam/Bordeaux system.
On Rotterdam PBX, “9” is used to
get an outside line.

North America, Euro, National Call Example
Long-Distance Example

Seattle/Chicago system. London/Birmingham system.

On London PBX, “9” is used to get
an outside line.

On Seattle PBX, “9” is used to get an
outside line.
Answer: 9 is prefix to be added by

Answer: 9 is prefix to be added by local (Rotterdam) VOIP

local (London) VOIP.

Answer: 9 is prefix to be added by
local (Seattle) VOIP.

5. In the “Channel Number” field, enter “Hunting.” A “hunting” value means the VOIP unit will assign the call
to the first available channel. If desired, specific channels can be assigned to specific incoming calls (i.e.,
to any set of calls received with a particular incoming dialing pattern).

6. In the “Description” field, it is useful to describe the ultimate destination of the calls. For example, in a New
York City VOIP system, “incoming calls to Manhattan office,” might describe a phonebook entry, as might
the descriptor “incoming calls to NYC local calling area.” The description should make the routing of calls
easy to understand. For this, 40 characters are the maximum.

Euro, International Call
Example

Rotterdam/Bordeaux system.

North America, Euro, National Call Example

Long-Distance Example

Seattle/Chicago system. London/Birmingham system.

Possible Description:
Local-rate Rotterdam access, all
employees

Possible Description:
Local-rate London access, all
employees

Possible Description:
Free Seattle access, all employees

7. Repeat steps 2-6 for each inbound phonebook entry. When all entries are complete, go to step 8.
8. Click OK to exit the inbound phonebook screen.
9. Click on Save Setup. Highlight Save and Reboot. Click OK.

Your starter inbound phonebook configuration is complete.
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Phone Book Descriptions

Outbound Phone Book/List Entries

Fields in the “Details” section will differ depending on the protocol (H.323, SIP, or SPP) of the selected list entry to
which the details pertain.

Dutbound Phone Book,
Deztination Pattern | IP Address | Frotocal | Dezcription | Alternal
130 192.168.1.130 H.323
oy 192.165.2.210 H.323
a1 192.168.2.81 H.323
£

Mumber of Entries: 3
Dretails

Remaowe Prefix
Add Prefis ;
niat Lzed Edit
Delete
H.323 Port: 1720

Cloze

Help

S

Found Trip Delay : 300 me

Figure 5-1: Outbound Phone Book
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Add/Edit Outbound Phone Book
Add/Edit Qutbound Phone Book
Phione Murmber Detailz

[ Acceptény Mumber

Destination Pattern ; | 0K
Cancel
Bernove Prefis : |
Help
Add Prefiy : | — |
Advanced
IP Address : |
Dezcription ; |
Protocal Tepe
- SIP © H.323 PP
H.323
[

H.323 Paort Murnber ; [1720

SIP
-

Tranzport Protocol
" TCP + LDP

SIP Paort Mumber:  |50E0

SIPURL: |

SPP
r

Part Humber : |'I oooo

Alternate Phone Mumber ; |

[ Femote Device iz MulialP 11041 20,/200,400/800

Figure 5-2: Add/Edit screen

Enter Outbound Phone Book data for your MultiVOIP unit. Note that the Advanced button gives access to the
Alternate IP Routing feature, if needed. Alternate IP Routing can be implemented in a secondary screen (as
described after the primary screen field definitions below).

The fields of the Add/Edit Outbound Phone Book screen are described in the table below.
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Add/Edit Outbound Phone Book: Field Definitions

Field Name Values Description
Accept Any Y/N When checked, “Any Number” appears as the value in the Destination
Number Pattern field.
The Any Number feature works differently depending on whether or not an
external routing device is used (Gatekeeper for H323 protocol, Proxy for SIP
protocol, Registrar for SPP protocol).
When no external routing device is used. If Any Number is selected,
calls to phone numbers not matching a listed Destination Pattern will be
directed to the IP Address in the Add/Edit Outbound Phone Book screen.
“Any Number” can be used in addition to one or more Destination Patterns.
When external routing device is used. If Any Number is selected, calls to
phone numbers not matching a listed Destination Pattern will be directed to
the external routing device used (Gatekeeper for H323 protocol, Proxy for
SIP protocol, Registrar for SPP protocol). The IP Address of the external
routing device must be set in the Phone Book Configuration screen.
Destination prefixes, Defines the beginning of dialing sequences for calls that will be connected to
Pattern area codes, another VOIP in the system. Numbers beginning with these sequences are
exchanges, diverted from the PSTN and carried on Internet or other IP network.
line numbers,
extensions
Total Digits as needed Number of digits the phone user must dial to reach specified destination. This
field not used in North America
Remove Prefix dialed digits Portion of dialed number to be removed before completing call to destination.
Add Prefix dialed digits Digits to be added before completing call to destination.
IP Address n.n.n.n The IP address to which the call will be directed if it begins with the
destination pattern given.
Description alpha-numeric Describes the facility or geographical location at which the call will be

completed.

Protocol Type SIP or H.323 Indicates protocol to be used in outbound transmission. Single Port Protocol
or SPP (SPP) is a non-standard protocol designed by Multi-Tech.
H.323 fields
Use Gatekeeper | Y/N Indicates whether or not gatekeeper is used.

Gateway H.323
ID

alpha-numeric

The H.323 ID assigned to the destination MultiVOIP. Only valid if “Use
Gatekeeper” is enabled for this entry.

Gateway Prefix numeric This number becomes registered with the GateKeeper. Call requests sent to
the gatekeeper and preceded by this prefix will be routed to the VOIP
gateway.

H.323 Port 1720 This parameter pertains to Q.931, which is the H.323 call signaling protocol

Number for setup and termination of calls (aka ITU-T Recommendation 1.451). H.323

employs only one “well-known” port (1720) for Q.931 signaling. If Q.931
message-oriented signaling protocol is used, 1720 must be chosen as the
H.323 Port Number.

Table is continued on next page...
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Add/Edit Outbound Phone Book: Field Definitions (continued)

Field Name [ Values Description
SIP Fields
Use Proxy Y/N Select if proxy server is used.
Transport TCP or VOIP administrator must choose between UDP and TCP transmission
Protocol UDP protocols. UDP is a high-speed, low-overhead connectionless protocol
where data is transmitted without acknowledgment, guaranteed delivery,
or guaranteed packet sequence integrity. TCP is slower connection-
oriented protocol with greater overhead, but having acknowledgment and
guarantees delivery and packet sequence integrity.
SIP Port 5060 or other The SIP Port Number is a UDP logical port number. The VOIP will “listen”
Number *See RFC 3087 (“Control of | for SIP messages at this logical port. If SIP is used, 5060 is the default,
Service Context using SIP standard or “well known” port number to be used. If 5060 is not used, then
Request-URI,” by the the port number used is that specified in the SIP Request URI (Universal
Network Working Group). Resource Identifier).

SIP URL sip.userphone@hostserver, | Looking similar to an email address, a SIP URL identifies a user's
where “userphone” is the address.
telephone number and In SIP communications, each caller or callee is identified by a SIP URL:
“hostserver” is the domain sip:user_name@host_name. The format of a sip URL is very similar to an
name or an address on the | email address, except that the “sip:” prefix is used.
network
SPP Fields

Use YN Select this checkbox to use registrar when VOIP system is operating in

Registrar the “Registrar/Client” SPP mode. In this mode, one VOIP (the registrar, as
set in Phonebook Configuration screen) has a static IP address and all
other VOIPs (clients) point to the registrar’s IP address as functionally
their own. However, if your VOIP system overall is operating in
“Registrar/Client” mode but you want to make an exception and use Direct
mode for the destination pattern of this particular Add/Edit Phonebook
entry, leave this checkbox unselected. Also do not select this if your
overall VOIP system is operating in the Direct SPP mode — in this mode
all VOIPs are peers with unique static IP addresses.

Port Number numeric When operating in “Registrar/Client” mode, this is the port by which the
gateway receives all SPP data and control messages from the registrar
gateway. (This ability to receive all data and messages via one port
allows the VOIP to operate behind a firewall with only one port open.)
When operating in “Direct” mode, this is the Port by which peer VOIPs
receive data and messages.

Alternate numeric Phone number associated with alternate IP routing.

Phone

Number

Remote Y/N When checked, this MultiVOIP can operate with ‘first-generation’

Device is MultiVOIP units in the same IP network. These include MVP-

[legacy 110/120/200/400/800.

VOIP]

Advanced Gives access to secondary screen where an Alternate IP Route can be specified for backup or

button redundancy of signal paths. For SIP & H.323 operation only.
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Clicking on the Advanced button brings up the Alternate Routing secondary screen. This feature provides an
alternate path for calls if the primary IP network cannot carry the traffic. Often in cases of failure, call traffic is
temporarily diverted into the PSTN. However, this feature could also be used to divert traffic to a redundant
(backup) unit in case one VOIP unit fails. The user must specify the IP address of the alternate route for each
destination pattern entry in the Outbound Phonebook.

Add Prefiy ; |

IF Address | 3
Drezcription : |

ol Type

~ SiF " H.323 " SPP

Alternate Routing

Ok,
Alernate |P Address ; | o.o0o.0.0 g
Cancel
Bound Trip Delay :  |200 ms Q

Help

srizport Protocol

Figure 5-3: Advanced button

Alternate Routing Field Definitions
Field Name Values Description
Alternate IP n.n.n.n Alternate destination for outbound data traffic in case of excessive delay in data
Address transmission.
Round Trip milliseconds | The Round Trip Delay is the criterion for judging when a data pathway is considered
Delay blocked. When the delay exceeds the threshold specified here, the data stream will
be diverted to the alternate destination specified as the Alternate IP Address.

The Alternate Routing function facilitates PSTN Failover protection, that is, it allows you to re-route VOIP calls
automatically over the PSTN if the VOIP system fails. The MultiVOIP can be programmed to respond to excessive
delays in the transmission of voice packets, which the MultiVOIP interprets as a failure of the IP network. Upon
detecting an excessive delay in transmission of voice packets (overly high “latency” in the network) the MultiVOIP
diverts the call to another IP address, which itself is connected to the PSTN (for example, via an FXO port on the
self-same MultiVOIP could be connected to the PSTN).
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PSTN Failover Feature. The MultiVOIP can be programmed to divert calls to the PSTN temporarily in case the IP
network fails. See Figure below for example.

Call diverts to . @C&gll completed
AItTP address in voip PSTN Line via PSTN.
accessing PSTN line.

FXO
VOIPVOIP
PBX
M @) IP network fails.

(D Call originates.
Figure 5-4: PSTN failover

Inbound Phone Book/List Entries
Inbound Phane Boaok,

Remaowve Prefix | Add Prefix Forward Address
90 Mot Uzed
£ b
Mumber of Entries : 1
Detailz Add
Channel Mo :  Hunting Edi
Dezcription
Delete
R egistration Optionz
LCloze
Help

Subscrption Options

Figure 5-5: Inbound phonebook entries
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Add/Edit Inbound Phone Book
Add/E dit Inbound Phone Book

[ Accept Anp Mumber

Remove Prefis: |

Add Prefis: |

Channel Murnber : | Huriting j

Cancel

Help

ik

Description : |

Call Farward

Faorward Conditian
| Unconditional [ Busy

[ MNoResponse

Eommard Destination |

H323 call: Phone # or IF address

SIP call: Phone # or IP addrezs or [P addressz:port or Phone $:1F address:port or SIF JRL

ar Ph#:IP address

SPP call: Phone # or IP address:port or Phone #:1FP address: port

Regsztration Ophions

iy

Figure 5-6: Add/Edit Inbound Phone Book
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Enter Inbound Phone Book data for your MultiVOIP. The fields of the Add/Edit Inbound Phone Book screen are
described in the table below.

Add/Edit Inbound Phone Book: Field Definitions
Field Name Values Description
Accept Any Y/N When checked, “Any Number” appears as the value in the Remove Prefix field.
Number The Any Number feature of the Inbound Phone Book does not work when an
external routing device is used (Gatekeeper for H.323 protocol, Proxy for SIP
protocol, Registrar for SPP protocol).
When no external routing device is used. If Any Number is selected, calls
received from phone numbers not matching a listed Prefix (shown in the Remove
Prefix column of the Inbound Phone Book) will be admitted into the VOIP on the
channel listed in the Channel Number field. “Any Number” can be used in
addition to one or more Prefixes.
Remove Prefix | dialed digits portion of dialed number to be removed before completing call to destination
(often a local PBX)
Add Prefix dialed digits digits to be added before completing call to destination
(often a local PBX)
Channel channel, or Channel number to which the call will be assigned as it enters the local telephony
Number “Hunting” equipment (often a local PBX). “Hunting” directs the call to any available channel.
Description - Describes the facility or geographical location at which the call originated.
Call Forward Parameters
Enable Y/N Click the check-box to enable the call-forwarding feature.
Forward Unconditional, Unconditional. When selected, all calls received will be forwarded.
Condition Busy, Busy. When selected, calls will be forwarded when station is busy.
No Response No Response. When selected, calls will be forwarded if called party does not
answer after a specified number of rings, as specified in Ring Count field.
Forwarding can be conditioned on both “Busy” and “No Response
Forward IP address, Phone number or IP address to which calls will be directed.
Destination phone number, | For H.323 calls, the Forward Destination can be either a Phone Number or an IP
port number, Address.
ete For SIP calls, the Forward Destination can be one of the following:
(a) phone number,
(b) IP address,
(c) IP address: port number,
(d) phone number: IP address: port number,
(e) SIP URL, or
(f) phone #: IP address.
For SPP calls, the Forward Destination can be one of the following:
(a) phone number,
(b) IP address: port, or
(c) phone number: IP address: port.
Ring Count integer When “No Response” is condition for forwarding calls, this determines how many
unanswered rings are needed to trigger the forwarding.
Registration In an H.323 VOIP system, gateways can register with the system using one of these identifiers: an
Option E. 164 identifier, a Tech Prefix identifier, or an H.323 ID identifier.
Parameters In a SIP VOIP system, gateways can register with the SIP Proxy.
In an SPP VOIP system, gateways can register with the SPP Registrar VOIP unit.
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Authorized User Name and Password for SIP

To enable the Registration Options on the Add/Edit Inbound Phone Book, you have to activate Use SIP
Proxy Option on the Call Signaling, SIP Parameters Screen. Then add the IP address for the Primary
Proxy in the SIP Proxy Parameters. This allows you to add a Username and Password to the Inbound
Phone Book entry.

This feature is used when the MultiVOIP registers with the proxies that support authorization and need
the username, password and the endpoint name to be unique.

The VOIP sends Register request to Registrar for each entry with its configured Username and
Password. When Authentication is enabled for the endpoint, then the registrar/proxy sends “401
Unauthorized/407 Proxy Authentication Required” response when it receives a REGISTER/INVITE
request. Now, the endpoint has to send the authentication details in the Authorization header. In this
header one of the fields is “username”.

Generally proxies accept requests even if both Endpoint Name and Username are same. But some
proxies expect that the Endpoint Name and Username should be different.

To support these proxies, we have the username and password configuration for every inbound phone
book entry which gets registered with a proxy.

If the username and password are not configured in the inbound phone book, then the registration will
happen with the default username and password that are configured in the SIP Call Signaling Page.

Phone Book Save and Reboot

When your Outbound and Inbound Phonebook entries are completed, click on Save Setup in the sidebar menu to
save your configuration. You can change your configuration at any time as needed for your system.

Remember that the initial MultiVOIP setup must be done locally or via the built-in Remote
Configuration/Command Modem using the MultiVOIP program. After the initial configuration is complete, all of
the MultiVOIP units in the VOIP system can be configured, re-configured, and updated from one location using
the MultiVOIP web interface software program or the MultiVOIP program (in conjunction with the built-in modem).
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Phonebook Examples

North America
The following example demonstrates how Outbound and Inbound Phonebook entries work in a situation of
multiple area codes. Consider a company with offices in Minneapolis and Baltimore.

Notice first the area code situation in those two cities: Minneapolis’s local calling area consists of multiple
adjacent area codes; Baltimore’s local calling area consists of a base area code plus an overlay area code.

1
1
Company ! 1
VOQ{PBX{:}~\ : Baltimore/ !
© T~/ | Outstate MD !
“~te, . g :
w e .
Suburbs St. Paul ~. 1 .
763 Mol y ~. |
pls & Suburbs Ry 1
612 | 651 [ EE GSERE :
1 Slte |
|
SW Suburbs | " !
952 \ Balz%ore :
U
- :
| 1
o _____lL____ 1

Figure 5-7: North America example

An outline of the equipment setup in both offices is shown below.

——————————————

» Local-Call .
1 Area Codes: |
v 612,651, '
! 952 !

Company HQ.
Minneapolis
North Sub.
area 763

T Digital
PBX VolP

200.2.10.3

. Overlay |
1 Area Code: !
I 443 :
Baltimore
@ Sales Ofc.
area 410
R
v Digital | T1| pBX
u Igita
t VolP AN
e -7003
r
200.2.9.7 e
[ -7002
325-7001

Figure 5-8: Equipment setup example
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The screen below shows Outbound Phonebook entries for the VOIP located in the company’s Baltimore facility.

Outbound Phone Book
Destination Pattern | IP Address | Protocol | Description | Altermate P Address |
1812 2002103 H.323 Minneapolis
1651 2002103 H.323 St Paul
1763 20021003 H.323 Minneapoliz, M Suburbs
1952 20021003 H.323 Minneapolis, 5 Suburbs

MNumber of Entries : 4
D etails

Remove Prefis: 1612
Add Prefix: 9612
ot used Edit

Add

Delete

H.323 Port: 1720 Close

BllEl

Help
Found Trip Delay: 200 ms

Figure 5-9: Baltimore example

The entries in the Minneapolis VOIP’s Inbound Phonebook match the Outbound Phonebook entries of the
Baltimore VOIP, as shown below.

Inbound Phone Book

Remove Prefis | Add Prefix | Fonward Address
1612 gE12 Nat Used
1651 9651 Nat Used
1763 | Nat Used
17837175 ] Nat Uszed
1952 9352 Hat Used

Number of Entries: &
Details

Channel Mo Hunting Edit

Description :  Local calls to Minneapolis
Delete
Registration Options
LCloze

FlEELL

Help

Subzcription Options

Figure 5-10: Minneapolis example

To call the Minneapolis/St. Paul area, a Baltimore employee must dial eleven digits. (In this case, we are
assuming that the Baltimore PBX does not require an “8” or “9” to seize an outside phone line.)

If a Baltimore employee dials any phone number in the 612 area code, the call will automatically be handled by
the company’s VOIP system. Upon receiving such a call, the Minneapolis VOIP will remove the digits “1612”. But
before the suburban-Minneapolis VOIP can complete the call to the PSTN of the Minneapolis local calling area, it
must dial “9” (to get an outside line from the PBX) and then a comma (which denotes a pause to get a PSTN dial
tone) and then the 10-digit phone number which includes the area code (612 for the city of Minneapolis; which is
different than the area code of the suburb where the PBX is actually located -- 763).

A similar sequence of events occurs when the Baltimore employee calls number in the 651 and 952 area codes
because number in both of these area codes are local calls in the Minneapolis/St. Paul area.
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The simplest case is a call from Baltimore to a phone within the Minneapolis/St. Paul area code where the
company’s VOIP and PBX are located, namely 763. In that case, that local VOIP removes 1763 and dials 9 to
direct the call to its local 7-digit PSTN.

Finally, consider the longest entry in the Minneapolis Inbound Phonebook, “17637175. Note that the main phone
number of the Minneapolis PBX is 763-717-5170. The destination pattern 17637175 means that all calls to
Minneapolis employees will stay within the suburban Minneapolis PBX and will not reach or be carried on the
local PSTN. Similarly, the Inbound Phone Book for the Baltimore VOIP (shown first below) generally matches the
Outbound Phone Book of the Minneapolis VOIP (shown second below).

Inbound Phone Boak.

Remaove Prefix | Add Prefix | Forward Address
1410 3 Mot Used
14103257 7 Mot Uzed
1443 9443 Mot Uzed

Mumber of Entries: 3

Deetails fdd

Charnel Mo :  Hunting Edit

Description :  Baltimare metra
Delete

Registration Options
Lloze

FlElif

Help

Subscription Options

Figure 5-11: Inbound Baltimore example

Notice the extended prefix to be removed: 14103257. This entry allows Minneapolis users to contact Baltimore
co-workers as though they were in the Minneapolis facility, using numbers in the range 7000 to 7999.

Note also that a comma (as in the entry 9,443) denotes a delay in dialing. A one-second delay is commonly used
to allow a second dial tone to be generated for calls going outside of the facility’s PBX system.

The Outbound Phone Book for the Minneapolis VOIP is shown below. The third destination pattern, “7” facilitates
reception of co-worker calls using local-appearing-extensions only. In this case, the “Add Prefix” field value for
this phonebook entry would be “1410325”.

Outbound Phone Book
Destination Pattern | IF &ddress | Protocal | Description | Alternate IP Address |
1410 2002497 H.323 B altimare
1443 200297 H.323 Baltimare overlay
7 2000287 H.323 Baltimore Office Extensions

Mumber of Entries: 3

Details
Remove Prefix : 1410 Add
Add Prefis . 9 =
hiot used Edit
Delete
H.323 Port : 1720 Close

Found Trip Delay : 300 ms

Figure 5-12: Outbound Minneapolis example
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Europe

The most direct use of the VOIP system is making calls between the offices where the VOIPs are located.
Consider, for example, the Wren Clothing Company. This company has VOIP-equipped offices in London, Paris,
and Amsterdam, each served by its own PBX. VOIP calls between the three offices completely avoid

international long-distance charges. These calls are free. The phonebooks can be set up to allow all Wren
Clothing employees to contact each other using 3-, 4-, or 5-digit numbers, as though they were all in the same

building.

United Kingdom

......... Wren Clothing Co.
e VOIP/PBX Site
14 London
S v
~ - -

\

I
Wren Clothing Co.
VOIP/PBX Site

Paris

France

Wren Clothing Co.

N VOIP/PBX Site
—//O Amsterdam

The

Netherlands

<« Free VOIP Calls

Figure 5-13: Free VOIP calls

In another use of the VOIP system, the local calling area of each VOIP location becomes accessible to all of the
VOIP system’s users. As a result, international calls can be made at local calling rates. For example, suppose
that Wren Clothing buys its zippers from The Bluebird Zipper Company in the western part of metropolitan
London. In that case, Wren Clothing personnel in both Paris and Amsterdam could call the Bluebird Zipper
Company without paying international long-distance rates. Only London local phone rates would be charged.
This applies to calls completed anywhere in London’s local calling area. Generally, local calling rates apply only
within a single area code, and, for all calls outside that area code, national rates apply. There are, however,
some European cases where local calling rates extend beyond a single area code. Local rates between Inner
and Outer London are one example of this. It is also possible, in some locations, that calls within an area code

may be national calls - but this is rare.

United Kingdom

_. Wren Clothing Co.
Bluebird Zipper Co. VOIP/PBX Site

Wren Clothing Co. P
VOIP/PBX Site T.%
Paris

France

Wren Clothing Co.
VOIP/PBX Site
Amsterdam

The
Netherlands

---- Calls at London local rates

Local Calling Area

Figure 5-14: Local calling area
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This next example will have the following features:
e Employees in all cities will be able to call each other over the VOIP system using 4-digit extensions.

e Calls to Outer London and Inner London, greater Amsterdam, and greater Paris will be accessible to
all company offices as local calls.

e Vendors in Guildford, Lyon, and Rotterdam can be contacted as national calls by all company offices.

UK Country Code: 44 . /puer pai Chelmsford France Country Code: 33
St Alb 01707 01245
077 Hoddesdon
01992
¥ Brentwood
High Wycombe o7
01494
Uxbridge
AGE Romford
. 01895L,
. oS | s
01628 01753 le-Hope
~, 01375 f
= e
Bracknel Staines ©
racknel 01784
01474
o134 Worbiid F Toulouse
'aybridge
Ascot 01932 n
01276 Marseille
01372 01959
Redhill Caterham
Aldershot ] Oak
022 | Cudhod B o

Figure 5-15: UK & France codes

The Netherlands
Country Code: 31

e 050

Groningen
Leguwarden 9

038.Zwolle

Haarlem 023 /@ 20 Amsterdam 0

Aalsmeey0297 ® 0294 W
070 el

53 ®
Ensch

The Hague

® 026
® 010 Arnhem

Rotterdam

® 0118
Middelburg

® 040
Eindhoven

Maastricht

Figure 5-16: Netherlands codes
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An outline of the equipment setup in these three offices is shown below.

Wren Clothing Co.
London Office
Country Code: +44
Area Code: 0208

E1 | Digital
PBX VolP
g_
’ 200.2.10.3

Wren Clothing Co.
Paris Office
Country Code: +33
Area Code: 01

R
(0]
PBX | E1| Digital u
A VolIP t
e 200.2.9.7 r /| Digital
% | / \VolP Wren Clothing Co.
DI_ /) Amsterdam Office
VAN f mzEST County Cote
; E1 rea/City coae:
74 7129 81 (. /
/

PBX

4804

| - -4803
T8 =

-4801
688-4800

Figure 5-17: Setup example
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The screen below shows Outbound Phone Book entries for the VOIP located in the company’s London facility.

Outbound Phone Book,
Destination F'atteml |IP Address | Frotocol | Description | Altemate ... |
oo31io 200285  H.323 Ratterdam
o320 200285 H323 Amszterdam
{00331 200297 H323 Fariz
00334 200297  H.323 Lyon
2 200297 H.323 Parig [company office, emp. extenzsions]
4 200285  H.323 Arnsterdam [company office, employeess)

Mumber of Entries : B
Dretails

Femave Prefis :
Add Prefis -

not uzed Edit

Fateway H. 32310 :
Gateway Prefid
H.323 Paort: 1720 Cloze

Delete

i

Help
Round Trip Delap: 300 ms

Figure 5-18: London example outbound

The Inbound Phone Book for the London VOIP is shown below.
Inbaund Phane Boak,

Remove Prefis | Add Prefix | Forward Address
oo441483 3.01483 Mot Used
ood4207 3.7 Mot Used
oo44208 9.8 Mot Used
00442089795 5 Mot Used
5 5 Mot Used

Mumber of Entries: 5
Details

Channel Mo Hunting Edit

Descriphion :
Delete

Feaistration Options
LCloge

Help

el

Subscnption Options

Figure 5-19: London example inbound

NOTE: Commas are allowed in the Inbound Phonebook, but not in the Outbound Phonebook. Commas denote a
brief pause for a dial tone, allowing time for the PBX to get an outside line.
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The screen below shows Outbound Phone Book entries for the VOIP located in the company’s Paris facility.

Outbound Phone Book
Degtination Pattern | IP Address | Protocal | Description | |
anz1o 200285 H.323 Fotterdam
anazo 200285 H.323 Amzterdarn
Q04471423 2002103 H.323 Guildford
044207 2002103 H.323 Landon [Inner)
0044208 2002103 H.323 Londan [Oluter]
4 200285 H.223 Arnzterdan [compary affice, employees]
a3 2002103 H.323 London [company office, empl. ext.]

Mumber of Entries : 7
Details

Remave Prefis :

Add
Add Prefis
not uzed ﬂ
Delete
H.323 Port : 1720 Cloze
Help

Round Trip Delay: 300 ms

Figure 5-20: Paris example outbound

The Inbound Phone Book for the Paris VOIP is shown below.
Inbound Phone Book

Remove Prefix | Add Prefix | Forward Address
0a331 9 Mot Used
00334 2.0 Mot Used
2 2 Mot Lzed

Mumber of Entlies . 3

Detalls dd

Channel Mo Hunting E dit

Dezcription :
Delete

Reqistration 0 ptiohs
LCloze

Help

il

Subzcription Dptiohs

Figure 5-21: Paris example inbound
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The screen below shows Outbound Phone Book entries for the VOIP in the company’s Amsterdam facility.

Outbound Phone Book
Destination P attern | IF Address | Protocal | Description | .~'-\|
a0z 200297 H.323 Pariz
Q0334 200297 H.323 Lyan
00441423 2002103 H.323 Guildfard
044207 2002103 H.3zZ3 London [Inner)
0044208 2002103 H.323 Londar [Outer]
2 200297 H.323 Pariz [company office, employes ext.]
5 2002103 H.3z23 Londan [cormpary office, empl. ext.)

Mumber of Entiies : 7
Dretails

Remaove Prefix:
Add Prefix :
riot Lsed Edit

Delete

H.323 Part: 1720

elr el

Found Trip Delay: 300 ms

Figure 5-22: Amsterdam example outbound

The Inbound Phone Book for the Amsterdam VOIP is shown below.
Inbound Phaorne Book,

Remove Prefix | Add Prefix | Forward &ddress
00120 3 Mot Lzed
0031 206554 4 Mt Used
03110 3.010 Mot Uzed
4 4 Mot Uzed

Mumber of Entries ;. 4

Details £dd
Channel Mo ;. Hunting Edit
Description :

Delete
Reqistration Optionz
LCloze

W

Help

Subscription Options

Figure 5-23: Amsterdam example inbound
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Variations of Caller ID

The Caller ID feature has dependencies on both the telco central office and the MultiVOIP phone book. See the
diagram series below:

<«—CID Flow

Call is received Call originates here
here. CcID cID J at 1:42pm, May 31.
Terminating Generating Central Office
VolP VolP FXO with
standard telephony
. Caller ID service
Clock: \
5%01 hone of:
Display shows: 1:42pm H 325 o SPP '\ P o
LS Or S0 Melvin Jones
Protocol
CID Number: 763-555-8794 763-555-8794

CID Name: Melvin Jones

Time Stamp: Date: 05/31
Time:1:42pm

%* In x.06 release, when SIP protocol is used,
CID Name field will duplicate value in
CID Number field.

Figure 5-24: Caller ID example 1
Figure 5-25; VOIP Caller ID Case #1 — Call, through telco central office with standard CID, enters VOIP system.

<+—CID Flow

Call is received Call originates here
here. CID CID A at 4:19pm, July 10.
Terminating Generating f Central Office
VolP VolP [ FXQ' without
Ch2I™N 2" standard telephony
Clock: Ch3_\ Caller ID service
4 7/10, 4:19pm Ch4_\ phone of:
SRR STBE: {} Wilda Jameson

CID Number: 423
CID Name: Anoka-Whse-VP3

Time Stamp: Date: 7/10
Time: 4:19pm

763-555-4071
~ Phone Book Configuration ‘

Gateway Name: |[Anoka-Whse-VP3 |

|—Q.931 Parameters — - Inbound Phone Book {Channel 2}

* In x.06 release, when SIP protocol is used, Remove Prefix  Add Prefix Forward/Addr]
CID Name field will duplicate value in Gatekeeper RAS Paran
CID Number field. [ 423
748

Figure 5-25: Caller ID example 2

Figure 5-26: VOIP Caller ID Case #2 — Call, through telco central office without standard CID, enters H.323 VOIP
system.
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<«—CID Flow
Call is received

here.
Terminating
VolP
Clock:
15:26, 5-31
Display shows: SPP Protocol

CID Number: 423
CID Name: Shipping Dept

Time Stamp: Date: 0927
Time: 1747

... if “Description” field in Add/Edit
Inbound Phone Book is used

OR
CID Number: 423
CID Name: Anoka-Whse-VP3

Time Stamp: Date: 0927
Time: 1747

... if “Description” in Add/Edit
Inbound Phone Book is blank

Ch1
Generating —, Central Office
| VolPg,, FXO without
standard telephony
Ch3 Caller ID service

Ch4

-

Call originates here
at5:47pm, Sept 27.

phone of:

Henry Brampton
763-555-4077

Inbound Phone Book

{Channel 2}

Remove Prefix

Add Prefix Forward/Addr

423
z48

Phone Book Configuration
’VGateway Name: |Anoka-the-VP3 |

—Add/Edit Inbound Phone Book
[0 Use as default entry

Remove Prefix: [

Add Prefix: |

—

Channel Number: [Channel 2

Description:|3hipping Dept

Figure 5-26: Caller ID example 3

Figure 5-27: VOIP Caller ID Case #3 — Call, through telco central office without standard CID, enters SPP VOIP

system.

<«—CID Flow

Call is received
here. CID

Terminating
VolP

Clock:
10/03, 4:51pm

Display shows:

CID Number: 423

CID Name: Anoka-Whse-VP3

Time Stamp: Date: 10/03
Time: 4:51pm

* In x.06 release, when SIP protocol is used,
CID Name field will duplicate value in
CID Number field.

CID
Generating
VolP ~ [4

v

Call originates here
at 4:51pm, Oct 3.

Ch2lzoz . N
o N
Ch4 E\

~Phone Book Configuration
Gateway Name: |Anoka-Whse-VP3

r Q.931 Parameters —

Inbound Phone Book

{Channel 2}

Remove Prefix

Add Prefix _Forward/Addr

423
748

I—Gatekeeper RAS Parani

Figure 5-27: Caller ID example 4
Figure 5-28: VOIP Caller ID Case #4 — Remote FXS call on H.323 VOIP system.
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<«—CID Flow

Call i?] received Call originates here
ere. CcID CID 4N at 6:17pm, Nov 15.
Terminating Generating %rl' ' Central Office y
VolP VolP ' DID,’ without
Ch2I™~2==1 standard telephony
Clock: Chs—\ Caller ID service
. 11/15, 6:17pm CM—\ phone of:
Display shows: Edwin Smith
{} 763-743-5873

CID Number: 423
CID Name: Anoka-Whse-VP3
Time Stamp: Date: 11/15

~Phone Book Configuration
Gateway Name: [Anoka-Whse-VP3 |

Time: 6:17pm |—Q.931 Parameters — - Inbound Phone Book {Channel 2}
* In x.06 release, when SIP protocol is used, Remove Prefix Add Prefix Forward/Addr
CID Name field will duplicate value in Gatekeeper RAS Paran
CID Number field. [ 423
748

Figure 5-28: Caller ID example 5

Figure 5-29: VOIP Caller ID Case #5 — Call through telco central office without standard CID enters DID channel
in H.323 VOIP system.
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Introduction

This chapter will primarily cover the day to day operation and maintenance sections of the MultiVOIP software.
How to update the firmware and software are also covered here should either be needed. This section will mainly
focus on the Statistics section of the configuration software, but there are references to a few of the other sections
as they are used more in the daily operations than in a setup situation.

Software Categories Covered in This Chapter

System Information
Call Progress

Logs

IP Statistics

Link Management

Registered Gateway Details

vV V ¥V VY VY VY VY

Servers
o H.323 GateKeepers
o SIP Proxies
o SPP Registrars

> Advanced

o Packetization Time
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System Information screen

This screen presents system information at a glance. It is found under the Configuration section and its primary
use is in troubleshooting. The information presented in figure 6-1 is for reference only and is not meant to be an
exact match of your system.

Syztem |nformation
Wersion [nfarmation
Boot Yersion ;2044
Firware Version  : 4.11.26

Configuration Yersion :  4.17.00.00

Phone Boak Wersion @ 4.04

MALC Address ;00080051 7d7b

Iptime ;o 000218186

Hardware |D : MWP2410/3010-859 320
RE% H+[1999]

Exit

Figure 6-1: System information

System Information Parameter Definitions

Field Name Values Description
Boot Version nn.nn Indicates the version of the code that is used at the startup (booting) of the VOIP.
alpha- The boot code version is independent of the software version.
numeric
Firmware Version nn.nn.nn | Indicates the version of the MultiVOIP firmware.
alpha-
numeric
Configuration Version | nn.nn. Indicates the version of the MultiVOIP configuration software.
nn.nn
alpha-
numeric
Phone Book Version nn.nn Indicates the version of the MultiVOIP phone book being used.
alpha-
numeric
IFM Version nn Indicates version of the IFM module, the device that performs the transformation
alpha- between telephony signals and IP signals.
numeric
Mac Address numeric Denotes the number assigned as the VOIP unit's unique Ethernet address.
Up Time days: Indicates how long the VOIP has been running since its last booting.
hours:
mm:ss
Hardware 1D alpha- Indicates version of the MultiVOIP circuit board assembly being used.
numeric
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The frequency with which the System Information screen is updated is determined by a setting in the Logs/Traces
screen (which is under the Configuration section).
Logs
Conzole mezsage Settings:

[+ Enable Console Meszages

Filters
Cancel

Logs
[ Turn O Logs

Pk

Help

e GUI " SMTP " SHMP

Spzlog Server
[ Enable

|
—

Onlite Statistics Updation [nterval |10 Sec

Figure 6-2: Logs/Traces screen

Statistics Section

Ongoing operation of the MultiVOIP, whether it is in a MultiVOIP/PBX setting or MultiVOIP/telco-office setting, can
be monitored for performance using the Statistics functions of the MultiVOIP software. The following screens are
examples of what can be shown and are followed by detailed descriptions of the categories involved.

Call Progress

Coll Proagieds [helads

L] I[h-anne:: i
1 Call netads - Packet Detads
Dvum shicons - FPackets Senk: -
Meds o Packets Racenmd: -
Vigice Coder: - Eypbes Serd: -
IPCol Types: - Bytes Fecersd: -
IF Call Diiresction . Packets Lost: -
Fiome-»To Detads
From =3 Tg - —t 4I :
Gsteway Hame : -
Paddess: [ 0 . 0 0 0 T80 .0 0 |
Oplions ;- Hedp
7 DTIF AOthes D etads i~ Supplementany Services Stahus
Prefe: Maiched ;- CalOnHeld: -
Onuatbepwn Drigits Send ; CalWailing: -
Db Drigits: Ficwd
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Figure 6-3: Call progress screen
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Call Progress Details: Field Definitions

Field Name Values Description
Channel 1-n Number of data channel or time slot on which the call is carried. This is the
channel for which call-progress details are being viewed.
Call Details
Duration H/M/S The length of the call in hours, minutes, and seconds (hh:mm:ss).
Mode Voice or FAX Indicates whether the call being described was a voice call or a FAX call.
Voice Coder G.723, G.729, The voice coder being used on this call.
G.711, etc.
IP Call Type H.323, SIP, or | Indicates the Call Signaling protocol used for the call (H.323, SIP, or SPP).
SPP
IP Call Direction incoming, Indicates whether the call in question is an incoming call or an outgoing
outgoing call.

Packet Details

Packets Sent

integer value

The number of data packets sent over the IP network in the course of this
call.

Packets Revd

integer value

The number of data packets received over the IP network in the course of
this call.

Bytes Sent integer value The number of bytes of data sent over the IP network in the course of this
call.
Bytes Revd integer value The number of bytes of data received over the IP network in the course of

this call.

Packets Lost

integer value

The number of voice packets from this call that were lost after being
received from the IP network.

From — To Details

Description

Gateway Name

alphanumeric

Identifier for the VOIP gateway that handled the origination of this call.

(from) string
IP Address (from) n.n.n.n IP address from which the call was received.
Options SC, FEC Displays VOIP transmission options in use on the current call. These may

include Forward Error Correction or Silence Compression.

Gateway Name (to)

alphanumeric

Identifier for the VOIP gateway that handled the completion of this call.

string
IP Address (to) n.n.n.n IP address to which the call was sent.
Options SC, FEC Displays VOIP transmission options in use on the current call. These may

include Forward Error Correction or Silence Compression.

DTMF/Other Details

Prefix Matched specified Displays the dialed digits that were matched to a phonebook entry.
dialing digits

Outbound Digits Sent | 0-9, #, * The digits transmitted by the MultiVOIP to the PBX/telco for this call.

Outbound Digits 0-9,# * Of the digits transmitted by the MultiVOIP to the PBX/telco for this call,

Received these are the digits that were confirmed as being received.

Server Details n.n.n.n The IP address (etc.) of the traffic control server (if any) being used
and/or other (whether an H.323 gatekeeper, a SIP proxy, or an SPP registrar gateway)
related will be displayed here if the call is handled through that server.
descriptions

DTMF Capability inband, Indicates whether the DTMF dialing digits are carried "Inband" or "Out of
out of band Band." The corresponding field values differ for the 3 different VOIP
Expressions protocols.
differ slightly For H.323, this field can display "Out of Band" or "Inband". For SIP it can
for different display either "Out of Band RFC2833" or "Out of Band SIP INFO" to
Call Signaling indicate the out-of-band condition or "Inband" to indicate the in-band
protocols condition. For SPP it can display "Out of Band RFC2833" or "Inband".
(H.323, SIP, or
SPP).

Table is continued on next page...
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Call Progress Details: Field Definitions (continued)

Field Name

| Values

Description

Supplementary Services Status

Call on Hold alphanumeric Describes held call by its IP address source, location/gateway identifier,
and hold duration. Location/gateway identifiers come from Gateway Name
field in Phone Book Configuration screen of remote VOIP.

Call Waiting alphanumeric Describes waiting call by its IP address source, location/gateway identifier,
and hold duration. Location/gateway identifiers come from Gateway Name
field in Phone Book Configuration screen of remote VOIP.

Caller ID “Calling Party This field shows the identifier and status of a remote VOIP (which has Call

+ identifier”; Name Identification enabled) with which this VOIP unit is currently engaged
“Alerting Party | in some VOIP transmission. The status of the engagement (Connected,

+ identifier”; Alerting, Busy, or Calling) is followed by the identifier of a specific channel
“Busy Party of a remote VOIP unit. This identifier comes from the “Caller Id” field in the
+ identifier”; Supplementary Services screen of the remote VOIP unit.

“Connected

Party +

identifier”

Call Status fields

Call Status hangup, active | Shows condition of current call.
Call Control Status Tun, FS + Tun, | Displays the H.323 version 4 features in use for the selected call. These
AE, Mux include tunneling (Tun), Fast Start with tunneling (FS + Tun), Annex E
multiplexed UDP call signaling transport (AE), and Q.931 Multiplexing
(Mux).

Silence Compression | SC “SC” stands for Silence Compression. With Silence Compression
enabled, the MultiVOIP will not transmit voice packets when silence is
detected, thereby reducing the amount of network bandwidth that is being
used by the voice channel.

Forward Error FEC “FEC” stands for Forward Error Correction. Forward Error Correction

Correction enables some of the voice packets that were corrupted or lost to be
recovered. FEC adds an additional 50% overhead to the total network
bandwidth consumed by the voice channel. Default = Off
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Figure 6-4: Log filters screen
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Logs Screen Details: Field Definitions

Field Name Values Description

Log # column 1 or higher All calls are assigned an event number in chronological order, with the

most recent call having the highest event number.

Start Date, Time dd:mm:yyyy The starting time of the call. The date is presented as a day and a month

column hh:mm:ss of one or two digits, and a four-digit year. This is followed by a time-of-day

in a two-digit hour, a two-digit minute, and a two-digit seconds value.

Duration column hh:mm:ss This describes how long the call lasted in hours, minutes, and seconds.

Type H.323, SIP, SPP | Indicates the Call Signaling protocol used for the call (H.323, SIP, or SPP).

Status column success or failure | Displays the status of the call (whether the call was completed or not).

IP Direction incoming, Indicates whether the call is "incoming" or "outgoing" with respect to the
outgoing gateway.

Mode column voice or FAX Indicates whether the event being described was a voice call or a FAX call.

From column gateway name Displays the name of the voice gateway that originates the call.

To column gateway name Displays the name of the voice gateway that completes the call.

Special Buttons

Previous - Displays log entry before currently selected one.

Next - Displays log entry after currently selected one.

First -- Displays first log entry

Last -- Displays last log entry.

Delete File -- Deletes selected log file.

Call Details

Voice coder Coder protocol The voice coder being used on this call.

Disconnect Reason | "Normal" or Indicates whether the call was disconnected simply because the desired
"Local" conversation was done or some other irregular cause occasioned
disconnection. disconnection (e.g., a technical error or failure).

DTMF Capability inband, Indicates whether the DTMF dialing digits are carried "Inband" or "Out of
out of band Band." The corresponding field values differ for the 3 different VOIP
Expressions protocols.
differ slightly for For H.323, this field can display "Out of Band" or "Inband". For SIP it can
different Call display either "Out of Band RFC2833" or "Out of Band SIP INFO" to
Signaling indicate the out-of-band condition or "Inband" to indicate the in-band
protocols. condition. For SPP it can display "Out of Band RFC2833" or "Inband".

Outbound Digits 0-9,# * The digits, sent by MultiVOIP to PBX/telco, that were acknowledged as

Received having been received by the remote VOIP gateway.

Outbound Digits 0-9,#,* The digits transmitted by the MultiVOIP to the PBX/telco for this call.

Sent

Server Details n.n.n.n When the MultiVOIP is operating in the non-direct mode (with Gatekeeper

in H.323 mode; with proxy in SIP mode; or in the client/server configuration
of SPP mode), this field shows the IP address of the server that is directing
IP phone traffic.

Packets sent integer value Number of data packets sent over the IP network in the course of this call.

Packets received integer value Number of data packets received over the IP network in the course of this
call.

Packets lost integer value Number of voice packets from this call that were lost after being received
from the IP network.

Bytes sent integer value Number of bytes of data sent over the IP network in the course of this call.

Bytes received integer value Number of bytes of data received over the IP network in the course of this
call.

FROM Details

Gateway Name alphanumeric Identifier for the VOIP gateway that originated this call.

IP Address n.n.n.n IP address of the VOIP gateway from which the call was received.

Options FEC, SC Displays VOIP transmission options used by the VOIP gateway originating

the call. These may include Forward Error Correction or Silence
Compression.

TO Details
Gateway Name alphanumeric Identifier for the VOIP gateway that completed (terminated) this call.
IP Address n.n.n.n IP address of the VOIP gateway at which the call was completed.
Options Displays transmission options used by VOIP gateway terminating the call.

Supplementary Services Info

Call Transferred To phone number Number of party called in transfer.
Call Forwarded To phone number Number of party called in forwarding.
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IP Statistics
|P Statiztics

Total Packets

Cl
Trarsmitted Feceived 0 =
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Figure 6-5: IP statistics screen

UDP versus TCP. (User Datagram Protocol versus Transmission Control Protocol). UDP provides
unguaranteed, connectionless transmission of data across an IP network. By contrast, TCP provides reliable,
connection-oriented transmission of data.

Both TCP and UDP split data into packets called “datagrams.” However, TCP includes extra headers in the
datagram to enable retransmission of lost packets and reassembly of packets into their correct order if they arrive
out of order. UDP does not provide this. Lost UDP packets are irretrievable; that is, out-of-order UDP packets
cannot be reconstituted in their proper order.

Despite these obvious disadvantages, UDP packets can be transmitted much faster than TCP packets -- as much
as three times faster. In certain applications, like audio and video data transmission, the need for high speed
outweighs the need for verified data integrity. Sound or pictures often remain intelligible despite a certain amount
of lost or disordered data packets (which comes through as static).
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IP Statistics: Field Definitions

Field Name Values Description
IP Address n.n.n.n IP address of the MultiVOIP. For an IP address to be displayed here, the MultiVOIP must
have DHCP enabled. lIts IP address, in such a case, is assigned by the DHCP server.
“Clear” button -- Clears packet tallies from memory.
Total Packets Sum of data packets of all types.
Transmitted integer Total number of packets transmitted by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received integer Total number of packets received by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received with integer Total number of error-laden packets received by this VOIP gateway since the last
Errors value “clearing” or resetting of the counter within the MultiVOIP software.
UDP Packets User Datagram Protocol packets.
Transmitted integer Number of UDP packets transmitted by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received integer Number of UDP packets received by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received with integer Number of error-laden UDP packets received by this VOIP gateway since the last
Errors value “clearing” or resetting of the counter within the MultiVOIP software.
TCP Packets Transmission Control Protocol packets.
Transmitted integer Number of TCP packets transmitted by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received integer Number of TCP packets received by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.
Received with integer Number of error-laden TCP packets received by this VOIP gateway since the last
Errors value “clearing” or resetting of the counter within the MultiVOIP software.

RTP Packets

Voice signals are transmitted in Realtime Transport Protocol packets. RTP packets are a
type or subset of UDP packets.

Transmitted integer Number of RTP packets transmitted by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.

Received integer Number of RTP packets received by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.

Received with | integer Number of error-laden RTP packets received by this VOIP gateway since the last

Errors value “clearing” or resetting of the counter within the MultiVOIP software.

RTCP Packets

Realtime Transport Control Protocol packets convey control information to assist in the
transmission of RTP (voice) packets. RTCP packets are a type or subset of UDP packets.

Transmitted integer Number of RTCP packets transmitted by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.

Received integer Number of RTCP packets received by this VOIP gateway since the last “clearing” or
value resetting of the counter within the MultiVOIP software.

Received with | integer Number of error-laden RTCP packets received by this VOIP gateway since the last

Errors value “clearing” or resetting of the counter within the MultiVOIP software.
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Link Management
The Link Management screen is essentially an automated utility for pinging endpoints on your VOIP network.
This utility generates pings of variable sizes at variable intervals and records the response to the pings.

Link, b anagement
Fanitor Link,

1F'.-’-‘-.ddresstn:-F'ing| o.0.0.0

Ping Size in Bytes 32
Response Timeout | 1000 Time Intereal between Tests |0 miir

Pings per Test 4

ms
Start Mow | Clear |
Lirk Status
IF Address | Pings Sent | Fings A eceived Found Tri
< »
E xit
Figure 6-6: Link management
Link Management screen Field Definitions
Field Name Values Description
Monitor Link fields
IP Address to Ping n.n.n.n This is the IP address of the target endpoint to be pinged.
Pings per Test 1-999 This field determines how many pings will be generated by the Start Now
command.
Response Timeout 500 — 5000 The duration after which a ping will be considered to have failed.
milliseconds
Ping Size in Bytes 32 — 128 bytes | This field determines how long or large the ping will be.
Timer Interval 0 or 30 — 6000 | This field determines how long of a wait there is between one ping and the
between Pings minutes next.
Start Now command -- Initiates pinging.
button
Clear command -- Erases ping parameters in Monitor Link field group and restores default
button values.
Link Status Parameters These fields summarize the results of pinging.
IP Address column n.n.n.n Target of ping.
No. of Pings Sent as listed Number of pings sent to target endpoint.
No. of Pings as listed Number of pings received by target endpoint.
Received
Round Trip Delay as listed, Displays how long it took from time ping was sent to time ping response
(Min/Max/Avg) in milliseconds | was received.
Last Error as listed Indicates when last data error occurred.
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Registered Gateway Details

The Registered Gateway Details screen presents a real-time display of the special operating parameters of the
Single Port Protocol (SPP). These are configured in the Call Signaling screen and in the Add/Edit Outbound

Phone Book screen.

Reqgistered Endpoints

Dezcrption IP Address Part Regzter Duration | Status
£ >
Mo of Entries :
Details
Count of Registered Mumbers : ||:| Help

Ligt of Reqgiztered Mumbers : | ﬂ Exit

Figure 6-7: Registered endpoints

Registered Gateway Details: Field Definitions

unregistered

Field Name | Values Description
Column Headings

Description alphanumeric This is a descriptor for a particular VOIP gateway unit. This descriptor should
generally identify the physical location of the unit (e.g., city, building, etc.) and
perhaps even its location in an equipment rack.

IP Address n.n.n.n The RAS address for the gateway.

Port n Port by which the gateway exchanges H.225 RAS messages with the gatekeeper.

Register The time remaining in seconds before the TimeToLive timer expires. If the gateway

Duration fails to reregister within this time, the endpoint is unregistered.

Status Registered/ The current status of the gateway either registered or unregistered.

No. of Entries

The number of gateways currently registered to the Registrar. This includes all SPP
clients registered and the Registrar itself.

Details
Count of If a registered gateway is selected (by clicking on it in the screen), The "Count of
Registered Registered Numbers" will indicate the number of registered phone numbers for the
Numbers selected gateway. When a client registers, all of its inbound phonebook's phone

numbers become registered.

List of Lists all of the registered phone numbers for the selected gateway.
Registered
Numbers
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Servers
H.323 GateKeepers

H.323 Gatekespers

IF Addresz Port Gk Mame Type
192.168.3.1 1719 Frirnany

Exit

Figure 6-8: H.323 GateKeepers

H.323 Gatekeepers (Statistics, Servers): Field Definitions
Field Name [ Values Description
Column Headings
IP Address | n.n.n.n The IP address of the gatekeeper.
Port n TDMA time slot used for communication between MultiVOIP unit and the
gatekeeper that serves it.
GK Name alpha- Identifier for gatekeeper
numeric string
Type Primary, This field describes the type of gateway as which the MultiVOIP is defined with
Predefined respect to the gatekeeper
Priority n Priority level given.
Status registered, The current status of the gateway either registered or unregistered.
not registered
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SIP Proxies
SIP Prozies
IF Addresz Port Type Statuz
£ >
Exit |
Figure 6-9: SIP proxies
SIP Proxies (Statistics, Servers): Field Definitions
Field Name [ Values Description
Column Headings
IP Address n.n.n.n The IP address of the SIP proxy by which the MultiVOIP is governed.
Port port TDMA time slot used for communication between MultiVOIP unit and the SIP
Proxy that governs it.
Type Primary, This field describes the type of gateway as which the MultiVOIP is defined with
Alternate respect to the gatekeeper.
Status registered, The current status of the MultiVOIP gateway with respect to the SIP proxy either
not registered registered or unregistered.
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SPP Registrars

SPP Reqgistrars
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Exit |

Figure 6-10: SPP registrars

SPP Registrars (Statistics, Servers): Field Definitions

Field Name [ Values

Description

Column Headings

registered

IP n.n.n.n The IP address of the gatekeeper.
Address
Port port TDMA time slot used for communication between MultiVOIP unit and the
gatekeeper that serves it.
Type Primary, This field describes the type of gateway as which the MultiVOIP is defined with
Predefined respect to the gatekeeper.
Status registered, not | The current status of the gateway either registered or unregistered.
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Advanced

Packetization Time

You can use the Packetization Time screen to specify definite packetization rates for coders selected in
the Voice/FAX Parameters screen (in the “Coder Options” group of fields). The Packetization Time
screen is accessible under the “Advanced” options entry in the sidebar list of the main VOIP software
screen. In dealing with RTP parameters, the Packetization Time screen is closely related to both
Voice/FAX Parameters and to IP Statistics. It is located in the “Advanced” group for ease of use.

FPacketization Time Parameters

L]

Select Channel |Ehannel 1

Packetization Ratemzec per packet]

G711 A law@6E4 Kbps: |80~ GT27@40/16Kbps . |80 | L
G711 U law@64 Kbps . |80 G7Z7@40/24 Kbps: (80 - Cancel
G726 @1GKbps: [20 - G727@40/32Kbps:  [g0 o] Eopy Charnd |
GI26@24Kbps: [g0 = G7231@53Kbps: [0 _+]
G726@32Kbps: |30 v GF231@63Kbps:  [30 | m
G726@40Kbps: |60 | G729@BKbps: (B0 w Help
G72F@16 Kbps: |80 MetCoder@64Kbps:  [a0 |
G72T@24/16Kbps: [80 w|  NeCoder@?2Kbps: |20 v
Gr27@24Kbps: |80 = MetCoderEd Kbps ; Iﬁ
G727@32MEKbps: (80 »|  NelCoder@B8Kbps: |80
G727@32/24 Kbps: |20 MetCoder@96Kbps:  [ap

G727@32 Kbpz: |go -

Figure 6-11: Packetization time
Packetization rates can be set separately for each channel.

The table below presents the ranges and increments for packetization rates. The final column represents
recommended settings (based on the most common found) when operating with third party devices.

Packetization Ranges and Increments Recommendations
Coder Types Range (in Kbps); {default} Increments (in Kbps) Setting (in ms)
G711, G726, G727 5-120 {5} 5 20
G723 30-120 {30} 30 30
G729 10-120 {10} 10 20
NetCoder 20-120 {20} 20 20

Once the packetization rate has been set for one channel, it can be copied into other channels by using
the Copy Channel button on the Packetization Time screen. Simply click the boxes next to the channels
you wish to copy the settings for.
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MultiVOIP Program Menu Items

After the MultiVOIP program is installed on the PC, it can be launched from the Programs group of the Windows
Start menu ( Start | Programs | MultiVOIP x.xx | ... ). In this section, we describe the software functions

available on this menu.

é Internet Explorer
@ Hypet Terminal

All Programs

!4 start

L

é Zonfiguration
é Configuration Port Setup
é Date and Time Setup

g Download CAS Prokocol
g Download Fackary Defaulks
g Download Firrmware

E Download User Defaulks
é Set Password

ﬁ InInstall

Bl MulkivOIP 2410 4.11 25 Upgrade Software

I| Log OFF  |(D) | Turn OFf Computer

Figure 6-12: Program menu

Several basic software functions are accessible from the MultiVOIP software menu, as shown below.

MultiVOIP Program Menu

Menu Selection

Description

Configuration

Select this to enter the Configuration program where values for IP, telephony, and
other parameters are set.

Configuration Port Setup

Select this to access the COM Port Setup screen of the MultiVOIP Configuration
program.

Date and Time Setup

Select this for access to set calendar/clock used for data logging.

Download CAS Protocol

Select this to download CAS Protocols to the unit.

Download Factory Defaults

Select this to return the configuration parameters to the original factory values.

Download Firmware

Select this to download new versions of firmware as enhancements become
available.

Download User Defaults

To be used after a full set of parameter values, values specified by the user, have
been saved (using Save Setup). This command loads the saved user defaults
into the MultivVOIP.

Set Password

Select this to create a password for access to the MultiVOIP software programs
(Program group commands, Windows interface, web browser interface, & FTP
server). Only the FTP Server function requires a password for access. The FTP
Server function also requires that a username be set along with the password.

Uninstall Select this to uninstall the MultiVOIP software (most, but not all components are
removed from computer when this command is used).
Upgrade Software Loads firmware (including H.323 stack) and settings from the controller PC to the

MultiVOIP unit. User can choose whether to load Factory Default Settings or
Current Configuration settings.
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“Downloading” here refers to transferring program files from the PC to the nonvolatile “flash” memory of the
MultiVOIP. Such transfers are made via the PC’s serial port. This can be understood as a “download” from the
perspective of the MultiVOIP unit.

When new versions of the MultiVOIP software become available, they will be posted on Multi-Tech’s website.
Although transferring updated program files from the Multi-Tech website to the user's PC can generally be
considered a download (from the perspective of the PC), this type of download cannot be initiated from the
MultiVOIP software’s Program menu command set.

Generally, updated firmware must be downloaded from the Multi-Tech website to the PC before it can be loaded
from the PC to the MultivVOIP.

Updating Firmware

Generally, updated firmware must be downloaded from the Multi-Tech website to the user’s PC before it can be
downloaded from that PC to the MultivVOIP.

Note that the structure of the Multi-Tech website may change without notice. However, firmware updates can
generally be found using standard web techniques. For example, you can access updated firmware by doing a
search or by clicking on Support.

If you choose Support, you can select “MultiVOIP” in the Product Support menu and then click on Firmware to
find MultiVOIP resources.

__Product Support MultiVOIP"

e Support

Newts . )
Mews Releases | Manuals are available on-ine,

. Reviews
bMultibdodemDEVD =] e e s e
Product
Eﬁggg%;;gdﬁ’; Software is availahle,
Where to Buy
Solutions Read the FAQs,
App Stories

Figure 6-13: Web locations

Once the updated firmware has been located, it can be downloaded from the website using normal PC/Windows
procedures.

Generally, the firmware file will be a self-extracting compressed file (with .zip extension), which must be expanded
(decompressed, or “unzipped”) on the user’'s PC in a user-specified directory. It is usually best to click the Browse
button and select a folder that is easy to get to and remember.

Winfip Self-Extractor - MYP301F.EXE

Tounzip all files in MYP301E EXE to the specified Urzip
folder prezz the Unzip button. —

% Bun iafin
Unzip to falder: LIN A7 Ip

| C)\Acme-Inc\MVP3000-firm  Browse... Close

[+ DOvenarte files without prompting

About

Help

ddd]]

Figure 6-14: Extract files
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Implementing a Software Upgrade

MultiVOIP software can be upgraded locally using a single command at the MultiVOIP Windows interface, namely
Upgrade Software. This command downloads firmware (including the H.323 stack), and factory default settings
from the controller PC to the MultiVOIP unit.

When using the MultiVOIP Windows interface, firmware and factory default settings can also be transferred from
controller PC to MultiVOIP piecemeal using separate commands.

When using the MultiVOIP web browser interface to control/configure the VOIP remotely, upgrading of software
must be done on a piecemeal basis using the FTP Server function of the MultiVOIP unit.

When performing a software upgrade (whether from the Windows interface or web browser interface), follow
these steps in order:

1. Identify Current Firmware Version

2. Download Firmware

3. Download Factory Defaults
When upgrading firmware, the software commands “Download Firmware,” and “Download Factory Defaults” must
be implemented in order, else the upgrade is incomplete.

Identifying Current Firmware Version

Before implementing a MultiVOIP firmware upgrade, be sure to verify the firmware version currently
loaded on it. The firmware version appears in the MultiVOIP Program menu. Go to Start | Programs |
MultiVOIP x.xx. The final expression, x.xx, is the firmware version number.

When a new firmware version is installed, the MultiVOIP software can be upgraded in one step using the
Upgrade Software command, or piecemeal using the Download Firmware command and the
Download Factory Defaults command.

Download Firmware transfers the firmware (including the H.323 protocol stack) in the PC’s MultiVOIP
directory into the nonvolatile flash memory of the MultiVOIP.

Download Factory Defaults sets all configuration parameters to the standard default values that are
loaded at the Multi-Tech factory.

Upgrade Software implements both the Download Firmware command and the Download Factory
Defaults command.
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Downloading Firmware

1. The MultiVOIP Configuration program must be off when invoking the Download Firmware command. If
it is on, the command will not work.

2. To use the Download Factory Defaults command, go to Start | Programs | MultiVOIP x.xx |
Download Firmware.

3. If a password has been established, the Password Verification screen will appear.

Pazsword Yerification |

Enter Configuration Paszword

Passward : I ****** q

0K LCancel Help

Figure 6-15: Password verification
Type in the password and click OK.

4. The MultiVOIP x.xx Firmware screen appears saying
“MultiVOIP [model number] is up. Reboot to Download Firmware?”
Click OK to download the firmware.
The “Boot” LED on the MultiVOIP will light up and remain lit during the file transfer process.

5. The program will locate the firmware “.bin” file in the MultiVOIP directory. Highlight the correct (newest)
“.bin” file and click Open.

Leakin: |3 MUtIVOIP = =1

File narme: Imvpt'l Open

Files of type: | Code Files (*bin] =l Cancel |

4

Figure 6-16: Firmware file

6. Progress bars will appear at the bottom of the screen during the file transfer.

JOO0000000000000000000000
Dawnloading Configuration(Packets Sent:2, Acks received:2, Errors:0): ([ ]]]

g

Figure: 6-17: Progress bars
The MultiVOIP’s “Boot” LED will turn off at the end of the transfer.

7. The Download Firmware procedure is complete.
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Downloading Factory Defaults

1. The MultiVOIP Configuration program must be off when invoking the Download Factory Defaults
command. Ifitis on, the command will not work.

2. To use the Download Factory Defaults command, go to Start | Programs | MultiVOIP x.xx. |
Download Factory Defaults.

3. If a password has been established, the Password Verification screen will appear.

Password ¥erification

Enter Configuration Paszword

Pazaword : I ****** q

Ok LCancel | Help

Figure 6-18: Password verify
Type in the password and click OK.

4. The MVP x.xx - Firmware screen appears saying “MultiVOIP [model number] is up. Reboot to
Download Firmware?”

Click OK to download the factory defaults.
The “Boot” LED on the MultiVOIP will light up and remain lit during the file transfer process.

5. After the PC gets a response from the MultiVOIP, the Dialog — IP Parameters screen will appear.

Dialog E
 IP Parameters

r Diff Serv Parameter

Call Control PHE : |34
Frame Type ITYF'E-II 'I
olP Media PHE : |4B

r~ IP Parameter:

[~ Enable DHCP

0K |

IP Address : | 192 0168 . 3 . 143 — |
IF Mask : | 255 . 255 . 255 . 0

: Help |

Gateway : I

Figure 6-19: Dialog screen

The user should verify that the correct IP parameter values are listed on the screen and revise them if
necessary. Then click OK.

6. Progress bars will appear at the bottom of the screen during the data transfer.

JOOOOOO000000000000000000
Downloading Configuration[Packets Sent.2, Acks received: 2, Emars:0]: (1{]]

Ly

Figure 6-20: Progress bars
The MultiVOIP’s “Boot” LED will turn off at the end of the transfer.

7. The Download Factory Defaults procedure is complete.
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Downloading CAS Protocol
CAS protocols beyond the standard choices in the configuration software are available for your VOIP unit.
This is the procedure to implement them, should one be needed.

1. The MultiVOIP Configuration program may be on or off when using the Download CAS Protocol
command.

2. To use the Download CAS Protocol command, go to Start | Programs | MVP x.xx | Download
CAS Protocol.

é Zonfiguration

é Configuration Port Setup
é Date and Time Setup
g Download CAS Protocol

é Internet Explaorer
@ HyperTerminal

g Download Factory Defaulks
g Download Firrmware

g Download User Defaults
é Set Password

ﬁ' IInInstall

' 2410 4,11 g Upgrade Software

All Programs B

ﬁ| Log Off | | Turn CFF Camputer

s start

Figure 6-21: Download CAS Protocol

3. A message screen will appear warning that the download will entail a rebooting of the MultivVOIP.

MultivoIP 2410

Dowvenloading CA5 Prokocol will Rebook the MultOIP 2410, Do you want ko conkinue?

Ik | Cancel

Figure 6-22: Reboot acceptance

Click OK.
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4. The directory containing the CAS protocol files (extension is .cas) will appear.

NOTE: Filenames that have “Ftp” in them cannot be downloaded through the software, but instead must
be obtained with ftp client software. This is why there are two of each protocol available.

Open

2x

Laaok. in: | = MuliOIF 2410 4.11

=l clear_channel.cas

=l clear_channelFtp.cas

ﬂ edam_wink.cas

ﬂ el _winkFtp.cas

= em_immediate. cas

!l em_immediateFtp,cas
em_wink_dialtone.cas
em_wink_dialtoneFtp.cas
Fxo_ground.cas
Fxo_groundFtp.cas
Fxo_loop.cas

fFxo_loopFtp.cas

Fxs_ground.cas
fFxs_groundFtp.cas

fxs_loop.cas

Fxs_loopFtp.cas
r2_200_jignore_abnormal . cas
r2_200_ignore_abnormalFtp.cas
rZ_argentina.cas

8| r2_argentinaani.cas

L |1 [

5| r2_argentinaFtp.cas
=l r2_brazil.cas

=l r2_brazilani.cas
rZ_brazilaniFtp.cas
rZ_brazilFtp.cas
rZ_china.cas
rZ_chinaani.cas

=l r2_chinaaniFtp.cas
[l r2_chinaFtp.cas

| r2_india.cas
rZ_indiaani,cas
rZ_indiaaniFtp,cas
=l rz_indiaFtp.cas
r2_israel.cas

| r2_israslani.cas

[ r2_israslaniFtp.cas
[ r2_israelFtp.cas
rZ_jtu.cas

@@@@D@D@@@@D@@@@@@DD

M| rz_ibu_200_abnormal.cas

5| r2_argentinaaniFtp.cas

EVEEVEYEYEYENEYEYEY ENEYEYEYEYEREYEYEEY

R Sl =

r2_itu_200_abnormal_mck.cas
r2_itu_200_abnormal_mctFtp.cas
re_itu_200_abnormalFtp.cas
r2_itu_ani.cas
rZ_itu_aniFkp.cas
rZ_jtuani.cas
rZ_ituaniFtp, cas
rZ_ituFtp.cas

r2_korea.cas
r2_koreaani.cas
re2_koreasniFtp.cas
rZ_koreaFtp.cas
rZ_mexico.cas
rZ_mexicoani.cas
rZ2_mexicoaniFtp.cas
rZ2_mexicoFtp.cas
r2_philip.cas

re_philipani.cas
rZ_philipaniFtp,cas
rZ_philipFtp.cas

File name:

Files of type: |E.-’-\5 Files [* cas)

j Canicel

Figure 6-23: Protocol files

Your selection of CAS protocol must match the protocol of the device at the other end; otherwise a
mismatch can result in the devices not working at all. Consult your PBX reference manual or contact your

service provider for the specifics.

Select the CAS protocol needed for your system. The file names are representative of their function and

also may be tagged for use in specific countries. Click Open.

5. The chosen CAS protocol file will be loaded from the PC to the MultiVOIP unit. Progress bars will appear
at the bottom of the screen while the download occurs. When the download is complete, the MultivVOIP

will complete its rebooting process.

6. The MultiVOIP software will be closed when the download is complete. You will have to launch the

MultiVOIP software again to continue using it.
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Setting and Downloading User Defaults

The Download User Defaults command allows you to maintain a known working configuration that is specific to
your VOIP system. You can then experiment with alterations or improvements to the configurations confident that

a working configuration can be restored if necessary.

1. Before you can use the Download User Defaults command, you must first save a set of configuration
parameters by using the Save Setup command in the sidebar menu of the MultiVOIP software.

Save & Reboot

Figure 6-24: Save & Reboot

2. Before the setup configuration is saved, you will be prompted to save the setup as the User Default
Configuration. Select the checkbox and click OK.

A user default file will be created. The MultiVOIP unit will reboot itself.
3. To download the user defaults, go to Start | Programs | MultiVOIP x.xx | Download User Defaults.
4. A confirmation screen will appear indicating that this action will entail rebooting the MultiVOIP.

Muvore x|

Downloading User Defaults will Reboot the MUltYOIP, Do you want to continue?

o] cm |

Figure 6-25: Confirmation screen
Click OK.

5. Progress bars will appear during the file transfer process.

EXXX)
Downloading Configuration[Packets Sent:2, Acks received:2, Emars:0): |i (11}

4]

Figure 6-26: Progress bars

6. When the file transfer process is complete, the Dialog / IP Parameters screen will appear.

Dialog E3
r— IP Parameters

r Diff Serv Parameter

Call Control PHE : |34
Frame Type ITYF'E-II *I
WalP Media PHE |4B

— IP Parameters
" Enable DHCP LI
IP Address : | 192 0168 . 3 . 143 Cancel |

IF Mask : | 255 255 . 256 . 0
: Help |

Gateway : I

Figure 6-27: Dialog screen

7. Set the IP values per your particular VOIP system. Click OK. Progress bars will appear as the MultiVOIP
reboots itself.
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Setting a Password

Windows Interface

After a user name has been designated and a password has been set, that password is required to gain
access to any functionality of the MultiVOIP software. Only one user name and password can be
assigned to a VOIP unit. The user name will be required when communicating with the MultiVOIP via the
web browser interface.

NOTE: Record your user name and password in a safe place. If the password is lost, forgotten, or
irretrievable, the user must contact Multi-Tech Tech Support in order to resume use of the MultiVOIP unit.

1. The MultiVOIP configuration program must be off when invoking the Set Password command. If it is
on, the command will not work.

2. To use the Set Password command, go to Start | Programs | MultivVOIP x.xx | Set Password.

3. You will be prompted to confirm that you want to establish a password, which will entail rebooting the
MultiVOIP (which is done automatically).
Click OK to proceed with establishing a password.

4. The Password screen will appear. If you intend to use the FTP Server function that is built into the
MultiVOIP, enter a user name. (A User Name is not needed to access the local Windows interface, the
web browser interface, or the commands in the Program group.) Type your password in the Password

field of the Password screen. Type this same password again in the Confirm Password field to verify
the password you have chosen.

NOTE: Be sure to write down your password in a convenient but secure place. If the password is
forgotten, contact Multi-Tech Technical Support for advice.

s
N

— Pazzword

zer Hame : ||

MHew Password : I

Feconfirm Pazsword : I

(] Cancel Help

Figure 6-28: Password screen
Click OK.

5. A message will appear indicating that a password has been set successfully.
After the password has been set successfully, the MultiVOIP will re-boot itself and, in so doing, its
BOOT LED will light up.

6. After the password has been set, the user will be required to enter the password to gain access to the
web browser interface and any part of the MultiVOIP software listed in the Program group menu. User
Name and Password are both needed for access to the FTP Server residing in the MultiVOIP.
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Paszzword Yerification |

Enter Configuration Pazsword

Pazzword ; |’1

0k, LCancel Help

L3

Figure 6-29: Password verification

When MultiVOIP program asks for password at launch of program, the program will simply shut down if
CANCEL is selected.

The MultiVOIP program will produce an error message if an invalid password is entered.

MultivOIP =]

[trealid Pazsward

Figure 6-30: Invalid password
Web Browser Interface

Setting a password is optional when using the MultiVOIP web browser interface. Only one password can
be assigned and it works for all MultiVOIP software functions (Windows interface, web browser interface,
FTP server, and all Program menu commands, e.g., Upgrade Software — only the FTP Server function

requires a User Name in addition to the password). After a password has been set, that password is
required to access the MultiVOIP web browser interface.

NOTE: Record your user name and password in a safe place. If the password is lost, forgotten, or

irretrievable, the user must contact Multi-Tech Tech Support in order to resume use of the MultiVOIP web
browser interface.

Fie Edt View Favorites  Tools  Help Q-9 B A Address |£_‘|http:ﬁ192.168.3.1431
MUt OIF s

e Configuration = .

I Sortaur Multiechi(@)

o Phong Book Systems

o= Statistics

Change Password
Save & Rehoot
Logout

o= Help

Current Pe

rPassword Change
User Hame

Old Password
New Password

Reconfirm Password

Figure 6-31: Web interface password
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Upgrading Software

As noted earlier the Upgrade Software command transfers, from the controller PC to the MultiVOIP unit, firmware
(including the H.323 stack) and settings. The settings can be either Factory Default Settings or Current
Configuration Settings.

é Configuration
é Configuration Part Setup
é Date and Time Setup

g Daovenload CAS Probocol
g Dowenload Fackory Defaults

é Internet Explarer
@ Hyper Terrminal

g Dovenload Firmmware
E Downlaad User Defaulks
é Set Passwiord

ﬁ'_:’;! nlInstall

G MulbiyOIP 2410 4.11 25 Upgrade Software

All Programs L]

ﬁ| Lag CFF (D | Turn OFF Cormputer

/4 start

Figure 6-32: Upgrade software path

NOTE: To upgrade a MultiVOIP from software version 6.04 or earlier, an ftp primer file must first be sent to
the VOIP. This file is located in the Software/ftp_Primer folder on the CD and the file name is
"FTP_Primer.bin". Before uploading this file, it must be renamed "mvpt1ftp.bin". The VOIP will only
accept files of this name. This is a safety precaution to prevent the wrong files from being uploaded to
the VOIP. Once the primer file has been uploaded, upload the FTP firmware file. If you accepted the
defaults during the software loading process, this file is located on your local drive at C:\Program
Files\Multi-Tech Systems\MultiVOIP X.NN where the X is the software number and the .NN is the
version number of the MultiVOIP software on your local drive. Of course the firmware file is named
‘mvpt1ftp.bin’.

Important: You cannot go back to 6.04 or earlier versions using FTP. You must use ‘upgradesoftware’ via the
serial port.

Important: These ftp upgrade instructions do not apply to software release 6.05 and above.
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FTP Server File Transfers (“Downloads”)

Multi-Tech has built an FTP server into the MultiVOIP unit. Therefore, file transfers from the controller PC to the
VOIP unit can be done using an FTP client program or even using a browser (e.g., Internet Explorer, Netscape, or
Firefox, used in conjunction with Windows Explorer).

The terminology of “downloads” and “uploads” gets a bit confusing in this context. File transfers from a client to a
server are typically considered “uploads.” File transfers from a large repository of data to machines with less data
capacity are considered “downloads.” In this case, these metaphors are contradictory: the FTP server is actually
housed in the MultiVOIP unit, and the controller PC, which is actually the repository of the info to be transferred,
uses an FTP client program. In this situation, we have chosen to call the transfer of files from the PC to the VOIP
“‘downloads.” (Be aware that some FTP client programs may use the opposite terminology, i.e., they may refer to
the file transfer as an “upload )

You can download firmware, CAS telephony protocols, default configuration parameters, and phonebook data for
the MultiVOIP unit with this FTP functionality. These downloads are done over a network, not by a local serial
port connection. Consequently, VOIPs at distant locations can be updated from a central control point.

The phonebook downloading feature greatly reduces the data-entry required to establish inbound and outbound
phonebooks for the VOIP units within a system. Although each MultiVOIP unit will require some unique
phonebook entries, most will be common to the entire VOIP system. After the phonebooks for the first few VOIP
units have been compiled, phonebooks for additional VOIPs become much simpler: you copy the common
material by downloading and then do data entry for the few phonebook items that are unique to that particular
VOIP unit or VOIP site.

To transfer files using the FTP server functionality in the MultiVOIP, follow these directions.
1. Establish Network Connection and IP Addresses. Both the controller PC and the MultiVOIP unit(s)
must be connected to the same IP network. An IP address must be assigned for each.

2. Establish User Name and Password. You must establish a user name and (optionally) a password for
contacting the VOIP over the IP network. (When connection is made via a local serial connection between
the PC and the VOIP unit, no user name is needed.)

Fie Edit “iew Favorites Tools  Help Q-9 - [ Address |1§| http://192.168.3. 143/
Multiv QIR

o= Configuration - -

L it Multi [ech

o= Phone Book Systems

o= Statistics

Change Password
Save & Rehoot
Logout

o Help

Current Permission: Rea

rPassword Change
User Hame

Old Password

Hew Password

Reconfirm Password

Figure 6-33: Change password

As shown above, the username and password can be set in the web interface as well as in the Windows
interface.
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3. Install FTP Client Program or Use Substitute. You should install an FTP client program on the controller
PC. FTP file transfers can be done using a web browser (e.g., Netscape or Internet Explorer) in
conjunction with a local Windows browser a (e.g., Windows Explorer), but this approach is somewhat
clumsy (it requires use of two application programs rather than one) and it limits downloading to only one
VOIP unit at a time. With an FTP client program, multiple VOIPs can receive FTP file transmissions in
response to a single command (the transfers may occur serially however).

Although Multi-Tech does not provide an FTP client program with the MultiVOIP software or endorse any
particular FTP client program, we remind our readers that adequate FTP programs are readily available
under retail, shareware and freeware licenses. (Read and observe any End-User License Agreement
carefully.) Two examples of this are the “WSFTP” client and the “SmartFTP” client, with the former having
an essentially text-based interface and the latter having a more graphically oriented interface, as of this
writing. User preferences will vary.

4. Enable FTP Functionality. Go to the IP Parameters screen and click on the “FTP Server: Enable” box.
Ethermet / IF Parameters

Ethernet Parameters

v Packet Pricritization (202.10] Frame Type |TYF'E-II -

302 1p Parameters
Friciity 0k
Call Control | B oice j 4
YolP Media |3-E weellent Effort j LCancel
Others |0-BestEffot v
Help

YLAM 1D 1

|F Parameters

Gateway Mame : |Multi/olP

[~ Enable DHCP Diff Serv Parameters

Call Control PHE : 34
46

IP Address - | 192 . 168 . 3 . 143
YaolP kedia PHE :

FTP Server
[ Enakble

Figure 6-34: Enable FTP server

IP M azk | 285 . 285 0 256 .0 0

Gateway |
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5. Identify Files to be Updated. Determine which files you want to update. Six types of files can be updated
using the FTP feature. In some cases, the file to be transferred will have “Ftp” as the part of its filename just
before the suffix (or extension). So, for example, the file “mvpt1Ftp.bin” can be transferred to update the bin
file (firmware) residing in the MultiVOIP. Similarly, the file “fxo_loopFtp.cas” could be transferred to enable
use of the FXO Loop Start telephony interface in one of the analog VOIP units and the file “r2_brazilFtp.cas’
could be transferred to enable a particular telephony protocol used in Brazil. Note, however, that before
any CAS file can be used as an update, it must be renamed to CASFILE.CAS so that it overwrites and
replaces the default CAS file.

File Type File Names Description

firmware “bin” file mvpt1Ftp.bin This is the MultiVOIP firmware file. Only one file of this type will
be in the directory.

factory defaults fdefFtp.cnf This file contains factory default settings for user-changeable
configuration parameters. Only one file of this type will be in the
directory.

CAS file fxo_loopFtp.cas, | These telephony files are for Channel Associated Signaling.

em_winkFtp.cas, | The directory contains many CAS files, some labeled for
r2_brazilFtp.cas | specific functionality, others for countries or regions where
r2_chinaFtp.cas | certain attributes are standard. Any CAS file used must first be
renamed to “CASFILE.CAS.”

inbound phonebook InPhBk.tmr This file updates the inbound phonebook in the MultiVOIP unit.
outbound phonebook OutPhBk.tmr This file updates the outbound phonebook in the MultiVOIP unit.

6. Contact MultiVOIP FTP Server. You must make contact with the FTP Server in the VOIP using either a
web browser or FTP client program. Enter the IP address of the MultiVOIP’s FTP Server. If you are using
a browser, the address must be preceded by “ftp://” (otherwise you’ll reach the web interface within the
MultiVOIP unit).

B3 fip://192.168.2.2007 - Microsoft Internet Explorer

ko d

File Edt View Go Fi

<::| ¥
J Back .

‘ Address I@ ftp: /4192,

Figure 6-35: FTP address

7. Log In. Use the User Name and password established in item #2 above. The login screens will differ
depending on whether the FTP file transfer is to be done with a web browser (shown below) or with an FTP
client program (varies).

Login As E
Could not login to the FTF server anonpmously. Enter a
Lzer name and paszward and prezs Login to continue.

FTP Server: 1921682200
Uszer Mame:; j

Pazsward: I

After you lagin, you can return to thiz FTR server easzily by
adding it to your Favorites List.

| Logim &nenymousy [T Save Pazsword

Login I Cancel

Figure 6-36: FTP log in

8. Use Download. Downloading can be done with a web browser or with an FTP client program.
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Download with Web Browser:

e In the local Windows browser, locate the directory holding the MultiVOIP program files. The default
location will be C:\Program Files \Multi-Tech Systems \MultiVOIP xxxx yyyy (where x and y represent
MultiVOIP model numbers and software version numbers).

¢ Drag-and-drop files from the local Windows browser (e.g., Windows Explorer) to the web browser.

Exploring - MultiVOIP 2410 4.03
File  Edt View Go Favorites Toolz Help

= B | ¥ B

Back Up Cut Copy

ddiess |J C:4Pragram Files\Multi-Tech Systems'ultiv0IH

plders x

L Java'wieb Star a
+-{_1] Microsoft Office
#-{_] MuliTech System
=[] Multi-Tech Systen
(3 MultvoIP 240
[ Multi/oIP 240
3 MultVOIP 247
[ Multh/OIP 300
[ Mult/OIP 300
[ MultiyolP 5.91
(3 MulvoIP EO
(3 Multivoip3000

28] fus_loopFtp.cas
[ bz el

28] InPhBEk.tmr

] Lhsstrs

=] Logshd aster.log
%] MicdZdl

B Mtvaip

2] mvp2400.gid
& mvpzmu.hlp/
2] mvpt1 bin

% mvpt] fip.bin

(£] cem.tit

»

Address —.':‘ i}

EJ

casfile.cag

Drag this e

2 =

factdef.cnf H323.pd mvpt fp.bin

.. into browser window.

New file from PC
will overwrite old flle
on voip unit.

Figure 6-37: Drag and drop file

e You may be asked to confirm the overwriting of files on the MultiVOIP. Do so.

Confirm File Replace

EE' Thiz folder already containg a file called ‘mvpt] ftpbin'.
= 2F

Wwould you like to replace the existing file

gﬁ.

with thiz ong?

0 bytes [0 bytesz)
Tuezday, January 07, 1930 1:2:00 Pk

1.79 ME [1,881.364 bytes]
konday, Septermber 09, 2002 7:41 Pk

ez to gl

Mo Cancel

Figure 6-38: Overwrite confirmation

¢ File transfer between PC and VOIP will look like transfer within VOIP directories.

Copying... _|]

-

Copying ‘fdefftp. chf

Fram 'C:AProgram Fileshtult-Tech SpstemzsMultbyOIP 2470 4,05 10 '

Figure 6-39: Copy screen
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Download with FTP Client Program:

¢ In the local directory browser of the FTP client program, locate the directory holding the MultiVOIP
program files. The default location will be C:\Program Files \Multi-Tech Systems \MultiVOIP xxxx yyyy
(where x and y represent MultiVOIP model numbers and software version numbers).

¢ In the FTP client program window, drag-and-drop files from the local browser pane to the pane for the
MultiVOIP FTP server. FTP client interface operations vary. In some cases, you can choose between
immediate and queued transfer. In some cases, there may be automated capabilities to transfer to
multiple destinations with a single command.

9. Verify Transfer. The files transferred will appear in the directory of the MultiVOIP.

Bact

3 ¥
j Fle Edt View Go Fi j . JAgdress@

casfile.caz factdef.cnf H323.pdl myptiftp.bin - OutPhBk.tmr  InPhBk. tmr

Figure 6-40: Verify transfer

10. Log Out of FTP Session. Whether the file transfer was done with a web browser or with an FTP client
program, you must log out of the FTP session before opening the MultiVOIP Windows interface.
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Web Browser Interface

2 MultiVolP-MultiVOIP 2410 v4.11.26 (Firmware : Dec 11, 2007) - Microsoft Internet Explorer

File Edit ‘Wiew Favorites Tools  Help €] 3] |ﬂ @ Address |@http:jﬁ192.168.3.143f V| _-'."_

MultivoIP 2410 ”~

o= Configuration

o= Advanced

o= Phone Book

o= Statistics
Change Password
Save & Rehoot
Logout

o Help

VodcaFax over IP Nelworks

—— &

Tfubti- Tech. Systems Fne., 2205 Wioodale Drive, Mounds Yiew, M 55112 USA
TEL : {763} 765-3500 FAX : {763} T85-3702
Teth Support : #00 972-1432
Wb site : haip ./ wswswubinbech . com
FTF site : fip ./Fip youbiiteth com

bt Teth Suppert : tupp oniErlitedh com
< | >
O % 9 9 @ @ PP PP PR L
01 02 03 04 05 06 O7 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 =
w
< I ¥
I@ Applet chstats skarted B Internet

Figure 6-41: Web interface

You can control the MultiVOIP unit with a graphic user interface (interface) based on the common web browser
platform. Qualifying browsers are Internet Explorer 6+, Netscape 6+, and Mozilla Firefox 1.0+.

MultiVOIP Web Browser interface Overview

Function Remote configuration and control of MultiVOIP units.
Configuration Prerequisite Local Windows interface must be used to assign IP address to MultivVOIP.
Browser Version Requirement Internet Explorer 6.0 or higher; or

Netscape 6.0 or higher; or

Mozilla Firefox 1.0 or higher.

Java Requirement Java Runtime Environment

version 1.4.0_01 or higher

(this application program is included with MultivVOIP)

The initial configuration step of assigning the VOIP unit an IP address must still be done locally using the
Windows interface. However, all additional configurations can be done via the web interface.

The content and organization of the web interface is directly parallel to the Windows interface. For each screen in
the Windows interface, there is a corresponding screen in the web interface. The fields on each screen are the
same, as well.
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2 MultiVoIP-MultiYOIP. 2410 v4.11.26 (Firmware : Dec 11 2007) - Microsoft Internet Explorer

File Edit Wiew Favorites Tools  Help <) 3] Iﬂ @ Address|@http:”192.168.3.1431 v‘ y
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Figure 6-42: Web interface expanded

The Windows interface gives access to commands via icons and pull-down menus whereas the web interface
does not. The web interface, however, cannot perform logging in the same direct mode done in the Windows
interface. However, when the web interface is used, logging can be done by email (SMTP).

The graphic layout of the web interface is also somewhat larger-scale than that of the Windows interface. For
that reason, it's helpful to use as large of a video monitor as possible.

The primary advantage of the web interface is remote access for control and configuration. The controller PC and
the MultiVOIP unit itself must both be connected to the same IP network and their IP addresses must be known.

In order to use the web interface, you must also install a Java application program on the controller PC. This
Java program is included on the MultiVOIP product CD. Java is needed to support drop-down menus and
multiple windows in the web interface.

To install the Java program, click on the Install Java button from the main window of your MultiVOIP product CD,
or go to the Java directory on the product CD and double-click on the .EXE file to begin the installation. Follow
the instructions on the Install Shield screens.

The following screens are representative of the installation, but do not exactly match the current version that will
install on your PC.
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InstallShield Wizard E

Welcome to the InstallShield Wizard for Java 2
Runtime Environment, 5E v1.4.0 01

The InstallShigld® ‘wizard will install Java 2 Runtime
Erwironment, SE +1.4.0_07 on your computer, To
continue, click Nest,

< Hiack

Canicel |

Figure 6-43: Java install screen
During the installation, you must specify which browser you’ll use in the Select Browsers screen.

InztallShield Wizard

Select Browsers

Java [Th] Plug-in will be the default Java runtime for the following browser(s):

v iMicrosoft Internet Explores
[T Metscape B

“r"'ou may change the default in the Java(Th] Plug-in Control
Parnel

[FstalEtHeld

< Back | ﬂeﬁ% I Cancel |

Figure 6-44: Browser choice

When installation is complete, the Java program runs automatically in the background as a plug-in supporting the
MultiVOIP web interface. No user actions are required.

After the Java program has been installed, you can access the MultiVOIP using the web browser interface. Close
the MultiVOIP Windows interface. Start the web browser. Enter the IP address of the MultiVOIP unit. Enter a
password when prompted. (A password is needed here only if password has been set for the local Windows
interface or for the MultiVOIP’s FTP Server function. See “Setting a Password -- Web Browser interface” earlier
in this chapter.) The web browser interface offers essentially the same control over the VOIP as can be achieved
using the Windows interface. As noted earlier, logging functions cannot be handled via the web interface. And,
because network communications will be slower than direct communications over a serial PC cable, command
execution will be somewhat slower over the web browser interface than with the Windows interface.
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SysLog Server Functions

Multi-Tech has built SysLog server functionality into the software of the MultiVOIP units. SysLog is a de facto
standard for logging events in network communication systems.

The SysLog Server resides in the MultiVOIP unit itself. To implement this functionality, you will need a SysLog
client program (sometimes referred to as a “daemon”). SyslLog client programs, both paid and freeware can be
obtained from Kiwi Enterprises (search the Internet for kiwi syslog daemon), among other firms. Read the End-
User License Agreement carefully and observe license requirements. SysLog client programs essentially give

you a means of structuring console messages for convenience and ease of use.

Multi-Tech Systems does not endorse any particular SysLog client program. SysLog client programs by qualified
providers should suffice for use with MultiVOIP units.

Before a SysLog client program is used, the SysLog functionality must be enabled within the MultiVOIP in the
Logs menu under Configuration.

— Logs
— Conzole Meszage Settings

¥ Enable Console Messages

Filters |
LCancel

—Logs |
™ Tum OFf Logs =
= GUl O EMIE .. SNMP
..-'.-' = Syslog Serve ",
e -‘
: ;
I-‘- -.“‘
" '-.
Te... FEot: 514

Ly akw
AN L aig mman kAt

Online Statiztics Updation Interval |5 Sec

Figure 6-45: Enable SyslLog
The IP Address used will be that of the MultiVOIP itself.
In the Port field, entered by default, is the standard (‘well-known’) logical port, 514.

Configuring the SysLog Client Program. Configure the SysLog client program for your own needs. In various
SysLog client programs, you can define where log messages will be saved/archived, opt for interaction with an
SNMP system (like MultiVoipManager), set the content and format of log messages, determine disk space
allocation limits for log messages, and establish a hierarchy for the seriousness of messages (normal, alert,
critical, emergency, etc.).
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Appendix A - Cable Pin-outs

Command Cable

RJ-45 Connector End-to-End Pin Info
R.J-45 DBaF
||| |||| Fin No Pin Ne.
12345678 1 4
2 T
To Command 3 - > g e e To DTE
Port Connector | o 5 |Receenw  DEVICE
& &
7 1
8 A |Signal Ground

RJ-45 connector plugs into Command Port of MultiVOIP.
DB-9 connector plugs into serial port of command PC (which runs MultiVOIP configuration software).

Ethernet Connector
The functions of the individual conductors of the MultiVOIP’s Ethernet port are shown on a pin-by-pin basis below.

RJ-45 Ethernet Connector Pin | Circuit Signal Name
| 1 TD+ Data Transmit Positive

123456738

2 TD- Data Transmit Negative

3 RD+ Data Receive Positive

6 RD- Data Receive Negative

T1/E1 Connector
T1/E1 Connector

e
1 7

2| l Ju l e|s f|3 ;} Receive Pair (from line)

g } Transmit Pair (to line)
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Voice/Fax Channel Connectors

Figure B-1: RJ-48 & RJ-11 Connectors

Pin Functions (E&M Interface)
Pin Description | Function
1 M Input
2 E Output
3 T 4-Wire Output
4 R 4-Wire Input, 2-Wire Input
5 T 4-Wire Input, 2-Wire Input
6 R1 4-Wire Output
7 SG Signal Ground (Output)
8 SB Signal Battery (Output)
Pin Functions (FXS/FXO Interface)
FXS Pin Description FXO Pin | Description
2 N/C 2 N/C
3 Ring 3 Tip
4 Tip 4 Ring
5 N/C 5 N/C
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Appendix B - TCP/UDP Port

Assignments

Well Known Port Numbers

The following description of port number assignments for Internet Protocol (IP) communication is taken from the
Internet Assigned Numbers Authority (IANA) web site (www.iana.org).

“The Well Known Ports are assigned by the IANA and on most systems can only be used
by system (or root) processes or by programs executed by privileged users. Ports are
used in the TCP [RFC793] to name the ends of logical connections which carry long term
conversations. For the purpose of providing services to unknown callers, a service
contact port is defined. This list specifies the port used by the server process as its
contact port. The contact port is sometimes called the "well-known port". To the extent
possible, these same port assignments are used with the UDP [RFC768]. The range for
assigned ports managed by the IANA is 0-1023.”

Well-known port numbers especially pertinent to MultiVOIP operation are listed below.

Port Number Assignment List

Function Port Number
telnet 23

tftp 69

snmp 161

snmp tray 162
gatekeeper registration 1719

H.323 1720

SIP 5060
SysLog 514
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Appendix C - Installation Instructions

for T1/E1 Upgrade Card

Installing the MVP24-48/30-60 Upgrade Card

Both the MVP2410 and the MVP3010 use the same mechanical chassis. This chassis accommodates a second
MultiVOIP circuit card or motherboard module. The add-on module for the MVP2410 is the MVP24-48 product;
the add-on module for the MVP3010 is the MVP30-60 product. The MVP2410G will not accept an expansion
card because its second card slot is occupied by gatekeeper circuitry.

To install an expansion card into an MVP2410 or MVP3010, you must:

1. Power down and unplug the MVP2410/3010 unit.

2. Using a Phillips or star-bit screwdriver, remove the blank plate at the rear of the MVP2410/3010 chassis
(see Figure C-1). Save the screw.

—T—r__--_—_-_\_ o

Y ¥ !
I 16 or——
a3 o | e —

L3
H°

— [~
=

|

R I | B
= =

Figure C-1: Remove Plate Covering Expansion Slot

3. A power cable for the expansion card (+5V) is already present within the MVP2410/3010 unit. This power
cable has a two-pin connector. When the rear cover plate has been removed, the cable is accessible from
the rear at the right side of the expansion slot. Locate this connector within the MVP2410/3010. See Figure

C-2.
Power Cable

Figure C-2: MVP2410/3010 Chassis (top/rear view)
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4. While keeping the power cable out of the way, fit the MVP24-48 or MVP30-60 card into the grooves of the
expansion slot. Push it in far enough to allow connection of the power cable to the receptacle on the vertical
plate of the expansion card. (See Figure C-2.) Connect the power cable.

5. Push the expansion card fully into the chassis. See Figure C-3.

Figure C-3: Sliding Expansion Card into chassis

6. Secure the vertical plate of the expansion card to the chassis with a screw.

Operation

The MVVP2410/3010 front panel has two sets of identical LEDs. In the MVP2410/3010 without an expansion card,
only the left-hand set of LEDs is functional. However, when the MultiVOIP unit has been upgraded with an
MVP24-48 or MVP30-60 expansion card, the right-hand set of LEDs will also become active.

Remember that the expansion card must be configured as though it were simply another complete MultiVOIP unit:
it requires its own T1/E1 line; it requires its own connection to a computer running the MultiVOIP configuration
software. All of the procedures and operations that apply to the original motherboard of the MVP2410/3010 will
also apply to the expansion card. See applicable User Guide chapters for details.
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Appendix D - Regulatory Information

EMC, Safety, and R&TTE Directive Compliance

The CE mark is affixed to this product to confirm compliance with the following European Community Directives:

Council Directive 89/336/EEC of 3 May 1989 on the approximation of the laws of Member States relating to electromagnetic
compatibility,

and

Council Directive 73/23/EEC of 19 February 1973 on the harmonization of the laws of Member States relating to electrical
equipment designed for use within certain voltage limits,

and

Council Directive 1999/5/EC of 9 March 1999 on radio equipment and telecommunications terminal equipment and the mutual
recognition of their conformity.

FCC Part 15 Declaration

NOTE: This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to Part 15 of
the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the equipment

is operated in a commercial environment. This equipment generates, uses and can radiate radio frequency energy, and if not

installed and used in accordance with the instructions, may cause harmful interference to radio communications. Operation of
this equipment in a residential area is likely to cause harmful interference in which case the user will be required to correct the
interference at their own expense.

This device complies with Part 15 of the FCC rules.
Operation is subject to the following two conditions:

(1) This device may not cause harmful interference.
(2) This device must accept any interference that may cause undesired operation.

Warning: Changes or modifications to this unit not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment.
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FCC Part 68 Telecom

This equipment complies with part 68 of the Federal Communications Commission Rules. On the outside surface
of this equipment is a label that contains, among other information, the FCC registration number. This information
must be provided to the telephone company.

As indicated below, the suitable jack (Universal Service Order Code connecting arrangement) for this equipment
is shown. If applicable, the facility interface codes (FIC) and service order codes (SOC) are shown.

An FCC compliant telephone cord and modular plug is provided with this equipment. This equipment is designed
to be connected to the telephone network or premises wiring using a compatible modular jack that is Part 68
compliant. See installation instructions for details.

If this equipment causes harm to the telephone network, the telephone company will notify you in advance that
temporary discontinuance of service may be required. If advance notice is not practical, the telephone company
will notify the customer as soon as possible.

The telephone company may make changes in its facilities, equipment, operation, or procedures that could affect
the operation of the equipment. If this happens, the telephone company will provide advance notice to allow you
to make necessary modifications to maintain uninterrupted service.

If trouble is experienced with this equipment (the model of which is indicated below), please contact Multi-Tech
Systems, Inc. at the address shown below for details of how to have repairs made. If the equipment is causing
harm to the network, the telephone company may request you to remove the equipment form t network until the
problem is resolved.

No repairs are to be made by you. Repairs are to be made only by Multi-Tech Systems or its licensees.
Unauthorized repairs void registration and warranty.

Manufacturer: Multi-Tech Systems, Inc.
Trade name: MultivOIP

Model number: MVP-210/410/810

FCC registration number: US: AU7TDDNAN46050
Modular jack (USOC): RJ-48C

Service center in USA: Multi-Tech Systems, Inc.

2205 Woodale Drive
Mounds View, MN 55112
Tel: (763) 785-3500
FAX: (763) 785-9874

Industry Canada
This Class A digital apparatus meets all requirements of the Canadian Interference-Causing Equipment Regulations.

Cet appareil numérique de la classe A
respecte toutes les exigences du
Reglement Canadien sur le matériel brouilleur.

Canadian Limitations Notice

Notice: The Industry Canada label identifies certified equipment. This certification means that the equipment meets certain
telecommunications network protective, operational and safety requirements. The Department does not guarantee the
equipment will operate to the user’s satisfaction.

Before installing this equipment, users should ensure that it is permissible to be connected to the facilities of the local
telecommunications company. The equipment must also be installed using an acceptable method of connection. The customer
should be aware that compliance with the above conditions may not prevent degradation of service in some situations.

Repairs to certified equipment should be made by an authorized Canadian maintenance facility designated by the supplier.
Any repairs or alterations made by the user to this equipment, or equipment malfunctions, may give the telecommunications
company cause to request the user to disconnect the equipment.

Users should ensure for their own protection that the electrical ground connections of the power utility, telephone lines and
internal metallic water pipe system, if present, are connected together. This precaution may be particularly important in rural
areas.

Caution: Users should not attempt to make such connections themselves, but should contact the appropriate electric
inspection authority, or electrician, as appropriate.
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Appendix E - Waste Electrical and

Electronic Equipment (WEEE)
Statement

July, 2005

The WEEE directive places an obligation on EU-based manufacturers, distributors, retailers and importers to
take-back electronics products at the end of their useful life. A sister Directive, ROHS (Restriction of Hazardous
Substances) complements the WEEE Directive by banning the presence of specific hazardous substances in the
products at the design phase. The WEEE Directive covers all Multi-Tech products imported into the EU as of
August 13, 2005. EU-based manufacturers, distributors, retailers and importers are obliged to finance the costs of
recovery from municipal collection points, reuse, and recycling of specified percentages per the WEEE
requirements.

Instructions for Disposal of WEEE by Users in the European Union

The symbol shown below is on the product or on its packaging, which indicates that this product must not be
disposed of with other waste. Instead, it is the user’s responsibility to dispose of their waste equipment by handing
it over to a designated collection point for the recycling of waste electrical and electronic equipment. The separate
collection and recycling of your waste equipment at the time of disposal will help to conserve natural resources
and ensure that it is recycled in a manner that protects human health and the environment. For more information
about where you can drop off your waste equipment for recycling, please contact your local city office, your
household waste disposal service or where you purchased the product.
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Appendix F - C-ROHS HT/TS Substance

Concentration
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